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Abstract of the contribution: This contribution is to add a new key issue on access restriction to avoid UE’s abusive attach for RLOS.
Discussion
Per TS 22.101, when a UE recognizes an origination attempt to a restricted local operator service and has not received an indication from the serving system that restricted local operator services are available, the UE shall block the origination attempt.
This service requirement is about the issue on how the NW not supporting RLOS can avoid UE’s attach attempt for RLOS, and how the NW supporting RLOS can block UE’s attach when it is not available for RLOS. 
The former issue is covered by the Key Issue #EPC-1, but the latter issue is not handled yet. So, we need some mechanisms to block UE’s attach request when the UE is not available to get RLOS. 

We may expect that reasons for RLOS unavailability can be classified as UE specific and non-UE specific.

· For UE specific reason, when a UE attempts to attach for RLOS abusively (e.g. looks not intended by human), the serving operator doesn’t want to provide this UE with RLOS for a while.

· For non-UE specific reason, when the network for RLOS may be congested or meet temporarily some error, the serving operator wants to block all new attach attempt for RLOS until getting better. 

Hence, we need to investigate solutions on access restriction to avoid UE’s abusive attach for RLOS.

Proposal
It is proposed to agree the following changes to TR23.715 v0.4.0.
***** Start of Changes *****




5.3
Key Issue #EPC-3: Support of unauthenticated UEs access to RLOS

The solution shall address the EPC mechanisms required to support unauthenticated UEs. In particular, the following aspects are required to be studied:
-
how to allow unauthenticated UEs to access EPC network for RLOS only if the EPC network supports RLOS;
-  how to minimize the impact to normal UE (Authenicated UE) due to network congestion caused by unauthenticated UE access to RLOS in the RLOS enabled PLMN.
-
how to prevent unauthenticated UEs to access services which are not RLOS.
***** End of Changes *****
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