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*** 1st Change ***

6.3.7
PCF selection


6.3.7.0
General principles

Clause 6.3.7.10 describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU Session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that the PCF may serve only specific DN(s). For example, Policy Control may be enabled on a per DNN basis.

-
Unique identification of a PDU Session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).
6.3.7.1
PCF selection for a UE or a PDU Session
The AMF selects the PCF for a UE, the SMF selects the PCF for a PDU Session. The selected PCF may be the same or may be a different one, following one of the alternatives below:

-
The AMF utilizes the NRF to discover the PCF instance(s) for a UE unless PCF information is available by other means, e.g. locally configured on AMF based on operator policies.

-
The SMF utilizes the NRF to discover the PCF instance(s) for a PDU Session unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection by the SMF:

a)
Local operator policies.

b)
Selected Data Network Name (DNN).

c)
PCF selected by the AMF. This is to select the same PCF for the AMF and the SMF. 

6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE (which, for example, belong to group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF.

NOTE:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement.
After relevant validation of the AF request (and possible parameter mapping), the NEF stores this request received from the AF. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from GPSI to SUPI and/or from External Group Identifier to IMSI-Group Identifier. When UDR(s) are deployed, NEF stores the AF request into the selected UDR.

PCF(s) that need to receive AF requests that targets a DNN (and slice), and / or a group of UEs subscribe to receive notifications from the NEF about such AF request information. When UDR(s) are deployed and store(s) AF requests, the PCF(s) can be configured (e.g. by OAM) to subscribe to receive notification of such AF request information directly from the UDR(s). The PCF(s) take(s) the received AF request information into account when making policy decisions for existing and future relevant PDU Sessions. In the case of existing PDU Sessions, the PCF's policy decision may trigger a PCC rule change from the PCF to the SMF.
The PCF subscription to notifications of AF requests (from the NEF or the UDR(s)) described above take place during PDU Session establishment or PDU Session modification, when the PCF(s) receive request from the SMF for policy information related to the DNN (and slice), and/or the group of UEs. For the PCF(s) that have subscribed to such notifications, the UDR(s) notify the PCFs of any AF request update.
The NEF associates the AF request with information allowing to later modify and delete the AF request; it associates the AF request with:

-
When the AF request targets PDU Sessions established by "any UE": the DNN, the slicing information target of the AF request,

-
When the request targets PDU Sessions established by UE within a predefined/subscribed group of UE: the DNN, the slicing information and the group of UE target of the application request.

-
The AF transaction identifier in the AF request.
6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF

Binding an AF request to the relevant PCF as described in TS 23.503 [45].

*** 2nd Change ***
7.2.x
BSF Services
The following NF services are specified for BSF as described in TS 23.503 [45]:

Table 7.2.x-1: NF Services provided by BSF

	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer

	Nbsf_management


	This service allows a PCF to register/deregister itself and to be discoverable by NF service consumers.
	5.2.13
	PCF, NEF, AF


*** 2nd Changes ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier
AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function
BSF
Binding Support Function
CP
Control Plane

DL
Downlink

DN
Data Network
DNAI
DN Access Identifier
DNN
Data Network Name

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate
GMLC
Gateway Mobile Location Centre
GPSI
Generic Public Subscription Identifier

GUAMI
Globally Unique AMF Identifier

HR
Home Routed (roaming)
LADN
Local Area Data Network
LBO
Local Break Out (roaming)

LMF
Location Management Function

LRF
Location Retrieval Function
MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only
N3IWF
Non-3GPP InterWorking Function
NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSI ID
Network Slice Instance Identifier

NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function

NSSP
Network Slice Selection Policy
PCF
Policy Control Function

PEI
Permanent Equipment Identifier
PER
Packet Error Rate
PFD
Packet Flow Description 
PPD
Paging Policy Differentiation

PPI
Paging Policy Indicator
PSA
PDU Session Anchor
QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface
SD
Slice Differentiator
SEAF
Security Anchor Functionality

SEPP
Security Edge Protection Proxy
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SST
Slice/Service Type
SUCI
Subscription Concealed Identifier
SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
UDR
Unified Data Repository

URSP
UE Route Selection Policy
*** End of Changes ***
