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	Reason for change:
	The dual-stack PDN type IPv4v6 is used by some operators in EPC. When those operators introduce 5GC without the dual-stack PDU type IPv4v6, the following problematic scenarios happen.
Problematic scenario 1:

In EPC: UE requests PDN type IPv4v6 in the Attach procedure. MME does not set “Dual Address Bearer Flag” in the Create session request, in the same way to treat the situation where pre-Rel-8 SGSN/GGSN are around in the network. P-GW takes into account the PDN type and lack of Dual Address Bearer Flag and selects a PDN type to be used, which is either IPv4 or IPv6. The UE needs to establish one more single IP version PDN connection to the same APN.
In 5GC: UE and the network use an IPv4 PDU session and an IPv6 PDU session to a DNN.

Consequence is: (a) Double the number of SM signalling is needed both in EPC and 5GC. This leads to more signalling load in network. (b) Double the number of DRB is needed both in EPC and in 5GC. In EPC, this will reduce the effect of the attempt of the Work item INOBEAR and prevent adding further QoS based services for a UE. In 5GC, this will end up allowing half the number of network slices simultaneously accessed per UE. (c) Operators’ service provisioning condition to their subscribers regarding AMBR to Internet becomes impossible to set in 5GC in the same way they do in EPC.
Problematic scenario 2:

In EPC: UE and the network continue using PDN type IPv4v6.

In 5GC: UE and the network use an IPv4 PDU session and an IPv6 PDU session to a DNN.

Consequence is (a) in case of inter-system mobility from EPC to 5GC, one IP version is dropped and a PDU session needs to be newly created in 5GC. (This aspect is not yet specified.) IP address or IP prefix is not preserved. (b) for 5GC, the same issues for Scenario 1 happen. (c) For EPC, if UE moves from 5GC, the same issues for scenario 1 happen.
The above problem is solved if 5GS supports PDU type IPv4v6.
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---Start of the 1st Change---
6.2.1.2
Input for PCC decisions

The PCF shall accept input for PCC decision-making from the SMF, the AMF, the OCS if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCF.

The AMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
Location of the subscriber;

-
Service Area Restrictions;

-
RFSP Index;

-
RAT Type;

-
GPSI;

-
Access Type;

-
Serving PLMN identifier;

NOTE 1:
The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The SMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
IPv4 address of the UE;

-
IPv6 network prefix assigned to the UE;
-
Default 5QI and default ARP;

-
Request type (initial, modification, etc.);

-
Type of PDU Session (IPv4, IPv6, IPv4v6, Ethernet, Unstructured);

-
Access Type;

-
RAT Type;

-
GPSI;

-
Internal-Group Identifier
-
Location of the subscriber;

-
A DNN

-
A PLMN identifier;

-
application identifier;

-
Allocated application instance identifier;

-
Detected service data flow descriptions.

The UDR may provide the information for a subscriber connecting to a specific DNN, as described in the sub clause 6.2.1.3.
The UDR may provide the following policy information related to an ASP:

-
The ASP identifier;

-
A transfer policy together with a reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the network area information.

NOTE 2:
The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Sponsored data connectivity information;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF application identifier;

-
AF-Service-Identifier, or alternatively, DNN and possibly S-NSSAI

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;

NOTE 3:
The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.

-
Emergency indicator;

-
Application service provider.

-
DNAI

-
Information about the N6 traffic routing requirements

-
GPSI

-
Internal-Group Identifier

-
Temporal validity condition

-
Spatial validity condition

-
AF subscription for early and/or late notifications about UP management events

-
AF transaction identifier;
The OCS, if involved, may provide the following information for a subscriber:

-
Policy counter status for each relevant policy counter.

The NWDAF, if involved, may provide the following slice specific network status analytic information:

-
Identifier of network slice instance.

-
Load level information of network slice instance.
In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.

The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.

The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.
---End of the Change---
