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*************** Start of changes ***************

6.2.1.2
Input for PCC decisions

The PCF shall accept input for PCC decision-making from the SMF, the AMF, the OCS if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCF.

The AMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
Location of the subscriber;

-
Service Area Restrictions;

-
RFSP Index;

-
RAT Type;

-
GPSI;

-
Access Type;

-
Serving PLMN identifier;

NOTE 1:
The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The SMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
IPv4 address of the UE;

-
IPv6 network prefix assigned to the UE;
-
Default 5QI and default ARP;

-
Request type (initial, modification, etc.);

-
Type of PDU Session (IPv4, IPv6, Ethernet, Unstructured);

-
Access Type;

-
RAT Type;

-
GPSI;

-
Internal-Group Identifier
-
Location of the subscriber;

-
A DNN

-
A PLMN identifier;

-
Application identifier;

-
Allocated application instance identifier;

-
Detected service data flow descriptions.

The UDR may provide the information for a subscriber connecting to a specific DNN, as described in the sub clause 6.2.1.3. 
The UDR may provide the following policy information related to an ASP:

-
The ASP identifier;

-
A transfer policy together with a reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the network area information.
NOTE 2:
The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The UDR may provide UE Route Selection Policy (URSP) information as detailed in clause 6.1.2.2.
The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Sponsored data connectivity information;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF application identifier;

-
AF-Service-Identifier, or alternatively, DNN and possibly S-NSSAI

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;

NOTE 3:
The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.

-
Emergency indicator;

-
Application service provider.

-
DNAI

-
Information about the N6 traffic routing requirements

-
GPSI

-
Internal-Group Identifier

-
Temporal validity condition

-
Spatial validity condition

-
AF subscription for early and/or late notifications about UP management events

-
AF transaction identifier;
The OCS, if involved, may provide the following information for a subscriber:

-
Policy counter status for each relevant policy counter.

The NWDAF, if involved, may provide the following slice specific network status analytic information:

-
Identifier of network slice instance.

-
Load level information of network slice instance.
In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.

The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.

The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.
*************** End of first change ***************

*************** Start of second change ***************

6.2.1.3
Policy control subscription information management

The PCF may request subscription information at PDU Session establishment and at UE Context Establishment.

The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

NOTE:
How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].

The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category
	Comments

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional
	

	Policy Set Entry
	List of PSIs and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
	Optional
	List of PSIs and is contents are not subscription information but stored in the UDR as a permanent storage between UE registrations


*************** Start of third change ***************

6.6.2
UE Route Selection Policy information
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules. The UE may be provisioned with a USRP by the HPLMN.

The structure of the URSP rules are described in Table 6.6.2-1 and Table 6.6.2-2.
Table 6.6.2-1: UE Route Selection Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	Route Selection descriptor
	The components for Route selection (see table 6.6.2-2)
	Mandatory
	
	

	NOTE 1: Rules in a URSP shall have different precedence values.


Table 6.6.2-2: Route Selection Descriptor

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 1)
	
	

	SSC Mode Selection
	
	Optional
	Yes
	UE context

	Network Slice Selection S-NSSAI
	This is used by the UE to associate the matching application with S-NSSAI.
	Optional
	Yes
	UE context

	DNN Selection
	
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional


	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	NOTE 1: At least one of the route selection component shall be present. If an entry in a route selection component is empty (ie not specified) the UE shall be able to select a default value for that entry. The default value for any and all off the attributes of a URSP entry shall be provided to the UE as part of the UE context policy control subscription information. The route selection information will be such that the UE will unambiguously be able to determine the proper value for all of the Route selection components, whether they are explicitly indicated in a URSP entry or not.


Each URSP rule contains a Rule Precedence value that determines the priority of the rule within the policy. Rules in a URSP shall have different precedence values.
Each URSP rule contains a Traffic descriptor that determines when the rule is applicable. A detected application is compared against the traffic descriptors to determine if a URSP rule is applicable. When route selection based on USRP is performed, the highest priority valid USRP rule that is applicable shall be used for route selection.

A route selection descriptor contains the following components:

-
Session Continuity Mode:

-
S-NSSAI:

-
DNN Selection:

-
Non-Seamless Offload indication: Indicates that traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session when the rule is applied.

-
Access Type Preference: If the UE needs to establish a PDU Session when the rule is applied, this indicates the Access Type (3GPP or non-3GPP) on which the PDU Session should be established.

NOTE:
The structure of the URSP does not define how the PCF splits the URSP when URSP cannot be delivered to the UE in a single NAS message.
*************** Start of fourth change ***************
Annex A (informative):
URSP example
As an example, the URSP provisioned in the UE may include the following rules:

Table 6.6.2-3: Example of URSP rules

	Example URSP rule
	Comments

	Traffic filter: App=DummyApp

Direct offload: Prohibited

Slice Info: S-NSSAI-a

Continuity Types: SSC Mode 3

DNNs: internet

Access Type: 3GPP access


	This URSP rule associates the traffic of application "DummyApp" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

Traffic of application "DummyApp" should not be directly offloaded to non-3GPP. It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=3GPP access. If the PDU session cannot be established, the traffic of this application cannot be transferred.

	Traffic filter: App=App1, App2

Direct offload: Permitted

Slice Info: S-NSSAI-a

Access Type: Non-3GPP access
	This URSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.

It enforces the following routing policy:

The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session supporting S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access. If the PDU session cannot be established, the traffic of these applications can be directly offloaded to non-3GPP access.

	Traffic filter: App=DummyApp

Direct offload: Permitted (WLAN SSID-a)

Continuity Types: SSC Mode 3


	This URSP rule associates the traffic of application "DummyApp" with SSC Mode 3.

It enforces the following routing policy:

The traffic of application "DummyApp" should be transferred on a PDU session supporting SSC Mode 3. If this PDU session is not established, the UE shall attempt to establish the PDU session over any access type. If the PDU session cannot be established, the traffic can be directly offloaded if the UE is connected to WLAN with SSID-a.

	Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-b
Continuity type: Type-3

DNN: internet
	This URSP rule associates all traffic not matching any prior rule with S-NSSAI-b, SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

All traffic not matching any prior rule should preferably be offloaded directly to any non-3GPP access. If it cannot be directly offloaded to non-3GPP access, it should be transferred on a PDU session supporting S-NSSAI-b, SSC Mode 3 and DNN=internet. 
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