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Abstract of the contribution: This paper improves the NCP based solution.
1
Discussion

This contribution provides some improvement based to the NCP based solution, including the following aspects.

1) Add user location information as one of the policies for the appropriate access determination. For example, UE will prefers to use non-3GPP access at home or at office, while in other location, UE prefers to use 3GPP access.
2)  The path performance is notified via control plane or user plane by the traffic usage report. The path performance may be measured by bandwidth, loss rate, latency, and/or throughput.
3) Propose to add sequence number for each access path for path performance monitoring or use throughput as the performance metric for each access path.
2
Proposal
It is proposed to approve the changes to TR 23.793 as listed below.
*** Start of changes ***
6.3.1.1
ATSSS Policy Control function description

The ATSSS Policy Control function in PCF defines the following policies according to the application-specific information, the UE subscription data, user preference, local policy or any combination of them:

-
Traffic steering policy: This rule is used to select an access when initiating a new data flow.

-
Traffic switching policy: This rule is used to determine when a data flow should be moved from 3GPP to non-3GPP or vice versa.

-
Traffic splitting policy: This rule is used to determine when a data flow should be split across 3GPP and non-3GPP.

The above policies may determine the appropriate access by the following principle, for example:

-
Least loaded First: The least loaded path is selected to forward traffic. For example, in traffic steering policy, the least loaded path is selected to initiate a new data flow.

-
Best performance First: The best performance path is selected to forward traffic, applicable for the traffic steering policy, or the traffic switching policy.

-
Load balance: Traffic is split on both access paths, allowing for equal or unequal traffic distribution, e.g. based on weights.

-
Traffic/Application type: Special traffic types or applications are bound to a given access path, as defined by the user or the operator.
-
User location information: Traffic is steered or switched to 3GPP or non-3GPP network at the specific location, e.g. non-3GPP is provided higher priority at home or at office. 
Editor's note:
It is FFS if any of the above example aspects needs to be standardized.

Editor's note:
How link detection is performed and how path performance measurement impacts the traffic distribution are FFS.
6.3.1.2
ATSSS Policy Enforcement function description

The ATSSS Policy Enforcement function in SMF is responsible for ATSSS policies enforcement and session management of all PDU sessions between 5GC and UE. Policy Enforcement function can receive the ATSSS policies from PCF via N7 and generates ATSSS rules to control the traffic by conveying ATSSS rules to UPF over N4. The Policy Enforcement function can also provide ATSSS PDU session related rules to UE during PDU session establishment and PDU session modification.

Editor's note:
It is FFS how the ATSSS PDU session related rules are transported to the UE, e.g. via AMF over N11 in NAS message or via user plane.
6.3.1.3
ATSSS Traffic Control function description

The ATSSS Traffic Control function contains the following functionality:

-
Traffic Distribution function: Distribute traffic onto the appropriate 3GPP or non-3GPP access path.

The Traffic Distribution function forwards the traffic either over the 3GPP or non-3GPP access or both. It determines which path may be used for an incoming packet given traffic distribution based on the ATSSS rules and the state of the network. More specifically, the ATSSS rules are from the SMF as defined in clause 6.3.1.2, the performance of each access path is reported by the Path Performance measurement function.

-
Traffic Recombination function: Recombine traffic flows received from the 3GPP and non3GPP access.

The Traffic Recombination function receives the traffic from both 3GPP and non-3GPP access. This function provides reordering of potential out of order packets based on the sequence number in the NCP layer.
Editor's note:
How the sequence number in the NCP layer is used is FFS, e.g. if the sequence number is not applied per access, how to address the detection of access level data loss.
-
Path Performance measurement function: Monitor the performance of the available path and report this information to the Traffic Distribution function.

The Path Performance Measurement function provides input to the Traffic Distribution function about the path performance information. The path performance is notified via control plane or user plane by the traffic usage report. The path performance may be measured by bandwidth, loss rate, or/and latency.
The additional sequence number can be added in the NCP PDU header per access path in order for the receiver to count the data loss rate for each access path. The receiver can report the data loss rate via user plane periodically, triggered  by transmitter/network, or triggered by configured event. 
-
NCP Encapsulation/Decapsulation function: Encapsulate/Decapsulate the NCP header.

The NCP Encapsulation/Decapsulation function adds or removes the NCP header for the PDU session data. The NCP layer may be subjected to per PDU session, per SDF based on the ATSSS rules.  According to sequence of packets received from the upper layer, the packet Encapsulation function set the sequence number in the NCP header.
*** End of changes ***

3GPP


