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>>>Start Changes<<<<
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G-
Second Generation

3G-
Third Generation

A-GNSS
Assisted Global Navigation Satellite System

AAA
Authentication, Authorization, Accounting

AC
Admission Control

AI
Application Interface (prefix to interface class method)

ANM
Answer Message (ISUP)

APN
Access Point Name

APN-NI
APN Network Identifier

ARIB
Association of Radio Industries and Business

ATD
Absolute Time Difference

BCCH
Broadcast Control Channel

BER
Bit Error Rate

BSSID
Basic Service Set Identifier

BSS
Base Station Subsystem

BTS
Base Transceiver Station

CAMEL
Customised Application For Mobile Network Enhanced Logic

CAP
CAMEL Application Part

CM
Connection Management

CN
Core Network

CSCF
Call Service Control Function

CSE
Camel Service Environment

DL
Downlink

DNS
Domain Name System
DRNC
Drift RNC

E-CSCF
Emergency CSCF

E-OTD
Enhanced Observed Time Difference

E-SLP
Emergency SUPL Location Platform

E-SMLC
Evolved Serving Mobile Location Centre

E-STN-DR
Emergency Session Transfer Number for DRVCC

FER
Frame Error Rate

GERAN
GSM EDGE Radio Access Network

GGSN
Gateway GPRS Support Node

GMLC
Gateway MLC

GNSS
Global Navigation Satellite System

GPRS
General Packet Radio Service

GPS
Global Positioning System

HE
Home Environment

H-GMLC
Home-GMLC

H-LIMS-IWF
Home-LIMS-IWF
HSS
Home Subscriber Server

HLR
Home Location Register

HPLMN
Home Public Land Mobile Network

IMEI
International Mobile Equipment Identity

IMS
IP Multimedia Subsystem
IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

IPDL
Idle Period Downlink

IW-MT-LR
Mobile Terminated Location Request for an I-WLAN

I-WLAN
Interworking WLAN

LA
Location Application

LAF
Location Application Function

LBS
Location Based Services

LCAF
Location Client Authorization Function

LCCF
Location Client Control Function

LCCTF
Location Client Co-ordinate Transformation Function

LCF
Location Client Function

LCZTF
Location Client Zone Transformation Function
LCS
LoCation Services

LDR
Location Deferred Request

LIMS-IWF
Location IMS – Interworking Function
LIR
Location Immediate Request

LMU
Location Measurement Unit

LRF
Location Retrieval Function

LSAF
Location Subscriber Authorization Function

LSBcF
Location System Broadcast Function

LSBF
Location System Billing Function

LSCF
Location System Control Function

LSCTF
Location System Co-ordinate Transformation Function

LSOF
Location System Operation Function

LSPF
Location Subscriber Privacy Function

LSTF
Location Subscriber Translation Function

MAP
Mobile Application Part

ME
Mobile Equipment

MExE
Mobile Execution Environment

MGCF
Media Gateway Control Function

MLC
Mobile Location Centre

MLP
Mobile Location Protocol

MM
Mobility Management

MO-LR
Mobile Originated Location Request

MS
Mobile Station

MSC
Mobile services Switching Centre

MSISDN
Mobile Station Integrated Services Data Network

MT-LR
Mobile Terminated Location Request

NA-ESRD
North American Emergency Service Routing Digits

NA-ESRK
North American Emergency Service Routing Key

NI-LR
Network Induced Location Request

NPLI
Network Provided Location Information

OMA
Open Mobile Alliance
OSA
Open Service Architecture

OTDOA
Observed Time Difference Of Arrival

PC
Power Control

PCF
Power Calculation Function

PLMN
Public Land Mobile Network

PMD
Pseudonym mediation device functionality

POI
Privacy Override Indicator

PPR
Privacy Profile Register

PRCF
Positioning Radio Co-ordination Function

PRRM
Positioning Radio Resource Management

PSAP
Public Safety Answering Point

PSE
Personal Service Environment

PSM
Power Saving Mode

PSMF
Positioning Signal Measurement Function

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RA
Routing Area

RACH
Random Access Channel

RAN
Radio Access Network

RANAP
Radio Access Network Application Part

R-GMLC
Requesting-GMLC

RDF
Routing Determination Function

RIS
Radio Interface Synchronization

R-LIMS-IWF
Requesting-LIMS-IWF
RLP
Roaming Location Protocol

RNC
Radio Network Controller

RRM
Radio Resource Management

RTD
Real Time Difference

RTT
Round Trip Time

SAI
Service Area Identifier
SAT
SIM Application Tool-Kit

SCCP
Signalling Connection Control Part

SCS
Service Capability Server

SGSN
Serving GPRS Support Node

SI
Service Interface (prefix to interface class method)

SIM
Subscriber Identity Module


SIP
Session Initiation Protocol

SIP-URI
SIP Uniform Resource Identifier
SIR
Signal Interference Ratio

SLF
Subscription Locator Function
SLP
SUPL Location Platform

SLPP
Subscriber LCS Privacy Profile

SMLC
Serving Mobile Location Centre

SMS
Short Message Service

SP
Service Point

SRNC
Serving RNC

SS7
Signalling System No 7

SUPL
Secure User Plane Location

TA
Timing Advance 
TAU
Tracking Area Update
TEL-URL
Telephone Uniform Resource Locator
TMSI
Temporary Mobile Subscriber Identity
TOA
Time Of Arrival

TTTP
Transfer To Third Party

UDT
SCCP Unitdata message

UE
User Equipment

UL
Uplink

UMTS
Universal Mobile Telecommunication System

UPLI
UE Provided Location Information

USIM
Universal Subscriber Identity Module

UTDOA
Uplink Time Difference of Arrival

UTRAN
Universal Terrestrial Radio Access Network

VASP
Value Added Service Provider

V-GMLC
Visited -GMLC

VHE
Virtual Home Environment

WCDMA
Wideband Code Division Multiple Access

Further related abbreviations are given in TR 21.905 [3].
>>>Next Changes<<<<
6.3.13
Mobility Management Entity, MME

The Mobility Management Entity (MME) contains functionality responsible for UE subscription authorization and managing positioning requests of LCS. The MME is accessible to the GMLC via the SLg interface. The LCS functions of MME are related to charging and billing, LCS co-ordination, E-SMLC selection, location request, authorization and operation of the LCS services.

The MME may inform HLR/HSS about the UE's LCS Capabilities for EPS and may include the IP address of the V-GMLC associated with the MME in the Update Location Request message, during Attach and Inter MME Tracking Area Update procedures.

The MME selects an available E-SMLC to serve the location request for a UE. The selection is based on network topology and should provide load balancing between E-SMLCs. Other criteria for E-SMLC selection may include LCS Client type and requested QoS.
When assistance data is broadcast by the EPS in ciphered form, the MME receives ciphering keys from the E-SMLC and forwards to suitably subscribed UEs using mobility management procedures.
>>>Next Changes<<<<
6.3.14
Evolved Serving Mobile Location Centre, E-SMLC

The E-SMLC manages the overall co-ordination and scheduling of resources required for the location of a UE that is attached to E-UTRAN. It also calculates the final location and velocity estimate and estimates the achieved accuracy. The E-SMLC interacts with the UE in order to exchange location information applicable to UE assisted and UE based position methods and interacts with the E-UTRAN in order to exchange location information applicable to network assisted and network based position methods. The E-SMLC may provide broadcast assistance data via E-UTRAN in ciphered or unciphered form and forward any ciphering keys to subscribed UEs via the MME.
>>>Next Changes<<<<
9.3a.4
Broadcasting Network Assistance Data

The following procedure is used by the E-SMLC to support broadcasting of network assistance data to target UEs. This procedure is not associated with a UE location session. It is used in a MME LCS stateless manner to send network assistance data to an eNodeB for broadcasting by the eNodeB to target UEs. RAN positioning procedures related to E-SMLC and eNodeB communication are specified in TS 36.455 [48].
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Figure 9.8h: Broadcasting Network Assistance Data

1.
The E-SMLC sends a Location Information message to the MME carrying a Network Assistance Data message. The Network Assistance Data message includes assistance data which may be optionally ciphered. The target eNodeB identity and E-SMLC identity are included for MME routing purposes.

2.
The MME sends the Network Assistance Data message to the eNodeB, conveyed in a S1-AP Transport Message. The MME includes a Routing identifier that represents the E-SMLC identity in a S1-AP Transport Message. This Routing identifier is not dynamically retained at the MME (i.e., the MME remains LCS stateless).

3.
The eNodeB broadcasts the assistance data contained in the Network Assistance Data message.

Editor's Note: Details of broadcast support by E-UTRAN are still ongoing in RAN2 and RAN3. The procedure above captures what has so far been agreed but may need to be updated after RAN support is finalized.

9.3a.5
Delivery of Ciphering Keys to UEs for Broadcast Assistance Data 

The following procedure depicts a procedure that is used by the E-SMLC and the MME to distribute ciphering keys to UEs to enable UEs to decipher broadcast assistance data that was ciphered by the E-SMLC. This procedure is not associated with a UE location session. The procedure makes use of the Attach and Tracking Area Update (TAU) procedures defined in 3GPP TS 23.401 [41].
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Figure 9.8i: Delivery of Ciphering Keys to UEs for Broadcast Assistance Data
1.
The E-SMLC sends a Ciphering Key Data message to the MME carrying one or more ciphering keys used to cipher network assistance data that is broadcast to UEs according to the procedure in subclause 9.3a.4. For each ciphering key, the E-SMLC includes a validity period, a set of applicable tracking areas and the type of the ciphering key.
2.
The MME stores the ciphering keys including the validity periods, applicable tracking areas and the key type.

3.
A UE sends an Attach Request or a TAU Request to the eNodeB. The Attach Request or TAU Request may be sent as part of normal mobility management, A TAU request may also be sent specifically to request and obtain ciphering keys. The UE includes in the Attach Request or TAU Request an indication that ciphering keys are requested. Other details of the Attach Request and TAU Request are as defined in TS 23.401 [41].
NOTE 1:
A UE should request new ciphering keys using a TAU Request caused by expiration of the periodic TAU timer if the remaining validity period for one or more ciphering keys received earlier by the UE is less than the TAU timer value. This can help avoid all UEs initiating a TAU procedure at the same time to obtain new ciphering keys when a validity period for a ciphering key is about to expire. A UE should also request new ciphering keys for a TAU Request caused by entering a new tracking area if previous ciphering keys are not applicable to the new tracking area.
4.
The eNodeB forwards the Attach Request or TAU Request to the serving MME.
5.
The serving MME returns an Attach Accept or TAU Accept to the eNodeB as defined in TS 23.401 [41]. The MME includes in the Attach Accept or TAU Accept one or more ciphering keys applicable to the current tracking area for the UE and the key types which the UE is allowed to receive. The MME also includes for each ciphering key the validity period, the set of applicable tracking areas and the key type. 
NOTE:
The MME does not need to keep a record of ciphering keys delivered to a UE and may instead send all ciphering keys stored at step 2 that are applicable to the current tracking area, for which the UE has a subscription and whose validity period had not yet expired. 
6.
The eNodeB forwards the Attach Accept or TAU Accept to the UE. The UE may start to use each ciphering key to decipher network assistance data that is broadcast according to the procedure in subclause 9.3a.4 once the validity period for the ciphering key has started and if the UE is currently in an applicable tracking area. The UE shall cease using a ciphering key when entering a tracking area not applicable to the ciphering key. The UE shall cease using and shall delete a ciphering key when the validity period for the ciphering key has expired.
NOTE 2:
A UE that receives no ciphering keys in response to a request for ciphering keys may assume that the UE does not have a subscription to receive ciphering keys in the serving PLMN.
7.
The MME deletes all information for a ciphering key when the validity period has expired.
>>>Next Changes<<<<
10.1.1
LCS Data in the HLR/HSS for an UE Subscriber

The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

For GSM and UMTS, the LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.1: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional HLR Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

	Call/session Unrelated Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE


Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber

	Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O

O

C


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [4]. The following data may be present for each service type in the list:

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response


In case that UE's privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.2. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-call/session related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities.

Fourteen pseudo-external identities are needed to be defined. The pseudo-external identities are summarized in the Table C.1. The pseudo-external identities are registered in SLPP of each UE in advance.

LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.4: Logical States for each Mobile Originating LCS Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].

Table 10.5: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)

	LCS Mobile Originating Class
	Status
	Additional HLR Data when Class is provisioned

	Basic Self Location
	-
	No additional data

	Autonomous Self Location
	-
	No additional data

	Transfer to Third Party
	-
	No additional data


In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.

Table 10.6a: Temporary LCS data in the HLR

	Other Data in the HLR
	Status
	Description

	GMLC List
	O
	List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.


To support broadcast of assistance data for E-UTRAN access where assistance data is ciphered, the following data items may be stored in the HLR/HSS for a UE subscriber.
Editor's Note: Details of broadcast support by E-UTRAN are still ongoing in RAN2 and RAN3. Table 10.6b may therefore need to be updated after RAN support is finalized.

Table 10.6b: Data stored in the HLR/HSS to support broadcast of ciphered assistance data for E-UTRAN access
	Data in the HLR/HSS
	Status
	Description

	List of Assistance Data Types
	O
	A list of one or more types of ciphering keys that should be provided to the UE if requested by the UE when the assistance data is broadcast using ciphering.
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