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Abstract of the contribution: This contribution provides an analysis of the two UE Policy delivery alternatives identified in CT1 LS and proposes a way forward.
1.
 Introduction

SA2 had discussed the UE Policy delivery, and it was concluded that the UE Policy should be delivered by the PCF transparently via the AMF to the UE. This is documented in TS 23.503 clause 6.1.2.2.2 (as highlighted below):
	The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF.  The PCF delivers to the UE transparently via the AMF.
NOTE 1:
How the UE access selection and PDU Session related policy information is split by PCF, e.g. one UE access selection and PDU Session related policy information for ANDSP and UE access selection and PDU Session related policy information for URSP, is described in TS 29.507 [13].
The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE replaces the UE access selection and PDU Session selection policies by the one provided by the PCF of the same type, e.g. UE access selection and PDU Session selection policies of type URSP or of type ANDSP.

NOTE 2:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.


In TS 23.502 clause 4.2.4.3, a new procedure for UE Policy delivery, i.e. “UE Configuration Update procedure for transparent UE Policy delivery”, was defined for this purpose. Specifically, it was stated that the UE Policies are carried in a transparent container from PCF towards UE over NAS (as also highlighted below):

	1.
The AMF sends the UE Policy received from PCF as a transparent container in a NAS transport message for UE Policy delivery to the UE.
NOTE:
The NAS message used for this procedure is decided by stage 3 as specified in TS 24.501 [25].


Observation 1: UE Policy is not to be understood by the AMF, and is carried in a transparent container over NAS to the UE. 
However, when CT1 attempted to define the NAS message mentioned above (for transparently carrying the UE Policy to the UE), two different proposals were discussed, namely use DL NAS TRANSPORT (C1-180676) and use CONFIGURATION UPDATE COMMAND (C1-180675). CT1 was not be able to decide on the exact message to use, and therefore asked SA2 to provide guidance in LS (S2-181437/C1-180712). Specifically, the questions come down to which node is responsible for ensuring the reliable delivery of the UE Policy, i.e. AMF or PCF?  This paper provides some analysis of different aspects of the two options, and proposes a way forward based on the PCF option (i.e. C1-180676).   
2.
Discussion  
2.1 Which node should handle the UE Policy 
From the information in the introduction, i.e. existing agreement in TS 23.503, it is clear that the UE Policy content is not visible to the AMF. AMF should just provide a transport mechanism for the transparent container that carries the UE Policies decided by the PCF. In this sense, the DL NAS TRANSPORT is specifically designed for such purposes, and therefore already has the corresponding IEs well defined. With such mechanism, PCF is in charge and controls what policies are delivered to the UE. On the other hand, CONFIGURATION UPDATE COMMAND was designed for AMF to configure the UE of certain parameters to change MM behaviour. Therefore, additional changes to message definition and handling is required if this message is used.  

To have the PCF in charge is also aligned with the principle that PCF can divide the UE Policies into different sections and deliver them separately, as in TS 23.503 and latest agreed proposal S2-181399. In addition, as the PCF can decide at any time to update the policies, it is the best place to control and ensure the UE Policy delivery, rather than the AMF. As noted in S2-181399, the PCF needs to understand the policy delivery status and also stores that in the UDR:

The PCF maintains the latest list of UE access selection and PDU Session related information delivered to each UE as part of the information related to the Policy Association until the Npcf_AMPolicyControl_Delete is received from the AMF. Then PCF stores the latest list of PSIs and its contents in the UDR using the Nudr_UDM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry".
Therefore, it is obvious that the PCF should be the node that handles the reliable UE Policy delivery, if needed. 
Observation 2: PCF is in charge of the UE Policy contents to be delivered, and it needs to also know the delivery status. 
2.2 Which node provides reliable transport or re-transmission  

With PCF operation introduced above, there is an underlying assumption that the UE Policy delivery is reliable. Otherwise, the PCF doesn’t know if the UE has the correct version of the policy even if it has been sent before. There are several approaches to make the UE Policy delivery reliable:

· Handle it in PCF, e.g. using some mechanism like RDS (TS 24.250), and performs re-transmission if needed;

· Handle it in AMF, e.g. AMF ensures NAS delivery, requiring acknowledgement and performs re-transmission if needed;

· Handle it hop-by-hop, e.g. RAN provides feedback regarding NAS delivery OTA, and AMF handles re-transmission if needed. 

Similar discussion happened during the CIOT study for the support of Control Plane CIoT EPS Optimisation. Therefore, if there is a need for a truly reliable mechanism over the NAS, something like RDS is needed. Otherwise, AMF would be impacted for every other NFs requires reliable delivery. 

In addition, PCF is used for different UE Policies, and potentially with new functions, e.g. the V2X related configuration, as in S2-181098:

The procedure in TS23.502 clause “4.2.4.3 UE Configuration Update procedure for transparent UE Policy delivery” can be used for the UE configuration of V2X related parameters.
It is proposed to use PCF as the eV2X policy/parameters provisioning functional entity.
Therefore, a PCF based generic reliable transport mechanism is desirable comparing to AMF based mechanism.         

Observation 3: PCF (NF) based reliable transport for UE Policies is desirable, and it may be required for future applications relying on the same mechanism. 

In addition, for the reliable transport, acknowledgement from UE was introduced. However, these acknowledgements are supposed to also report the policy reception and storage status at the UE. This means that the Acknowledgement must be at the layer above NAS, as NAS does not understand the contents of the transparent container. 
The PCF is also supposed to decide based on UE’s acknowledgement on whether the policy was applied and the reason. Such complicated handling should not be visible to AMF, and therefore should go all the way to PCF, in order to decide on the follow up operation, e.g. re-transmit the same policy, transmit different policy, abandon transmission of policy, etc. 
Observation 4: Contents of acknowledgement for the UE Policy delivery have to be generated above NAS layer and handled by PCF. 

Besides the impacts to the AMF regarding introduction of reliable transport, there are also problems if CONFIGURATION UPDATE COMMAND is used for the UE Policy delivery: if the reliable transport is to be provided by using the acknowledgement mechanism of the CONFIGURATION UPDATE COMMAND, it will hold up other MM procedures, i.e. the AMF will not able to perform other procedures before this UE Policy is delivered and acknowledged. Considering the potentially large size of the policies, there could be several rounds of CONFIGURATION UPDATE COMMANDs. This could become a problem in operation. 
On the other hand, the PCF based reliable transport using DL NAS TRANPORT for transporting the policies to the UE, and the UL NAS TRANSPORT to transport the UE ack, would not hold up any other MM procedure. 
Observation 5: Using NAS layer to realize reliable UE Policy transport may interfere with normal MM procedures at AMF.  

There were also discussions in CT1 regarding the potential roaming cases, and questions was raised regarding which node, i.e. H-PCF or V-PCF should handle the acknowledgement and potential re-transmission. 
As according to TS 23.502 subclause 4.16.1.2 and 4.16.1.3:
In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF:

Therefore, it is obvious that the V-PCF would make use of the AMF service, and it should be the one that handles the UE Policy delivery reliability, e.g. processing acknowledgement and deciding on follow up operation. In addition, in TS 23.503, it is stated that the V-PCF will consolidate the policies to be sent to UE:
6.2.1.4
V-PCF

The V-PCF is a functional element that encompasses policy control decision functionalities in the VPLMN.

For SM-related policy control, the V-PCF only includes functionality for local breakout based on roaming agreement.

For UE policy control, V-PCF receives the UE policy from H-PCF and forwards it to the UE. V-PCF can send additional UE policy to the UE. The UE policy from the V-PCF may be different from the one from H-PCF.
For access and mobility related policy control, V-PCF generates RFSP Index and Service Area Restriction.

Observation 6: In roaming case, V-PCF should handle the reliable delivery of UE Policy.  
Proposal 1: PCF is responsible for providing reliable delivery mechanism for UE Policy, if needed, transparently over AMF based on DL/UL NAS TRANSPORT mechanism.   
2.4 What is needed from stage 2 specification
Based on the above, in order to support the PCF based reliable UE Policy delivery, following updates to the stage 2 specifications are needed:
- Provide stage 2 description for support of an end-to-end protocol between the UE and the PCF to enable reliable UE policy delivery;

- Provide call flows descriptions for interactions between the UE and the PCF to enable reliable UE policy delivery;

- Clarify that in the roaming case, acknowledgements from the UE for UE policy and potential UE policy retransmissions are handled by the V-PCF;

- Clarify that the reliable delivery of UE Policy, including the acknowledgement from the UE, is transparent to AMF;

- Clarify that the UE provided UL information regarding policy, e.g. PSI lists, is transparently delivered to the PCF.
3. Proposal
Proposal to TS 23.503 reflecting the changes in 2.4 is in S2-18xxxx/CRxxxx; proposal to the TS 23.502 on the procedures to reflect the changes in 2.4 is in S2-18yyyy/CRyyyy.  
A response LS to CT1 regarding the SA2 conclusions is in S2-18zzzz.
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