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Abstract of the contribution: This contribution adds 5G-RG registration procedure.
Introduction
This solution proposes a general registration procedure for 5G-RG to register in the 5G CN based on the architecture principles approved in S2-181283.
Proposal

It is proposed to update TS 23.716 as follows:
**** Start of Change ****

6.X
Solution #X –Registration procedure for 5G-RG via W-5GAN
6.X.1 General

Clause 6.X.2 specifies how a 5G-RG can register to 5GC via W-5GAN. It is based on the Registration procedure specified in TS 23.502 clause 4.2.2.2.2. 

In Registration and subsequent Registration procedures via W-5GAN, the NAS messages are always exchanged between the 5G-RG and the AMF. When the NAS messages are transferred between the 5G-RG and the W-5GAN, the NAS messages are transferred using W-5GAN protocol. In this solution a general message called W-5GAN message is used to indicate the interactions between 5G-RG and W-5GAN. The details of this protocol are expected to be defined in BBF and will be aligned in 3GPP once BBF completes the description. 
In this solution, EAP-AKA' is used for authenticate a 5G-RG accessing into 5G CN. EAP is transferred within 5G-NAS message between the 5G-RG and the W-5GAN.

6.X.2 Registration Procedure for 5G-RG via W-5GAN
The signalling flow in Figure 6.X.2-1 does not show all the details of a registration procedure via W-5GAN. It shows primarily the steps executed between the UE and the AGF. All the details of a registration procedure, including interactions with PCF, UDM, etc. are specified in TS 23.502 clause 4.2.2.2.2.
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Figure 6.X.2-1: 5G-RG Registration via W-5GAN
1
When the 5G-RG connects to the W-5GAN, possible L2 connection establishment procedure are performed. During this step, the 5G-RG may negotiate its 5G capability with the W-5GAN. For example, the 5G-RG may send its 5G-RG identity to indicate its 5G capability. 
Note: Step 1 is expected to be BBF specific and it will be aligned once BBF provide description.
2
The 5G-RG encapsulates the NAS message (i.e. registration request) and AN-parameters in the W-5GAN message and send to the W-5GAN.

3
The W-5GAN performs the AMF selection based on the AN-parameters.
4
The W-5GAN forward the NAS message to the selected AMF. The W-5GAN adds the line ID as location information.
5
The selected AMF may decide to request the UE's permanent identity (SUPI) by sending a NAS Identity Request message to UE. The SUPI provided by the UE shall be encrypted as specified in TS 33.501 [15].
6
The AMF may decide to authenticate the UE. In this case, the AMF shall select an AUSF as specified in TS 23.501 [2] clause 6.3.4 by using the SUPI or the encrypted SUPI of the UE, and shall send a key request to the selected AUSF. The AUSF may initiate an EAP-AKA' authentication. The EAP-AKA' packets are encapsulated within NAS authentication messages. 
7
The AMF shall send a Security Mode Command (SMC) request to UE in order to activate NAS security. If an EAP-AKA' authentication was successfully executed in step 6, then in step 7a the AMF shall encapsulate the EAP-Success received from AUSF within the SMC Request message.
In step 7b, the AGF shall notify to the 5G-RG the destination for the NAS messages to support the NAS transport after the authentication procedures.
Editor’s note: The destination information to be provided by AGF to 5G-RG for NAS transport after termination of authentication procedure will be aligned once BBF provide description.
**** End of Change ****
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