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Abstract of the contribution: This paper proposes a new key issue: exposure of the information for encrypted traffic detection outside 3GPP network..
Discussion
It is proposed to document the following key issue into TR 23.787. The operator may deploy the equipment for encrypted traffic detection outside 3GPP network. Then, the exposed information from the 3GPP network is useful for that equipment to detection the encrypted traffic in an effective manner.
* * * * Start of Change * * * * 

5
Key Issues
Editor's note:
This clause will describe the key issues for architecture enhancements of EPS and 5G System to support encrypted traffic detection and verification.
5.x
Key Issue #X: Exposure of the information for encrypted traffic detection outside 3GPP network.
5.x.x
General description
The operator may deploy the equipment for encrypted traffic detection outside 3GPP network. This key issue will study the solution(s) for how to expose the information for encrypted traffic detection outside 3GPP network. The solution is not assumed to define the new functionality. Specifically, the study addresses:

-
Scenarios and limitations.
-
How to identify the users provided for the sponsored data connectivity.
-
How to expose that information.

-
Impact on existing mechanisms to re-use existing mechanisms (e.g. SDCI) to perform traffic detection.
* * * * End of Changes * * * * 
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