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FIRST CHANGE
4.3.1
General Location Information Principles

The following general principles shall apply regarding the handling of location information:

-
If the UE has location information available, the UE shall include the location information in the request to establish an emergency session. The location information may consist of network location information, that is the Location Identifier, and/or the Geographical location information.

-
The P‑CSCF may query the IP‑CAN to obtain location identifier.

-
If a trusted AS is used for the emergency session, the AS may provide the location identifier.

-
When an emergency session is coming from a private network, it is assumed that the private network includes the initial location information in the request to establish an emergency session and subsequent location information as requested.


The E‑CSCF, if required, may query the LRF for additional location information. If the E‑CSCF does not receive location information in the emergency service request, it may query the LRF for location information.

-
The E‑CSCF shall be able to query the LRF to validate the location information if provided initially by the UE.

-
For WLAN access, the LRF may query HSS for NPLI if the UE is not roaming. In some regions, for example in the North American region [45], if the BSSID of the serving WLAN is available, the LRF may query a database subject to national regulations and operator policies for the dispatchable location associated with either the BSSID of the WLAN Access Point or the UE's WiFi MAC address (i.e. the UE MAC address for the UE Wi-Fi on-board interface).

-
The E‑CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the type of emergency service requested and to the type of emergency service requested and to the current location of the UE or to a default PSAP/Emergency Centre. The access dependent variations of this approach are described in the respective access specific annexes, for the cases where the UE is using GPRS (UTRAN), EPS (UTRAN and E-UTRAN), 5GS (NG-RAN), fixed broadband access or a WLAN access to EPC for the emergency service.

-
The E‑CSCF forwards the SIP request containing the UE's location information to the PSAP/Emergency Centre via PS domain or via BGCF/MGCF through the CS domain. The location information can contain explicit location information and/or a reference key to allow the PSAP to retrieve location at a later stage.

NEXT CHANGE
6.2.3
Location Retrieval Function

The Location Retrieval Function (LRF) is responsible for retrieving the location information of the UE that has initiated an IMS emergency session. It shall be possible to support configurations where the Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a LS, the interface between Location Server and RDF is out of scope of this specification. For WLAN access, and for non-roaming UEs, if the LRF is configured then it may interact with HSS to provide an NPLI before interacting with the RDF. In some regions, for example in the North American region, ATIS-0700028 [45]:

-
If the BSSID of the serving WLAN is available, the LRF may query a database subject to national regulations and operator policies for the dispatchable location associated with the BSSID of the WLAN Access Point;

-
If the UE's WiFi MAC address is available, the LRF may query a database subject to national regulations and operator policies, that database being able to retrieve the UE location from an external location server using that UE's WiFi MAC address as an input.

The LRF utilizes the RDF to provide the routing information to the E‑CSCF for routing the emergency request. The RDF can interact with a LS and manage ESQK allocation and management. The ESQK is used by the PSAP to query the LRF for location information and optionally a callback number. The LRF-PSAP interactions are outside the scope of this specification.

Information provided by the LRF to the E‑CSCF includes the routing information and other parameters necessary for emergency services, which are subject to local regulation. For example, this information may include the ESQK, ESRN, LRO in North America, location number in EU, PSAP SIP‑URI or TEL‑URI.

In order to provide the correct PSAP destination address to the E‑CSCF, the LRF may require interim location information for the UE.

In some regions, for example in the North American region, it may be a requirement to provide the PSAP with an accurate initial location estimate for the UE and possibly to provide an accurate updated location estimate for the UE if requested by the PSAP. When this requirement exists, the LRF may store a record of the emergency session including all information provided by the E‑CSCF and shall only release this record when informed by the E‑CSCF that the emergency session has terminated. The information provided by the LRF to the E‑CSCF (e.g. ESQK) shall then include correlation information identifying both the LRF and the emergency session record in the LRF. This correlation information shall be transferred to the PSAP during session establishment (e.g. in a SIP INVITE or via SS7 ISUP signalling from the MGCF). The PSAP may use this information to request an initial location estimate from the LRF and/or to request an updated location estimate.

NEXT CHANGE
7.1.3
Emergency Session Establishment using LRF/RDF

Figure 7.2 illustrates a high level call flow for the IMS emergency session establishment procedure using LRF/RDF to retrieve location and routing information.
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Figure 7.2: Emergency Session Establishment procedure with using LRF/RDF

1.
UE initiates an emergency session request by sending a SIP INVITE message with including emergency URI.

2.
If required, the IMS network may access the LRF to retrieve the UE's location. For WLAN access, and for non-roaming UEs, if the LRF is configured then it may interact with HSS to provide an NPLI. In some regions, for example in the North American region, ATIS-0700028 [45]:

-
If the BSSID of the serving WLAN is available, the LRF may query a database subject to national regulations and operator policies for the dispatchable location associated with the BSSID of the WLAN Access Point;

-
If the UE's WiFi MAC address is available, the LRF may query a database subject to national regulations and operator policies, that database being able to retrieve the UE location from an external location server using that UE's WiFi MAC address as an input.

NOTE 1:
The details of the LRF querying a national database (e.g. in North America) are outside the scope of this specification.

3.
If required, LRF invokes the RDF to determine the proper PSAP destination. LRF returns the necessary location/routing information (e.g., ESQK for North America or location number for EU) to the IMS network.

4.
The IMS network uses the routing information returned by the LRF to route the emergency session request towards the appropriate PSAP.

NOTE 2:
If the LRF provides an ESQK to the IMS network in step 3 or assigns any other dedicated resource to the emergency session, the IMS network shall inform the LRF when the session is released in order to allow the LRF to release this resource.
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