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***** Start of 1st Change (all new) *****
5.2.6.X
Nnef_AFInfluence service
5.2.6.X.1
General
Service description: This service is to authorise an AF request and optionally transport the AF request to appropriate PCF(s). This service allows the NF consumer to influence SMF traffic routing decision or subscribe to notifications of UP path management events, as described in TS 23.501 [2], clause 5.6.7. 

If the AF request targets specific ongoing PDU Session(s), the NEF sends the AF request to the BSF, which then, as described in TS 23.503 [20], 6.1.1.2.2, selects the PCF according to the information in the AF request and redirect the AF request to the selected PCF(s). If the AF request targets non-specific PDU Session(s), the NEF transports the AF request to the UDR (if the UDR is deployed). For such requests, the NEF or the UDR stores the AF requestas described in TS 23.501 [2], clause 6.3.7.2.

Before transporting the AF request to appropriate PCF(s), the NEF may map the parameters in the AF request to the parameters to be used within the 5GC, as described in TS 23.501 [2], clause 5.6.7.
5.2.6.X.2
Nnef_ AFInfluence_Create operation
Service operation name: Nnef_ AFInfluence_Create
Description: Authorize the request and optionally perform the following:


- transport the request to relevant PCF(s), which then generate(s) polices according to the information in the request, as described in  TS 23.501 [2], clause 5.6.7.


- create the context of the request, including the mapping between the AF Transaction Id in the request and the mapped AF Transaction Internal Id, as described in  TS 23.501 [2], clause 5.6.7.

Inputs (required): AF Transaction Id.

The AF Transaction Id refers to the request.

Inputs (optional): the IP address of the UE if available, UE identity if available, DNN if available, S-NSSAI if available, Application identifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, Indication of application relocation possibility, Early and/or late notifications about UP path management events, Temporal validity condition and Spatial validity condition as described in TS 23.501 [2], clause 5.6.7.

Outputs (required): Operation execution result indication.
Outputs (optional): None.
5.2.6.X.2
Nnef_ AFInfluence_Update operation
Service operation name: Nnef_ AFInfluence_Update
Description: Authorize the request and optionally perform the following:


- transport the request to relevant PCF(s), which then update (s) polices related to the request according to the information in the request, as described in  TS 23.501 [2], clause 5.6.7.


- update the context of identified AF request.

Inputs (required): AF Transaction Id.

The AF Transaction Id identifies the AF request whose context is to be updated.

Inputs (optional): the IP address of the UE if available, UE identity if available, DNN if available, S-NSSAI if available, Application identifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, Indication of application relocation possibility, Early and/or late notifications about UP path management events, Temporal validity condition and Spatial validity condition as described in TS 23.501 [2], clause 5.6.7.

Outputs (required): Operation execution result indication.
Outputs (optional): None.
5.2.6.X.3
Nnef_ AFInfluence_Delete operation

Service operation name: Nnef_ AFInfluence_Delete
Description: Authorize the request and optionally perform the following:


- transporting the request to relevant PCF(s), which then delete(s) policies related to the request.


- delete the context of identified AF request.
Inputs (required): AF Transaction Id.

The AF Transaction Id identifies the AF request whose context is to be deleted.

Inputs (optional): None.

Outputs (required): Operation execution result indication.
Outputs (optional): None.
***** End of 1st Change *****
