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Abstract of the contribution: This paper proposes a way forward for policy sync between UE and PCF using policy ID.
1
Discussion

1.1
Background

In SA2#124, it was discussed with no conclusion whether it is useful for the UE to provide information about its current policy status to the PCF so that the PCF knows whether to update UE policies in the UE and which policies need to be updated. It was further proposed for this UE information to be passed by the UE to the PCF via AMF in registration registration request message.

In this document we provide an analysis and proposed way forward.

In order to discuss whether there are benefits to providing policy ID, we need to first discuss the nature of policy ID and how it is used. 
One main reason behind having some UE policy assistance information provided by the UE to the PCF is to allow the PCF to minimize the signalling. 
In order to achieve the possibility of not needed to send the full UE policies in every update, is to split the policies in sections identified by a policy ID. These sections should not be too small so that the number of policy IDs for UE policies one device become too large.

In that manner, if the PCF wants to update only a section of the UE policies, it can send new polices to be updated for that section. 

	Proposal 1: Policy ID identifies a section of the UE policies. The PCF is capable of updating a section of the policy ID by providing the policies with a policy ID that identifies the section. 


In order to identify a specific section and identify the actuPSIal policy in that section the policy ID should be divided into 2 parts: Policy ID = Policy Section Identifier | Section Version Identifier (SVI)
· Policy Section Identifier (PSI): Identifies the section of the policy.

· Section Version Identifier (SVI): Identifies the version of policies provisioned for that section. 

Example 1 for Policy ID assignment:

Figure 1 shows an example where the PCF assigns the whole URSP policies as one policy section and the whole ANDSP as a policy section.
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Figure 1: Example: URSP and ANDSP as Policy Sections

In the example of Figure 1 the PCF assigns the whole URSP as a policy section and assigns it the PSI =1. The example shows SVI=3, a case where the URSP has been sent to UE 3 times (assuming SVI starts at value 1 and newer versions increment SVI by 1). 

The PCF also assigns the whole ANDSP as a single section with PSI=2. The example shows the ANDSP has been sent to UE two times, the first with SVI=1, and the update with SVI=2.
Example 2 for Policy ID assignment:

The PCF can also the URSP, group certain traffic filters and define policy sections based on those groups for traffic filters. In the example, the PCF decides to create two sections for two groups of TrafficFilters and assign PSI =1 and PSI=2 to those sections. Note that there does not need to be a one-to-one correspondence between one TrafficFilter and one PSI which could potentially make the Policy ID List extremely large. 
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Figure 2: Example, URSP split in 2 policy sections
In the example above, ANDSP is not split and assigned the PSI=3. Note though that a similar section split of ANDSP can be defined.
Whenever there is a trigger for the UE to initiate a synchronization of UE policies with the PCF (more on what triggers the UE to do so later):

1. The UE provides a Policy ID List
2. The PCF checks the policy IDs and based on that it determines

a.  With Policy Section Identifier, it determines which sections of policies the UE has. If the UE is missing a policy section, the PCF can provision that section to the UE. 

b.  With the Section Version Identifier, whether the UE has the latest policies for that section. If the UE does not have the lastest version for that policy section, then the PCF can provision that section with a new section policy identifier. 

	Proposal 2: Policy ID = Policy Section Identifier (PSI) | Section Version Identifier (SVI)
· Policy Section Identifier: Identifies the section of the policy ID.

· Section Version Identifier: Identifies the version of the policies provisioned for that section. 


Note that the policy ID, the policy section devision and the actual policy content are decided by the PCF, provided from the PCF to the UE, and purely to be understood by the UE and the PCF, therefore they are completely transparent to the AMF. The exchange of this policy information should be done in a completely transparent manner from the AMF. The uplink policy information provided by the UE, i.e. the policy ID list, is transported over NAS and forwarded by the AMF transparently.
	Proposal 3: The Policy ID List provided by the UE to the PCF, is transported in uplink over NAS, and forwarded transparently by the AMF to the PCF. 


The next question is when does the UE need to provide the Policy ID List and trigger potentially in the PCF a UE policy update of specific policy sections. 

Since the PCF keeps a record of which policy sections and section versions have been provided to a certain UE, it is not needed for the UE to provide this list at every registration procedure. But there are scenarios where the UE needs to synchronize policies with the PCF:

· If the UE powers up for the first time and has no policies.

· If the UE credentials have been modified in the USIM. 

· If the USIM is moved from one device to another.

· Periodically (as safe keeping, determined by UE internally)
· Due to a new application being installed in the UE

· Due to a change in the UE settings by the user

Some of these triggers may occur when the UE is already registered, and there is no need to reregister just to synchronize policies. Since the UE policies are already transported over downlink NAS transport, and the uplink NAS transport also provided a mechanism for transparent transport of information to other network functions in the 5G CN, it shall be possible for the UE to initiate a synchronization of policies with the PCF by sending the List of Policy IDs over uplink NAS transport message, indicating “UE policy information” as container type. The AMF transparently transports the content of the uplink NAS transport to the PCF.

	Proposal 4: It shall be possible for the UE to initiate a synchronization of policies with the PCF by sending the Policy ID List over uplink NAS transport message, indicating “PCF” as content type. The AMF transparently transport the content of the uplink NAS transport to the PCF.


On the other hand, it is possible for the PCF to provide UE policy IDs to the AMF during registration procedure. In that case, if the UE needs to update or synchronize UE policies with the PCF and registration procedure is triggered, the UE may provide the UE Policy ID List in the registration request in a transparent container.

	Proposal 5: The UE may as an optimization provide the Policy ID List in the registration request message in a transparent container. The AMF forwards this information transparently to the PCF.
The UE does not need to provide the Policy ID List in every registration procedure, only when the UE needs to synchronize policy IDs, for instance:

· If the UE powers up for the first time and has no policies.

· If the UE credentials have been modified in the USIM. 

· If the USIM is moved from one device to another


Note that the UE does not need to send the Policy ID List in periodic registration procedure, registration procedure due to mobility outside registration area, or even initial registration procecure it no conditions have changed.
If the PCF has already provided UE policies to a certain UE, and the UE does not provide Policy ID List during registration procedure, the PCF can assume the UE still has the latest version of the UE policies the PCF provided. 
2
Proposal

It is proposed to adopt the proposals above in TS 23.503 as proposed in draft CR S2-180564 and TS 23.502 as proposed in draft CR 180566.
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