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1.
Introduction
One of the initial tasks of the ETSUN study is to identify applicable use cases and key issues. It is not clear however whether key issues and use cases will be defined separately, or combined. This contribution proposes key issues representing different use cases for FS_ETSUN

2. 
Discussion

The SID has two objectives:

1. Investigate mechanisms to enable the 3GPP system to support deployments where a SMF is not able / allowed to control UPF(s) throughout the same PLMN.

2. Study whether it is needed to enhance the capabilities for a UPF to be controlled by multiple SMF’s (and many UPF’s to be controlled by many SMFs) and, if yes, define such enhancements.

The first objective focuses on scenarios where an SMF cannot control UPFs in the whole PLMN. Even though it may target primarily deployments where a UPF is controlled by a single SMF (i.e. an SMF has exclusive control over a set of UPFs), it can also apply to deployments where a UPF can be controlled by multiple SMFs (i.e. an SMF “shares” the UPFs with other SMFs). The second objective focuses on the case where a UPF is controlled by multiple SMFs. 

As stated in the SID, the study will identify applicable use cases.
In the SID, five scenarios / use cases are mentioned as examples where this functionality may need:

Use case 1: Support for mobility across separate administrative areas, e.g. when a UE moves from one admin domain to another, but an SMF in source admin area cannot control a UPF in target admin area.

Use case 2: Enterprise: A “enterprise SMF” is controlling “enterprise UPFs” but cannot control general UPFs in the PLMN.

Use Case 3: deployment where multiple UPF are on the UP path, where some UPF are not under the control of a central SMF. 

Use Case 4: Dedicated UPF’s deployed for a Enterprise – due to low numbers of users UPF have limited IP addresses to allocate to PDU sessions but many SMF’s contained in the network.

Use Case 5: Very Localized UPFs result in very large number of UPF controlled by a central pool of SMFs.
These five use cases can be grouped in different ways.

One way to group them is according to the two objectives in the SID. The use cases 1-3 appear to be related to objective 1, i.e. scenarios where a SMF is not able / allowed to control UPF(s) throughout the PLMN. The use cases 4-5 appear to be related to objective 2, i.e. scenarios where multiples SMFs are controlling the same UPF. It is thus proposed to describe key issues for use cases 1-3 separately from use cases 4-5. 
Another way to group the use cases are according to the overall purpose. Use case 1 is related to deployment in multiple administrative domains, use cases 2 and 4 are related to enterprise deployments, and use cases 3 and 5 are related to deployments with localized UPFs and central SMFs. In order to generalize the use cases / scenarios worked on in this study, and study potential solutions instead of pre-assuming certain solutions, it may be more beneficial to define key issues according to the following groups:
- 
Group A: Support for mobility across separate administrative areas (related to use case 1 above)

-
Group B: Support for Enterprise deployments (related to use cases 2 and 4 above)

-
Group C: Enhanced support for localized UPFs (related to use cases 3 and 5 above)

In this way, solutions to address Group B and Group C may involve solutions where a separate SMF is controlling an enterprise / local UPF, as well as solutions where a central pool of SMFs are controlling the enterprise / local UPF.

Our proposal is to define key issues describing the use cases according to the second alternative above. 
Another topic for discussion is how to handle Use Case 1 on administrative areas. There are two main variants of this use case. One variant is where the administrative areas are within one operator’s network, e.g. a large operator dividing the network in multiple administrative areas. Another variant is where the administrative areas belong to two different PLMNs / operators. Mobility across the administrative areas in the second variant would constitute inter-PLMN mobility, something that has partially been discussed in rel-15 but not fully supported when it comes to SMF/UPF handling. It is proposed to include both variants in the Key issue for this use case. 
3. 
Proposal
The following Key Issues should be added in the Technical Report for the study on Enhancing Topology of SMF and UPF in 5G Networks (FS_ETSUN)
*** First change ****

X
Key Issues

X.X
Key Issue X: Support for session and service continuity when moving between administrative areas
X.X.1
Description

This key issue will study solutions for selection or reselection of SMF and UPF when the UE moves between UPFs that are not connected to the same SMF. It is related to objective 1 in the SID.
The following scenarios are considered in this key issue:

1)
Support for mobility across separate administrative areas, e.g. when a UE moves from one admin domain to another, but an SMF in source admin area cannot control a UPF in target admin area. This scenario would also apply to inter-PLMN mobility, e.g. a UE moving from HPLMN to a VPLMN, or between VPLMN1 and VPLMN2. This scenario is illustrated in Figure X.X.1 below.
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Figure X.X.1. Example scenario for multiple administrative domains

In particular, the following aspects will be studied:

-
Impact to rel-15 network architecture and functionalities for supporting the above scenarios

-
Impacts to rel-15 procedures, including MM and SM procedure, e.g. mobility procedures for UE moving across administrative areas / PLMNs. 

-
If more than one SMF is to be selected for a PDU Session, impacts to procedures for adding, removing and relocating a second SMF.
-
If more than one SMF is to be selected for a PDU Session, which NF is responsible for SMF selection or relocation?

X.Y
Key Issue Y: Enhancements for enterprise deployments 
X.Y.1
Description

This key issue will study solutions for “enterprise” deployments, where a set of dedicated UPF(s), acting as PSAs, are deployed to provide N6 access to an Enterprise DN, and such “enterprise” UPF do not have a UPF Service Area covering the whole PLMN. 
To support mobility throughout the PLMN, a “general” intermediate UPF terminating N3 needs to be inserted in the UP path. In this case, if a UPF is only controlled by a single SMF (i.e. for “1-to-many” SMF-UPF relation), it may not be reasonable to assume that both the “enterprise” UPF (as PSA) and the “general” UPFs (as I-UPF) in the PLMN are controlled by the same single SMF.
The following scenarios related to objectives 1 and 2 may be considered in this key issue:

1.
Deployments where each UPF is controlled by a single SMF (i.e. “1-to-many” SMF-UPF relation), but the “enterprise” UPF is not under the control of the same SMF as general UPFs in the PLMN (objective 1), 

2.
Deployments where each UPF is controlled by multiple SMFs (i.e. “many-to-many” SMF-UPF relation), and where “enterprise” UPF and general UPFs can be controlled by a common SMF in the central pool of SMFs (objective 2). 

The deployment scenarios are illustrated in Figure X.X.1 below.
In particular, the following aspects will be studied:

- 
Whether one or both scenarios 1 and 2 above are valid for “enterprise” use cases.

-
Network architecture and functionalities for supporting the above scenarios. Solutions studied may e.g. include architectures where “enterprise” UPFs and general UPFs in the PLMN are controlled by a central pool of multiple SMFs, or “enterprise” UPFs and general UPFs are controlled by separate SMFs.

- 
Impacts to rel-15 procedures, including MM and SM procedure, e.g. PDU Session Establishment and mobility procedures for UE moving into or out of “enterprise” area.
- 
If more than one SMF is to be selected for a PDU Session, which NF is responsible for SMF selection or relocation?

-
If more than one SMF is to be selected for a PDU Session, impacts to procedures for adding, removing and relocating a second SMF. 
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Figure X.Y.1. Example scenario for “enterprise” deployment

X.Z
Key Issue Y: Enhancements for deployments with very localized UPFs
X.Z.1
Description

This key issue will study solutions for very localized UPFs, where multiple UPFs are on the path and the localized UPF(s) has e.g. UL CL or BP functionality to provide local access to the DN. 
In this case, if a UPF is only controlled by a single SMF (i.e. “1-to-many” SMF-UPF relation), it may not be reasonable to assume that both a “localized” UPF and “central” UPFs in the PLMN are controlled by the same single SMF.
The following scenarios related to objectives 1 and 2 may be considered in this key issue:

1.
Deployments where each UPF is controlled by a single SMF (i.e. “1-to-many” SMF-UPF relation) but the “localized” UPF is not under the control of the same SMF as the “central” UPFs on the UP path (objective 1), 

2.
Deployments where each UPF is controlled by multiple SMFs (i.e. “many-to-many” SMF-UPF relation), and where “localized” UPF and “central” UPFs can be controlled by a common SMF in the central pool of SMFs (objective 2). 

In particular, the following aspects will be studied:

- 
Whether one or both scenarios 1 and 2 above are valid for “localized” UPF use cases.

-
Network architecture and functionalities for supporting the above scenarios. Solutions studied may e.g. include architectures where “localized” UPFs and “central” UPFs in the PLMN are controlled by a central pool of multiple SMFs, or “localized” and “central” UPFs are controlled by separate SMFs.

- 
Impacts to rel-15 procedures, including MM and SM procedure, e.g. PDU Session Establishment and mobility procedures for adding and removing localized UPF.
-
If more than one SMF is to be selected for a PDU Session, which NF is responsible for SMF selection or relocation?

-
If more than one SMF is to be selected for a PDU Session, impacts to procedures for adding, removing and relocating a second SMF. 
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Figure X.Z.1. Example scenario for localized UPF

*** End of changes ****
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