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Abstract of the contribution: This contribution proposes a key issue for minimize UE overhead for commercial LCS. 
Discussion
LCS is mandatory for emergency call in some local regulatory requirement and is optional for value added service (i.e. commercial usage).

According to 22.071(Location Services (LCS)), for the commercial LCS, even the UE subscription profile is allowed the location exposure to the LCS client, the user shall be able to change the setting of the location privacy at any time. Also the privacy verification for LCS request from LCS client is required.
1. When the UE is disallowed the location exposure by the user temporarily, the repeated privacy verification request for coming LCS request from different LCS client doesn’t make sense since it will always be rejected. When the UE is in idle mode, the privacy verification request will further trigger paging to wake up the UE to setup connection but gain the reject response from the UE time by time. The UE overhead for this non-sense privacy verification should be avoided.
2. Each LCS request require once UE location measurement. When the dense LCS requests client arrive the NW, the UE’s overhead for location measurement is great. E.g., a UE just measures its location for a LCS request. For another LCS request coming quite closely, with regard to that the latest measured location is still valid, the efficient LCS request should be considered.

Proposal: the two scenarios are proposed to be consider to minimize the UE overhead for LCS.
Proposal
*** start of changes ***
***** First Change *****
5
Key Issues

5.X
Key Issue: reduce the UE overhead for LCS
5.X.1
Description

<scenario1: >

For a UE subscribing LCS for value added service, the user may change the setting of the location privacy at any time.
When the UE is disallowed the location exposure by the user temporarily, the privacy verification request for LCS request doesn’t make sense. When the UE is in idle mode, the privacy verification request will further trigger paging to wake up the UE to setup connection and receive the reject response time by time. The UE overhead for this non-sense privacy verification procedure should be avoided 

<scenario2: >
Each LCS request require once UE location measurement. When the dense LCS requests from LCS client arrive the NW, the UE’s overhead for location measurement is great. E.g., a UE just measures its location for a LCS request. For another LCS request coming quite closely, with regard to that the latest measured location may still valid, the efficient LCS request should be considered.
*** End of changes ***
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