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	Reason for change:
	In the current specifications, for handover from EPS to 5GS, in case that the initial target AMF selected by the MME, due to network slicing aspects, is not suitable to serve the UE, the AMF, after concluded handover, may select a different AMF. From 23.501 clause 5.15.7.3: 

When the Handover completes the UE performs a Registration procedure including the list of PDU session IDs and related S-NSSAIs. The AMF may select a different AMF as specified in clause 4.2.2.2.3 in TS 23.502 [3]. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI. 
However, the “Registration with AMF re-allocation” procedure as described in TS 23.502 clause 4.2.2.2.3 is in its current form not usable in case of connected mode mobility, as:

1. The “Registration with AMF re-allocation” procedure is initiated by a UE in Idle mode sending a Registration request (i.e. using Initial UE message), not a Registration request in connected mode (i.e. using Uplink NAS Transport message) as it is in the end of the handover procedure. 

2. Using the Registration request at the end of the handover procedure to trigger an AMF re-allocation means that that the UE will not get registered in the initial target AMF, yet the UE has been served by the initial target AMF and V-SMF, V-UPF and/or I-UPF may have been allocated for the UE. Based on the AMF re-allocation procedure, the initial target AMF will not get a trigger from the final target AMF indicating when the payload paths have been reallocated. Clean-up by initial target AMF will thus not be triggered.   

3. New procedures for rebinding of NGAP UE association, for a UE in connected mode, to a new TNLA to a different AMF is also needed as this is currently only defined for use within the same AMF set.

4. Evaluation of PDU Session IDs and related S-NSSAIs versus possible final target AMF set is not done until the UE has arrived in the target network. This means that the initial target AMF will have to take a decision whether to serve the UE or to detach the UE after the execution phase in the case an appropriate final target AMF set cannot be found. At HO such a decision should be taken by the source network during the preparation phase.
5. It is not specified how Direct or Indirect forwarding of data shall be taken care of in case of AMF re-allocation in connected mode. To handle Indirect forwarding of data in a scenario involving three parts, source network, initially selected target network and final target network, and on top of that possible error scenarios would be a rather complex task.

A change to the current spec is necessary to ensure interworking from EPS to 5GS in case of a 5GS supporting network slicing. 
Observation 1: To select an appropriate AMF, information on the UE’s subscribed S-NSSAIs, and network slices (S-NSSAI) associated to the UE’s PDN connections, is needed. Information on supported network slices per target AMF is also needed.

Observation 2: At handover to 5GS, the source MME is not suitable to directly select target AMF and thereby associated network slices.

Observation 3:  Using an intermediate network slice supporting AMF at the target location, without registering the UE, enables selection of an appropriate target AMF, if the intermediate AMF is provided with information on network slices (S-NSSAIs) to be associated, at target location, to PDN connections established by the UE, subscribed S-NSSAIs and target TAI. 
To provide the intermediate AMF with information on network slices (S-NSSAI(s)) to be associated, at target location, to PDN connections established by the UE) it is proposed that:

a) the UE, based on PCO, at creation of a PDN connection, associates an S-NSSAI to the PDU Session ID for the PDN connection, and provides that information in a transparent container to the source MME. At handover, the source MME may include the transparent container in the Forward Relocation Request message to the intermediate network slice supporting AMF which uses the content in the transparent container for selecting the target AMF.
b) Alternatively, the intermediate AMF, in case it has not received the transparent container from the source MME, may in the preparation phase of the handover procedure request each associated S-NSSAI from the respective PGW-C+SMF.
Proposal 1: At handover from EPS to a network slice supporting 5GS network let the source MME select an intermediate AMF. Let the intermediate AMF, by help from NSSF, perform selection of the appropriate target AMF based on S-NSSAIs associated to PDN connections established by the UE, subscribed S-NSSAIs and target TAI. 

Proposal 2: At creation of a PDN connection by a UE in an EPS network, the UE shall, based on PCO, associate an S-NSSAI with the PDU Session ID for the created PDN connection. The UE shall provide the serving MME with a transparent container including a pair of PDU Session ID and associated S-NSSAI per each created PDN connection. The serving source MME shall at handover to 5GS include the transparent container in the Forward Relocation Request message to the target (intermediate) AMF.
Proposal 3: If intermediate AMF does not receive a transparent container with S-NSSAI per PDU Session ID then the intermidate AMF shall request S-NSSAI per PDU Session ID from the associated PGW-C+SMF(s).

	
	

	Summary of change:
	The AMF initially selected by the MME, 
a) selects a network slice supporting target AMF based on information recieved in a transparent container from the UE via the MME or alternatively resolving the S-NSSAI values from the SMF, and 
b) relays the initial signalling from the source MME to the target AMF. Target AMF responds directly to the source MME. 

	
	

	Consequences if not approved:
	At EPS to 5GS HO one of the following occur:

1. Lack of Service Continuity due to reselection of AMF in Idle Mode

2. UE remains served by the initial AMF, i.e. selection of serving AMF based on network slice(s) in use is not achieved.

3. UE gets detached if none of its requested network slices can be served by the initial AMF
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***** 1st Change *****
5.15.7
Network slicing and Interworking with EPS
5.15.7.1
General
A 5GC which supports Network Slicing might need to interwork with the EPS in its PLMN or in other PLMNs.The EPC may support the Dedicated Core Networks (DCN). In some deployments, the MME selection may be assisted by a DCN-ID provided by the UE to the RAN (see TS 23.401 [26]).

Mobility between 5GC and EPC does not guarantee all active PDU Session(s)/PDN Connection(s) can be transferred between 5GC and EPC.

During PDN connection establishment in the EPC, the UE allocates the PDU Session ID and sends it to the PGW-C+SMF via PCO. An S-NSSAI associated with the PDN connection is determined based on the operator policy by the PGW-C+SMF, e.g. based on a combination of PGW-C+SMF address and APN, and is sent to the UE in PCO. The UE stores this S-NSSAI associated with the PDN connection.
5.15.7.2
IDLE Mode aspects

In addition to the interworking principles documented in clause 5.17.2 the following applies for interworking with N26:
-
When UE moves from 5GS to EPS, the MM context information sent by AMF to MME includes the UE Usage type, which is retrieved from UDM by AMF as part of subscription data.

-
When UE moves from EPS to 5GS, then the UE includes the S-NSSAIs associated with the established PDN connections in the Requested NSSAI in RRC and NAS. The UE also includes the list of PDU Session IDs and related S-NSSAIs in the Registration request. In the home-routed roaming case, the AMF selects V-SMFs based on the S-NSSAIs received from the UE.

In addition to the interworking principles documented in clause 5.17.2 the following applies for interworking without N26:
-
The UE includes the S-NSSAI received from PGW-C/SMF when moving PDN connections to 5GC using PDU Session Establishment Request.
5.15.7.3
CONNECTED Mode aspects

In addition to the interworking principles documented in clause 5.17.2 the following applies for interworking with N26:

-
When a UE is CM-CONNECTED in 5GC and a handover to EPS occur, the AMF selects the target MME based on the source AMF Region ID, AMF Set ID and target location information. The AMF forwards the UE context to the selected MME over the N26 Interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Tracking Area Update. This completes the UE registration in the target EPS. As part of this the UE obtains a DCN-ID if the target EPS uses it.

-
When a UE is ECM-CONNECTED in EPC, and performs a handover to 5GS, the MME selects an AMF based on target location information, e.g. TAI and any other available local information (including the UE Usage Type if one is available for the UE in the subscription data) and forwards the UE context to the selected AMF over the N26 interface. When MME selects an AMF in a slice supporting target network, the DNS should be configured so that an AMF, which has been configured to perform AMF selection, is selected. The AMF selected by the MME interacts with the NSSF, selects a network slice supporting target AMF and relays the initial signalling from the source MME to the target AMF. Target AMF responds directly to the source MME. The handover procedure continues without involving the AMF selected by the MME. A UE that has received a PCO provides the source MME with an S-NSSAI for the HPLMN, associated to an established PDN connection (via the PDU Session ID). The association(s) between a subscribed S-NSSAI and an established PDN connection is included in the initial signalling from the source MME at handover to 5GS. If the association(s) between subscribed S-NSSAIs and established PDN connection is not included in the initial signalling from the source MME at handover to 5GS the AMF retrieves this information from the combined PGW-C+SMF. In the home-routed roaming case, the AMF selects default V-SMFs. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Registration procedure including the list of PDU Session IDs and related S-NSSAIs.. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI.
***** End of 1st Change *****

***** 2nd Change *****

6.3.5
AMF selection

The AMF selection functionality is applicable to both 3GPP access and non-3GPP access. The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G-AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:

1)
When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.

2)
When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).
3)
AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.
Other CP NFs selects an AMF from the AMF Set under the following circumstances:

4)
When the AMF has instructed CP NF that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.
The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:

-
AMF Region ID and AMF Set ID derived from GUAMI.
-
Requested NSSAI.

-
Local operator policies.

AMF selection functionality in the 5G-AN or CP NFs considers the following factors for selecting an AMF from AMF Set:

-
Availability of candidate AMFs.
-
Load balancing across candidate AMFs (e.g. considering weight factors of candidate AMFs in the AMF Set).
When 5G-S-TMSI or GUAMI is provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.

The AMF selection functionality in the AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the IP address or the FQDN of AMF instance(s) to the AMF or other CP NFs. 
-
AMF selection functionality in AMF or other CP NFs use GUAMI to discover the AMF instance, the NRF provides the IP address, or the FQDN of the associated AMF instance if it is available. If the associated AMF is unavailable due to AMF planned removal, the backup AMF used for planned removal is provided. If the associated AMF is unavailable due to AMF failure, the backup AMF used for failure is provided. If none of AMF related to the indicated GUAMI can be found or no indicated GUAMI, a list of candidate AMF instances in the same AMF Set together with additional information (e.g. priority) is provided.
-
AMF selection functionality in AMF use AMF Set ID, AMF Region ID, the target location information and S-NSSAI(s) of Allowed NSSAI to discover the AMF instance(s). The NRF provides a list of AMF instance(s) belonging to the target AMF set in target AMF Region which can be the mapping of the source AMF set in source AMF region, together with additional information (e.g. priority). 

At inter PLMN mobility, the source AMF selects an AMF in the target PLMN via the PLMN level NRF. After the handover procedure the AMF may select a different AMF as specified in clause 4.2.2.2.3 in TS 23.502 [3]. In the context of Network Slicing, the AMF selection of target AMF set at AMF re-allocation is described in clause 5.15.5.2.1 and AMF selection at EPS to 5GS handover is described in clause 5.15.7.
***** End of 2nd Change *****

