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Introduction

This pCR proposes a solution to key issues #IMS-1, #IMS-2, and #IMS-3. It is proposed that the UE inserts a special indicator in a session initiation request when it desires access to RLOS. Furthermore, the P-CSCF must be configured with a list of RLOS services supported by the operator. Finally, both the P-CSCF and the S-CSCF shall support enabling IMS unregistered users as well as IMS registered users access to RLOS when an incoming session initiation request includes such an indication.
Proposal

It is proposed to update 23.715 as follows:

**** First Change ****

7.X
Solution #1: Solution to key issues #IMS-1, #IMS-2, and #IMS-3: 
7.X.1
Functional Description

A UE desiring access to RLOS must perform regular IMS registration and must include a feature tag to indicate its support for RLOS.

Furthermore, a UE desiring access to RLOS inserts a special indicator in a session initiation request. Furthermore, a P-CSCF supporting RLOS must be configured with a list of RLOS supported by the operator. Finally, both the P-CSCF and the S-CSCF shall support enabling unauthenticated users as well as authenticated users access to RLOS when the incoming session includes such an indication. Including a special indication by the UE to access RLOS in conjunction with a configured list of RLOS in the P-CSCF ensures that no UE can access any other services when accessing RLOS. This ensures that authenticated users can’t use such an indication to access other services and be charged at the RLOS rate, which can be free.  The S-CSCF shall ensure that such an indication is included in the CDR. A P-CSCF supporting RLOS can also be used for regular IMS users. 

7.X.2
Procedures

A P-CSCF supporting RLOS shall be configured with the list of RLOS services. 

A UE desiring access to RLOS must perform regular IMS registration and must include a feature tag to indicate its support for RLOS. If the user cannot be authenticated, the P-CSCF shall create a temporary record and mark the user as “RLOS only user”. The P-CSCF shall forward the request to a S-CSCF that supports RLOS. The S-CSCF creates a default profile for the UE, and the registration is accepted.

For authenticated users, the I-CSCF must allocate to the UE a S-CSCF that supports RLOS at UE registration. This implies that the I-CSCF must understand a new capability related to RLOS and allocate a S-CSCF supporting it at registration time if needed.

A UE desiring access to RLOS inserts a special indicator in the session initiation request and includes the requested RLOS in the Request-URI of the session initiation request.  Upon receipt by a P-CSCF of such a request and if the P-CSCF supports RLOS, the P-CSCF shall accept the session as long as the requested RLOS service in the incoming R-URI is configured in the P-CSCF. The P-CSCF shall forward the incoming request to the S-CSCF allocated to the UE at registration.  The P-CSCF shall reject an incoming session without an RLOS indication for users marked as “RLOS only users”.

Upon receipt by a S-CSCF of an RLOS request and if the incoming request includes an RLOS indication, then the S-CSCF routes the session towards the destination. No originating services shall be permitted, i.e. the UE profile for authenticated users is not considered.

The S-CSCF shall include in the CDR an indication that the session is for RLOS.

7.X.3
Impact on existing entities and interfaces
The solution impacts the following nodes:

UE:

A UE desiring access to RLOS must include a feature tag at IMS registration to indicate its support to RLOS.  A UE desiring access to RLOS inserts a special indicator in the session initiation request. The UE will be pre-configured with the list of RLOS supported by the operator.

P-CSCF:

The P-CSCF must understand the new RLOS feature tag.

The P-CSCF must be configured with the list of RLOS services. 

The P-CSCF must support incoming RLOS sessions to RLOS from registered and unregistered users. The UE must mark unauthenticated RLOS users as “RLOS only user” 

P-CSCF must be configured with a list of S-CSCF(s) that support RLOS for forwarding an incoming registration for unauthenticated RLOS users. 

S-CSCF:

The S-CSCF shall route an incoming RLOS to its target for a registered and unregistered UEs. For authenticated UEs, no originating services shall be permitted, i.e the UE profile is not considered.  

The S-CSCF shall include in the CDR an indication that the session is for RLOS.

I-CSCF:
I-CSCF must understand the new capabilities related to RLOS and allocate a S-CSCF supporting RLOS at IMS registration when the IMS Register request includes the RLOS feature tag.

HSS:

HSS must support enabling a S-CSCF to declare RLOS as supporting capability 

The Gm interface shall be enhanced to enable conveying the RLOS indication.

Cx interface shall support new RLOS capability. 


**** End of Changes ****
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