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*************** First change ***************

4.17.5
NF/NF service discovery across PLMNs

In case that the NF service consumer intends to discover the NF/NF service in home PLMN, the NRF in serving PLMN needs to requests "NF Discovery" service from NRF in the home PLMN. The procedure is depicted in the figure below:
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Figure 4.17.5-1: NF/NF service discovery across PLMNs

1.
The NF service consumer invokes Nnrf_NFDiscovery_Request (Expected Service Name, NF type of the expected NF, home PLMN ID, serving PLMN ID, NF type of the NF service consumer). The request may also include optionally S-NSSAI, NSI ID if available, and other service related parameters, as described in service definition in clause 5.2.7.3.2.

NOTE:
The use of NSI ID within a PLMN depends on the network deployment.
2.
The NRF in serving PLMN identifies NRF in home PLMN (hNRF) based on the home PLMN ID, and it requests "NF Discovery" service from NRF in home PLMN according the procedure in Figure 4.17.4-1 to get the expected NF instance(s) or NF service instance(s) deployed in the home PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF service consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the hNRF.


The hNRF may further query an appropriate local NRF in the home PLMN based on the input information received from NRF of the serving PLMN. The FQDN or IP address of the local NRF in the home PLMN may be configured in the hNRF or may need to be discovered based on the input information.



3.
The NRF in serving PLMN provides the information e.g. FQDN, IP address, or endpoint addresses (i.e. URLs) of a set of the discovered NF or NF service instance(s) in NF Discovery Response message. Same as step 3 in clause 4.17.4 applies.

*************** Second change ***************

5.2.7.3
Nnrf_NFDiscovery service

5.2.7.3.1
General

Service description: This service enables one NF to discover a set of NF instances with specific NF service or a target NF type. The service also enables one NF service to discover a specific NF service. The service operations defined below allow the NF/NF services to communicate with NRF.

5.2.7.3.2
Nnrf_NFDiscovery service operation

Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) or Service instance(s) to the NF service consumer.

Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.

If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional: S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID, NRF to be used to select NFs/services within HPLMN, Serving PLMN ID, the NF service consumer ID, AMF Set. In case the target NF stores Data Set(s) (e.g., UDR): SUPI, Data Set Identifier(s).
NOTE:
In the context of network slicing the NF service consumer ID is a required input.

Outputs, Required: FQDN, IP address(es) or endpoint addresses (i.e. URLs) for the target Service Name, or all the services supported by the target NF type.
FQDN, IP addresses and endpoint addresses (i.e. URLs) may belong to a set of requested target NF instance(s), or NF service instance(s).
Outputs, Optional: NSI ID associated with the S-NSSAI. In case the target NF stores Data Set(s) (e.g., UDR): Range(s) of SUPIs, Data Set Identifier(s) applicable for each NF (e.g. UDR) instance returned.

NOTE:
Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in 23.003 [33].
During UE Registration, when queried by the current serving AMF, the NRF may also provide the details of the services offered by the target AMF(s) along with the notification end-point for each type of notification service that the selected AMF had registered with the NRF, if available. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules.

See clause 4.17.4/4.17.5 for details on the usage of this service operation.
*************** Third change ***************

5.2.16
NSSF Services
5.2.16.1
General

The following table illustrates the NSSF Services.

Table 5.2.16.1-1: NF Services provided by NSSF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnssf_NSSelection
	Get
	Request/Response
	AMF, NSSF in a different PLMN

	NSSAI Availability
	Update
	Request/Response
	AMF

	
	Notify
	Subscribe/Notify
	AMF



5.2.16.2
Nnssf_NSSelection service

5.2.16.2.1
Nnssf_NSSelection_Get service operation

Service operation name: Nnssf_NSSelection_Get
Description: This service operation enables Network Slice selection in both the Serving PLMN and HPLMN.

It may be invoked during Registration procedure or/and during PDU Session Establishment procedure. When invoked during Registration procedure it may possibly trigger AMF re-allocation. When invoked during PDU Session Establishment procedure it may be invoked in the VPLMN or in the HPLMN.
Inputs, Required: None.

Inputs, Conditional Required:

If this service operation is invoked during Registration procedure then the following inputs are required:

-
Requested NSSAI, Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.

Else, if this service operation is invoked during PDU Session Establishment procedure in the Serving PLMN then the following inputs are required:

-
S-NSSAI(s), non-roaming/LBO roaming/HR roaming indication, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.



Inputs, Optional:
If this service operation is invoked during Registration procedure then the following inputs are optional:

-
Mapping Of Requested NSSAI.

Outputs, Conditional Required:

If this service operation is invoked during Registration procedure then the following outputs are required:

-
Allowed NSSAI; Target AMF Set or, based on configuration, the list of candidate AMF(s).
Else, if this service operation is invoked during PDU Session Establishment procedure then the following outputs are required:

-
The NRF to be used to select NFs/services within the selected Network Slice instance.

Outputs, conditional Optional: If this service operation is invoked during UE Registration procedure then the following outputs are optional:

-
Mapping Of Allowed NSSAI, NSI ID(s) associated with the Network Slice instances of the Allowed NSSAI, NRF(s) to be used to select NFs/services within the selected Network Slice instance(s) and NRF to be used to determine the list of candidate AMF(s) from the AMF Set, information whether the S-NSSAI(s) not included in the Allowed NSSAI, which were part of the Requested NSSAI, are rejected in the PLMN or in the current Tracking Area.

Else, if this service operation is invoked during PDU Session Establishment procedure, then the following output is optional:

-
NSI ID associated with the S-NSSAI provided in the input.

*************** End of changes ***************
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