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Abstract of the contribution: This pCR introduces the support of emergency services in the existing dedicated clause 5.16.4 of TS 23.501.
Discussion
It is proposed to keep the principle adopted for non-3GPP EPC, i.e. the UE shall not issue an emergency session over WLAN access to 5GC if the emergency session can be established via 3GPP access. This is in line with TS 22.101 clause 10.1: " The UE issues an Emergency session over WLAN access to EPC only when 3GPP access for emergency call is not possible or available (e.g. no 3GPP coverage)."Also, it is proposed to not introduce emergency services for eCalls over non-3GPP access in Rel-15.  

For the reachability, there should be a specific handling compared to 3GPP access: 

· For emergency registered UEs on non-3GPP access, the UE is only reachable in CM-CONNECTED state. Indeed, since the UE has initiated an emergency registration over non-3GPP access only when it is not possible over 3GPP access, 3GPP access is assumed to be unavailable for paging the UE. The UE can be reached by the PSAP in CM-CONNECTED mode via a SIP Invite, as the IMS signalling connection will exist (it has been setup after successful emergency registration).

· If the 3GPP access becomes available after the UE has registered on the non-3GPP access, the UE shall initiate a handover to 3GPP access.
About the support of emergency services by a N3IWF, it can be observed that, unlike ePDG, the emergency configuration data in the N3IWF is reduced because the data related to e.g. Emergency DNN, statically configured SMF and UPF information for the Emergency DNN, etc are already configured in AMF and SMF. Therefore, it is proposed to allow all N3IWF to be selected for emergency services.
It is also proposed to, similarly to untrusted WLAN access emergency services in TS 23.402 clause 4.5.7.2.8 (Network provided WLAN Location Information), that as part of the authentication and authorization on an Access Point based on USIM credentials, the AP provides the Access Network Location Information to the AUSF. The AUSF stores this information, and the AMF fetches to most up to date location information at certain events. In order to minimize the number of AMF requests to AUSF, it is proposed that the AMF only fetches this location information at emergency PDU Session Establishment (in addition to at registration), i.e. not for non-emergency sessions.
Proposal

It is proposed to update TS 23.501 as follows.
FIRST CHANGE
5.16.4
Emergency services

5.16.4.1
Introduction

Emergency services are provided to support IMS emergency sessions. Emergency services refers to functionalities provided by the serving network when the network is configured to support emergency services. Emergency services are provided to normal registered UEs and depending on local regulation, to emergency registered UEs i.e. that are in limited service state. Receiving emergency services in limited service state does not require a valid subscription. Depending on local regulation and an operator's policy, the network may allow or reject an emergency registration request for UEs that have been identified to be in limited service state. Four different behaviours of emergency services as identified in TS 23.401 [26] clause 4.3.12.1 is supported.

To provide emergency services, the AMF is configured with Emergency Configuration Data that are applied to emergency services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contains the Emergency DNN which is used to derive an SMF. In addition, the AMF Emergency Configuration Data may contain the statically configured SMF for the Emergency DNN. The SMF may also store Emergency Configuration Data that contains statically configured UPF information for the Emergency DNN.

The UE shall not issue an emergency session over WLAN access to 5GC if the emergency session can be established via 3GPP access. To get 5GC access for emergency services in case of untrusted non-3GPP access, the UE may select any N3IWF as specified in clause 6.3.6.
UEs that are in limited service state, as specified in TS 23.122 [17], initiate the Registration procedure by indicating that the registration is to receive emergency services, referred to as emergency registration. Also, UEs that had registered for normal services and do not have emergency PDU Sessions established and the UE is subject to Mobility Restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate Emergency Registration procedure. Based on local regulation, the network supporting emergency services for UEs in limited service state provides emergency services to these UE, regardless whether the UE can be authenticated, has roaming or Mobility Restrictions or a valid subscription. For emergency services over 3GPP access, other than eCall over IMS, the UEs in limited service state determine that the cell supports emergency services over NG-RAN from a broadcast indicator in AS. For emergency services over non-3GPP access, other than eCall over IMS, the UE in limited service selects a any N3IWF as specified in clause 6.3.6. Emergency calls for eCall Over IMS are only performed if the UE has a USIM.

UE is considered to be emergency registered if it has only PDU Sessions for emergency services.

A serving network shall provide the RAN with an Access Stratum broadcast indication to UEs as to whether eCall Over IMS is supported. A UE that is not in limited service state determines that the cell supports eCall Over IMS using the broadcast indicator for eCall over IMS. Emergency calls for eCall Over IMS are not supported over non-3GPP access.
NOTE 1:
The Access Stratum broadcast indicator is determined according to operator policies and minimally indicates that the PLMN, or all of the PLMNs in the case of network sharing, and at least one emergency center or PSAP to which an eCall Over IMS can be routed, support eCall Over IMS.

A UE in limited service state determines that the cell supports eCall Over IMS using both the broadcast indicator for support of emergency services over NG-RAN and the broadcast indicator for eCall over IMS.

NOTE 2:
The broadcast indicator for eCall Over IMS does not indicate whether UEs in limited service state are supported. So, the broadcast indicator for support of emergency services over NG-RAN that indicates limited service state support needs to be applied in addition.

For a UE that is Emergency Registered, if it is unauthenticated the security context is not set up on UE.

UEs that camp normally on a cell and in RM-DEREGISTERED state, (i.e. without any conditions that result in limited service state) or that decide to access 5GC via non-3GPP access, initiate the normal initial Registration procedure. Upon successful normal registration (i.e. not emergency registration), such UEs initiate the UE Requested PDU Session Establishment procedure to receive emergency services. The UEs that camp normally on a cell or that are connected via non-3GPP access are informed that the PLMN supports emergency services over 5G-AN from the Emergency Service Support indicator in the Registration procedure. This applies to both 3GPP and non-3GPP accesses.

NOTE 3:
The Emergency Service Support indicator in the Registration procedures does not indicate support for eCall Over IMS.

For a UE that is Emergency Registered, normal PLMN selection principles apply after the end of the IMS emergency session.

For emergency services, there is no support for inter PLMN mobility thus there is a risk of service disruption due to failed inter PLMN mobility attempts.

The UE shall set the RRC establishment cause to emergency as defined in TS 38.331 [28] when it requests an RRC connection in relation to an emergency session.

When a PLMN supports IMS and emergency services:

-
all AMFs in that PLMN shall have the capability to support emergency services.
-
at least one SMF shall have this capability.
NEXT CHANGE
5.16.4.4
Reachability Management 
An emergency registered UE over 3GPP access when its periodic registration update timer expires shall not initiate a periodic registration update procedure but enter RM-DEREGISTERED state. For emergency registered UEs over 3GPP access, the AMF runs a mobile reachable timer with a similar value to the UE's periodic registration update timer. After expiry of this timer the AMF may change the UE RM state in the AMF of an emergency registered UE to RM-DEREGISTERED. The AMF, for 3GPP access, assigns the periodic registration update timer value to emergency registered UE. This timer keeps the UE emergency registered after change to CM-IDLE state to allow for a subsequent emergency service without a need for emergency registration again.
For emergency registered UEs on non-3GPP access, the UE is only reachable in CM-CONNECTED state: since the UE has initiated an emergency registration over non-3GPP access only when it is not possible over 3GPP access, 3GPP access is assumed to be unavailable for paging the UE.
END OF CHANGES
�make sure we are aligned with Devaki paper
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