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Abstract of the contribution: This contribution proposes to add two new Event triggers for SMF.
Discussion

In TS 23.502 clause 4.3.3.2 UE or network requested PDU Session modification (non-roaming and roaming with local breakout), the SMF may invoke Nsmf_EventExposure_Notify service operation and the PCF may provide new policy information to the SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation.

However in TS 23.503 clause 6.1.3.5 the Event triggers for SMF have not been defined to cover the above case. 
Therefore this contribution proposes to add two event trigger for SMF:

1) QoS cannot be fulfilled : If the SMF receives notification from (R)AN indicating that the QoS flow is removed or the QoS targets of the QoS Flow cannot be fulfilled, the SMF shall report to the PCF and the PCF may update the PCC rules for an established PDU session.

2) UE requests specific QoS handling for selected SDF(s): If the SMF receives PDU Session Modification Request from UE including specific QoS handling for selected SDF(s), the SMF notifies the PCF and the PCF may update the PCC rules based on the UE request.
Proposal

It is proposed to approve the following changes to the TS 23.503.

*************** Start of changes *********************
6.1.3.5
Event triggers

The event triggers define the conditions when the SMF shall interact again with PCF after a PDU session establishment.  

The access independent event triggers are listed in table 6.1.3.5-1.

Table 6.1.3.5-1: Access independent event triggers

	Event trigger
	Description
	Difference compared with table 6.2 in TS 23.203 [4]
	Conditions for reporting
	Motivation

	PLMN change
	The UE has moved to another operators' domain.
	None
	PCF
	

	QoS change
	The QoS parameters of the QoS flow has changed 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	QoS change exceeding authorization
	The QoS parameters of the QoS flow has changed and exceeds the authorized QoS 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	Traffic mapping information change
	The traffic mapping information of the QoS profile has changed 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	Resource modification request
	A request for resource modification has been received by the SMF (note 6).
	Removed
	
	Not in 5GS yet.

	Routing information change
	The IP flow mobility routing information has changed (when IP flow mobility as specified in TS 23.261 [11] applies) or the PCEF has received Routing Rules from the UE (when NBIFOM as specified in TS 23.161 [10] applies) 
	Removed
	
	Not in 5GS yet.

	Session AMBR change
	The subscribed Session AMBR has changed
	Added
	SMF always reports to PCF
	

	Default QoS change
	The subscribed QoS has changed
	Added
	SMF always reports to PCF
	

	Change in type of Access Type 
	The access type of the PDU session has changed.
	None
	PCF
	

	Loss/recovery of transmission resources
	The Access type transmission resources are no longer usable/again usable.
	Removed
	
	Not in 5GS yet.

	Location change (serving cell) 
	The serving cell of the UE has changed.
	Removed
	
	Not in 5GS yet.

	Location change (serving area)
	The serving area of the UE has changed.
	None
	PCF
	

	Location change (serving CN node)
	The serving core network node of the UE has changed.
	None
	PCF
	

	Change of UE presence in Presence Reporting Area 
	The UE is entering/leaving a Presence Reporting Area
	None
	PCF
	

	Out of credit
	Credit is no longer available.
	None
	PCF
	May need validation with SA5.

	Enforced PCC rule request
	SMF is performing a PCC rules request as instructed by the PCF.
	None
	PCF
	

	Enforced ADC rule request
	TDF is performing an ADC rules request as instructed by the PCRF.
	Removed
	
	ADC Rules are not applicable.

	UE IP address change 
	A UE IP address has been allocated/released
	None
	SMF always reports allocated or released UE IP addresses
	

	Access Network Charging Correlation Information
	Access Network Charging Correlation Information has been assigned.
	None
	PCF
	

	Usage report


	The PDU session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	None
	PCF
	

	Start of application traffic detection and

Stop of application traffic detection 
	The start or the stop of application traffic has been detected.
	None
	PCF
	

	SRVCC CS to PS handover
	A CS to PS handover has been detected
	Removed
	
	No support in 5GS yet

	Access Network Information report
	Access information as specified in the Access Network Information Reporting part of a PCC rule.
	None
	PCF
	

	Credit management session failure
	Transient/Permanent Failure as specified by the OCS
	None
	PCF
	

	Addition / removal of an access to an IP-CAN session 
	The PCEF reports when an access is added or removed
	Removed
	
	No support in 5GS yet

	Removal of PCC rule
	The SMF reports when the PCC rule is removed 
	New
	SMF always reports to PCF
	

	QoS targets of the QoS Flow cannot be fulfilled
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow cannot be fulfilled 
	New
	QCN is set in PCC rule.
	

	UE requests specific QoS handling for selected SDF(s)
	The SMF receives specific QoS handling for selected SDF(s) from UE
	New
	SMF always reports to PCF
	


The enforced PCC rule request event trigger shall trigger a SMF interaction to request PCC rules from the PCF for an established PDU session. This SMF interaction shall take place within the Revalidation time limit set by the PCF in the PDU session related policy information.

The UE IP address change event trigger shall trigger a SMF interaction with the PCF in case a UE IP address is allocated or released during the lifetime of the IP‑CAN session.

The Access Network Charging Correlation Information event shall trigger the SMF to report the assigned access network charging identifier for the PCC rules that are accompanied with a request for this event at activation.

If the Usage report event trigger is set and the volume or the time thresholds, earlier provided by the PCF, are reached, the SMF shall report this event to the PCF. If both volume and time thresholds were provided and the thresholds, for one of the measurements, are reached, the SMF shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements.

The Start of application traffic detection and Stop of application traffic detection events shall trigger an interaction with PCF once the requested application traffic is detected (i.e. Start of application traffic detection) or the end of the requested application traffic is detected (i.e. Stop of application traffic detection) unless it is requested within a specific PCC Rule to mute such a notification for solicited application reporting or unconditionally in case of unsolicited application reporting. The application identifier and service data flow descriptions, if deducible, shall also be included in the report. An application instance identifier shall be included in the report both for Start and for Stop of application traffic detection when service data flow descriptions are deducible. This is done to unambiguously match the Start and the Stop events.

At PCC rule activation, modification and deactivation the SMF shall send, as specified in the PCC rule, the User Location Report and/or UE Timezone Report to the PCF.

NOTE:
At PCC rule deactivation the User Location Report includes information on when the UE was last known to be in that location.

The PCF shall send the User Location Report and/or UE Timezone Report to the AF upon receiving an Access Network Information report corresponding to the AF session from the SMF.

If the event trigger for Access Network Information reporting is set, the SMF shall check the need for access network information reporting after successful installation/modification or removal of a PCC rule or upon termination of the PDU session. The SMF shall check the Access Network Information report parameters (User Location Report, UE Timezone Report) of the PCC rules and report the access network information to the PCF. The SMF shall not report any subsequent access network information updates received from the PDU session without any previous updates of related PCC rule unless the associated QoS flow or PDU session has been released.

If the SMF receives a request to install/modify or remove a PCC rule with Access Network Information report parameters (User Location Report, UE Timezone Report) set the SMF shall initiate a PDU session modification to retrieve the current access network information of the UE and forward it to the PCF afterwards.

If the Access Network Information report parameter for the User Location Report is set and the user location (e.g. cell) is not available to the SMF, the SMF shall provide the serving PLMN identifier to the PCF which shall forward it to the AF.

The Credit management session failure event trigger shall trigger a SMF interaction with the PCF to inform about a credit management session failure and to indicate the failure reason, and the affected PCC rules.

Editor´s note: Whether following supplementary events are supported:  the UE has moved between EPC and 5GC: The PCF takes this information into account to determine which features can or can no more be supported by the PDU session is FFS
The Session AMBR change and the default QoS change event triggers shall trigger the PCF interaction for all changes in the data received in SMF from the UDM. 

The default QoS change reports a change in the default 5QI/ARP retrieved by SMF from UDM, as explained in clause 5.7.2.7 of TS 23.501 [2]. 
If the PCC Rules bound to a QoS flow are removed when the corresponding QoS flow is removed or the PCC rules are failed to be enforced, the SMF shall report to the PCF and the PCF may update the PCC rules for an established PDU session.
When the SMF receives notification from (R)AN indicating that QoS targets of the QoS Flow cannot be fulfilled, the SMF shall report to the PCF and the PCF may update the PCC rules for an established PDU session.
If the SMF receives PDU Session Modification Request from UE including specific QoS handling for selected SDF(s), the SMF notifies the PCF and the PCF may update the PCC rules based on the UE request. 
The event triggers for 3GPP access type are listed in table 6.1.3.5-2 and define the conditions when the AMF shall interact again with PCF after a UE context establishment.  

Table 6.1.3.5-2: Event triggers for 3GPP access type.

	Event trigger
	Description
	Condition for reporting

	Location change (tracking area)
	The tracking area of the UE has changed.
	PCF

	Change of UE presence in Area of Interest (see note)
	The UE is entering/leaving a Presence Reporting Area of interest
	PCF

	Service Area Restriction change
	The subscribed service area restriction information has changed.
	PCF

	RFSP index change
	The subscribed RFSP index has changed
	PCF


If the Location change trigger is armed, the AMF shall activate the relevant procedure which reports any changes in location to the level indicated by the trigger.

Details of Change of UE presence in Area of Interest are explained in TS 23.501 [2], clause 5.6.11.

The Service Area restriction change event trigger and the RFSP index change event trigger shall trigger the PCF interaction for all changes in the data received in AMF from UDM.

In an interworking scenario between 5GS and EPC/E-UTRAN, as explained in the TS 23.501 [2], clause 4.3, the PCF may subscribe to all possible events via the SMF when the UE is served by the EPC/E-UTRAN.
*************** End of changes *********************
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