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Abstract of the contribution: This contribution tries to resolve Editor’s Notes in TS 23.502 clause 5.2.2.3.2, 5.2.2.3.4 and 5.2.8.3.2. 
1. Introduction
The following editor’s note in clause 5.2.2.3.2, 5.2.2.3.4 and 5.2.7.3.2 of TS 23.502 need to be resolved.
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.
2. Discussion
The purpose of event filter is to identify the following:

1. Identify the type of events to be reported.

2. Specify the conditions under which the event needs to be reported.

To satisfy /1/ above, the following is needed to be specified as part of event filter
· Event type which specifies the type of event to be reported (e.g Location change, RAT type, AN type, statistics etc). In the current specifications, the term “Event ID” is used at few places to refer to the type of event to subscribe / report. The terms “event type” and “event ID” are synonymous.

To satisfy /2/ above, the following need to be specified under the event filter:
· Granularity of reporting

· One time

· Continuous

· Periodic along with periodicity of reporting (this is applicable only for events which are statistics)

· Maximum number of events or maximum duration of reporting

· Conditions to be met / matched in order to trigger the event report. This can be specified as a list of <parameter type, parameter value list>. Certain events are required to be reported only when a specific condition occurs. For example consider the following:

· Report only when UE enters or leaves a specific list of cell IDs / TAs 
· Report only when UE enters or leaves a specific AN or RAT type

    For the above examples, the list of cell IDs / TAs / AN / RAT can be given as part of the event filter as follows:

· <parameter type = Cell ID list, value = 1, 2, 3, 4>
· <parameter type = RAT Type, value=EUTRAN>

    The NF that is generating the event notification, will check if the corresponding parameter values match against one of the subscribed value list. Only if there is a match the event is notified.
3. Proposal
It is proposed to resolve the editor’s note by specifying the content of event filters as described above.
* * * First Change * * *
5.2.2.3
Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an event.

 Following UE mobility information event are considered:

-
Location changes (TAI, Cell ID, N3IWF node, UE local IP address and optionally UDP source port number);
-
UE moving in or out of a subscribed “area of interest” as described in clause 5.6.11 in TS 23.501 [2];
-
Time zone changes (UE Time zone);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated;

-
Mobility statistics and

 -
UE indication of switching off SMS over NAS service.

As well as monitoring events, as described in clause 5.4.2.

The following service operations are defined for the Namf_EventExposure service.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for an event(s) for one UE, group of UE(s) or any UE.

Input, Required: NF ID, UE(s) Identification (SUPI or IMSI-Group Identifier), Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: Immediate one time notification flag, reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events).
Output, Required: Operation execution result indication.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).

This service operation can be invoked along with the Namf_Communication_N1N2MessageTransfer service operation invocation. The NF consumer subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, SUPI and/or GPSI. Event filter (see clause 4.15.1) identifies the events that the NF consumer is interested in. 
The Event ID values are specified in clause 4.15.3.1.
The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the NF consumer. The event co-relation ID helps the NF consumer to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the NF consumer identity. If the optional, immediate one-time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the NF consumer.

Event filter may include "AN type(s)" as part of the list of parameter values to match, and it indicates to subscribe the event per Access Type.

Event Id in the Event filter identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting.


* * * Next Change * * *
5.2.2.3.3
Namf_EventExposure_UnSubscribe service operation

Service operation name: Namf_EventExposure_UnSubscribe.
Description: The NF consumer uses this service operation to unsubscribe for a specific event for one UE, group of UE(s), any UE.

Input, Required: NF ID, UE(s) Identification (one UE ID, identification for a group of UE(s), any UE), Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The NF consumer unsubscribes the event notification by invoking Namf_EventExposure_Unsubscribe (NF ID, UE ID, Event filter, event co-relation ID) to the AMF. UE ID identifies the UE, SUPI and/or GPSI. The event co-relation ID identifies a prior subscription that the NF consumer has made. Event filter identifies the events that the NF consumer is no longer interested with on the specific notify ID. Event filter may include "AN type(s)" and it indicates to unsubscribe the event per Access Type.

Event Id in the event filter identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).

* * * Next Change * * *
5.2.2.3.4
Namf_EventExposure_Notify service operation

Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the NF consumer which has subscribed to that event before.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Input, Required: AMF ID (GUAMI), UE ID, Event co-relation ID, event information.

Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects the UE mobility event it sends the Event Notification (mobility event container) message to the NF consumer(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The event co-relation ID indicates to the NF the specific event notification subscription made by the NF consumer. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.

Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.2.3.2). For example if the event type reported is “AN change”, the event specific parameter list contains the value of the new AN.


* * * Next Change * * *
5.2.8.3.2
Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service. The events that will be reported by this service operation includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit, PDU Session release.
Editor's note:
To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.
Input Required: UE ID, PDU Session ID, Event information, Event co-relation ID, The consumer is notified of the events it subscribed to.

Input, Optional: Event specific parameter list, DNAI.

Output Required: None.
Output, Optional: None.
See step 8b of clause 4.3.3.2.1 for details on usage of this service operation.

If the SMF detects one or more events that the NF consumer has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends the event Report which includes the event(s) to the consumer. The event co-relation ID indicates to the NF the specific event notification subscription made by the NF consumer.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.8.3.3).

See step 2 and step 4 of clause 4.3.6.3 for details on usage of this service operation toward Application Function.


* * * Next Change * * *
5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_EventExposure_Subscribe.

Description: This service operation is used by an NF to subscribe for event notifications on a specified PDU Session or for all PDU Sessions of one UE, group of UE(s) or any UE. The following are the types of events for which a subscription can be made:

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation (see clause 5.2.8.3.1) can contain the following reports:

-
Addition of PDU Session Anchor; and

-
Removal of PDU Session Anchor.

-
Application detection;

-
PDU Session statistics (for example usage reporting);

-
SMF change; and

-
PDU Session release.

Editor's note:
Whether this service operation may be used for online charging is FFS.
Input, Required: NF ID, PDU Session ID, UE(s) Identification (one UE ID SUPI or GPSI or IP address and DNN, identification for a group of UE(s), any UE), Event co-relation ID, Event filter along with Event ID and event notification method (periodic, one time, on event detection).
Input, Optional: Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Output, Required: None.
Output, Optional: None.
The event co-relation ID identifies the ID to be used by the SMF whenever it is notifying the subscribed events to the NF consumer. The event co-relation ID helps the NF consumer to co-relate a notification against a corresponding event subscription. . Event filter (see clause 4.15.1) identifies the events that the NF consumer is interested in. 
During PCC policy update to the SMF, the PCF can subscribe for events from the SMF.

* * * Next Change * * *
5.2.3.5.2.1
Nudm_EventExposure_Subscribe

Service operation name: Nudm_EventExposure_Subscribe
Description: The NF consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.

NF Consumers: NEF.
Inputs (required): PUI or External Group Identifier, Event filter containing the Event Id(s) (see clause 4.15.3.1) and optionally the reporting options (e.g. Maximum Number of Reports or Monitoring Duration, for Monitoring Events)..

Inputs (optional): None.

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at reception of the subscription request of the event (e.g. One Time reporting for Monitoring Events).
* * * Next Change * * *
5.2.3.5.2.2
Nudm_EventExposure_Unsubscribe

Service operation name: Nudm_EventExposure_Unsubscribe
Description: the consumer deletes the subscription of an event if already defined in UDM.

NF Consumers: NEF.
Inputs (required): PUI or External Group Identifier, Event filter containing the Event Id(s).

Outputs (required): Operation execution result indication.

* * * Next Change * * *
5.2.6.3.2.1
Nnef_EventExposure_subs operation

Service operation name: Nnef_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.

NF Consumers: AF.
Inputs (required): GPSI or External Group Identifier, Event filter with Event Id(s) (see clause 4.15.3.1) and optionally reporting options (e.g. Maximum Number of Reports or Monitoring Duration for Monitoring Events).

Inputs (optional): None.

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One-time reporting).
* * * Next Change * * *
5.2.6.3.2.2
Nnef_EventExposure_unsubs operation

Service operation name: Nnef_EventExposure_unsubs
Description: The NF consumer deletes an event if already defined in NEF.

NF Consumers: AF.
Inputs (required): GPSI or External Group Identifier, Event filter with Event Id(s) (see clause 4.15.3.1).

Outputs (required): Operation execution result indication.

* * * Next Change * * *
5.2.6.3.2.3
Nnef_EventExposure_Notif operation

Service operation name: Nnef_EventExposure_Notif
Description: NEF reports the event to the consumer that has previously subscribed.

NF Consumers: AF.
Inputs (required): Event Indication.

Inputs (optional): not applicable.

Outputs (required): None.

* * * End of Changes * * *
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