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1
Rationale and Proposal

Two main items proposed in this paper:
1) New Service operation for SM Context Request

2) Support for Indirect Data Forwarding for in case of EPS to 5GS HO

1) New Service operation
Currently call flows simply use SM Context Request but we do not have any service operation defined for this purpose. AMF needs to be able to invoke an SMF service operation to retrieve SM Context.

Proposal 1: Define a new Service operation (Nsmf_PDUSession_ContextRequest) under SMF PDU session service that the AMF can use to retrieve SM context.

2) Support for Indirect Data Forwarding:
The following basic principles are proposed:

· The source RAN node proposes data forwarding, the target RAN node confirms.

· The mapping table between QoS flows and E-RAB IDs is learnt from 5GC to the gNB and does not affect the legacy system. 

· Tunnel granularity between eNB and UPF is per E-RAB session tunnel.

Summary of candidate solutions for the 4g to 5g data forwarding

Alternative 1: reordering in target gNB

· Source eNB proposes data forwarding per E-RAB to the target gNB via the source eNB to target eNB transparent container i.e. eNB should not be made aware of any QoS flow information but only E-RABs.

· The target 5GC knows the QoS flow – E-RAB ID mapping table and the SMF indicates this mapping to the target gNB in the 5G Handover Request message (SM info container). The target gNB can then infer which QoS flows have been proposed for forwarding and decide for which of those QoS flows it accepts the data forwarding or not.

· The target gNB includes within the SM Info container included in the NG Handover Request Acknowledge message one assigned TEID/TNL address per PDU session for which there is at least one QoS flow for which it has accepted the forwarding. It also includes the list of QoS flows for which it has accepted the forwarding. 

· The SMF derives from this received list of QoS flows which E-RAB(s) should be mapped to the assigned gNB TNL address for this PDU session and informs the UPF of this mapping. The SMF also indicates to UPF the QFI per E-RAB which UPF shall use to mark all packets coming from that E-RAB. The list of E-RAB IDs is propagated back to the source MME. 

· The source eNB receives the list of E-RAB IDs for which the forwarding has been accepted in the S1 HO Command message. 

· The data forwarding between eNB <-> UPF is per E-RAB level. UPF maps the data received from one tunnel (for the E-RAB) to the tunnel corresponding to the mapped PDU session adding the QFI information (The target gNB prioritizes the forwarded packets over the fresh packets for those QoS flows for which it had accepted the forwarding.

· One end marker is sent per ERAB, echoed by UPF over the same QFI (allocated for that E-RAB) towards the target gNB.

Alternative 2: reordering in UPF

· Source eNB proposes data forwarding per E-RAB to the target gNB via the source eNB to target eNB transparent container i.e. eNB should not be made aware of any QoS flow information but only E-RABs.

· The target 5GC knows the QoS flow – E-RAB mapping table and the SMF indicates this mapping to the target gNB in the 5G Handover Request message (SM info container). The target gNB can then infer which QoS flows have been proposed for forwarding and decide for which of those QoS flows it accepts the data forwarding or not.

· The target gNB DOES NOT include within the SM Info container included in the NG Handover Request Acknowledge message one assigned TEID/TNL address per PDU session for which there is at least one QoS flow for which it has accepted the forwarding. It ONLY includes the list of QoS flows for which it has accepted the forwarding. 

· The SMF derives from this received list of QoS flows which E-RAB(s) should be mapped to the assigned gNB TNL address for this PDU session and informs the UPF of this mapping. The SMF also indicates to UPF one value of QFI per E-RAB which UPF shall use to mark all packets coming from that E-RAB i.e. all traffic coming from same E-RAB is mapped by UPF to only one QFI. The list of E-RAB IDs is propagated back to the source MME. 

· The source eNB receives the list of E-RAB IDs for which the forwarding has been accepted in the S1 HO Command message. 

· The data forwarding between eNB <-> UPF is per E-RAB level. Then UPF prioritizes the forwarded data over the fresh data for the QoS flows involved in the forwarding. It maps the data received from one tunnel (for the E-RAB) to the PDU session tunnel towards the target gNB adding the QFI information. After the end marker is received from forwarding E-RAB tunnels the UPF transfers the stored fresh data to the target gNB over the PDU session tunnel. 
There is no much difference between alternative 1 and alternative 2. The difference has been highlighted in italics and bold font here-above. A Summary of the difference is for each PDU session:

· In alternative 1, the target gNB allocates a second TNL address for the PDU session dedicated to the forwarded traffic; the target gNB will re-order i.e. hold back the fresh packets received over the PDU session tunnel to prioritize the forwarded packets received over the second TNL address for those QoS flows which are involved in the forwarding.

· In alternative 2, the target gNB does not allocate a second TNL address for the PDU session and the re-ordering is ensured by the UPF: the UPF holds back the fresh packets for those QoS flows which are involved in the forwarding in order to prioritize the forwarded packets received from source eNB over the E-RAB tunnels.

Even though alternative 2 allows to save one TNL address per PDU session, the alternative 1 is the principle usually followed so far i.e. target RAN node ensures the delivery of packets in order between packets which have been forwarded and packets which are fresh arrived.

Therefore, we propose to select the alternative 1.

Proposal 2: select alternative 1 as the solution for the 4G to 5G data forwarding.

2
Proposed modification

It is proposed to modify TS 23.502 as follows:

* * * * Start Change * * *.*
4.11
System interworking procedures with EPS

4.11.1
N26 based Interworking Procedures

4.11.1.1
General

N26 interface is used to provide seamless session continuity for single registration mode.

When the UE is served by the 5GC, UE has one or more ongoing PDU Sessions each including one or more QoS Flows. During PDU Session establishment and GBR QoS flow establishment, PGW-C+SMF performs EPS QoS mappings and allocates TFT with the PCC rules obtained from the PCF+PCRF if PCC is deployed, otherwise EPS QoS mappings and TFT allocation are executed by the PGW-C+SMF locally. EPS Bearer IDs are allocated by the serving AMF requested by the SMF if the SMF determines that EPS Bearer ID(s) needs to be assigned to the QoS Flow(s). For each PDU Session, EPS bearer ID(s) are allocated to the default EPS bearer which non GBR flows are mapped to, and allocated to dedicated bearers which the GBR Flows that are mapped to in EPC. For Ethernet and Unstructured PDU Session Types, only EPS Bearer ID for the default EPS Bearer is allocated. The EPS Bearer ID(s) for these bearer are provided to the UE, NG-RAN and PGW-C+SMF by AMF. The UE is also provided with the mapped QoS parameters. The mapped EPS QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.

Editor's Note: How the EPS Bearer ID(s) is provided to the NG-RAN is FFS.
When the UE is served the EPC, UE has one or more ongoing PDN connections including one or more EPS Bearers. During PDN connection establishment, the UE allocates the PDU Session ID and sends it to the PGW-C+SMF via PCO and other 5G QoS parameters corresponding to PDN connection, e.g. Session AMBR and QoS rules, are allocated by the PGW-C+SMF and sent to UE in PCO. During the EPS bearer establishment/modification procedure, QoS rules corresponding to the related EPS bearers are allocated and sent to UE in PCO. The 5G QoS parameters are stored in the UE and are to be used when the UE is handed over from EPS to the 5GS. The 5G QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.
In the roaming case, if the VPLMN supports interworking with N26, the UE shall operate in Single Registration mode.
4.11.1.2
Handover procedures

4.11.1.2.1
5GS to EPS handover using N26 interface

Figure 4.11.1.2.1-1 describes the handover procedure from 5GS to EPS when N26 is supported.

In case of handover to a shared network, the source NG-RAN determines a PLMN to be used in the target network based on current PLMN in use. The source NG-RAN shall indicate the selected PLMN ID to be used in the target network to the AMF as part of the Tracking Area sent in the HO Required message.
During the handover procedure, as specified in clause 4.9.1.2.1, the source AMF shall reject any SMF+PGW-C initiated N2 request received since handover procedure started and shall include an indication that the request has been temporarily rejected due to handover procedure in progress.

Upon reception of a rejection for a SMF+PGW-C initiated N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF+PGW-C behaves as specified in clause 4.9.1.2.1.


[image: image2.emf] 

V-SMF V-UPF

NG 

RAN

AMF

MME SGW

PGW-C+

SMF

1. Handover required

3. Relocation request

4. Create session request 

5. Create session response 

9. Relocation response

E

-

UTRAN

6. Handover request

7. Handover request ACK

11a. Handover command

12b. Handover Notify

13. Modify bearer Request

UL data (prepared bearers)

14a. Modify bearer Request

DL data (prepared bearers)

15. Modify bearer Response 

8. Create indirect data forwarding tunnel request/response

10a. Nsmf_PDUSession_UpdateSMContext Request

DL Data forwarding

2a. Nsmf_PDUSession_ContextRequest

16. Modify bearer Response 

PGW-U+

UPF

2b. Nsmf_PDUSession_ContextRsp 

10b. N4 Session Modification 

14b. Sx Session Modification

UE

11b. Handover command

12a. Handover Complete

18. PGW Initiated dedicated bearer activation

0. PDU Session and QoS flow setup in 5GS

17. TAU procedure

DL Data forwarding

12c. Relocation Complete Notification

12d. Relocation Complete Ack

19. Delete indirect data forwarding Tunnel request/response 

20a. Delete indirect data forwarding tunnel Request/Response

20b. N4 Session Modification 

10c. Nsmf_PDUSession_UpdateSMContext Response



Figure 4.11.1.2.1-1: 5GS to EPS handover for single-registration mode with N26 interface

The procedure involves a handover to EPC and setup of default EPS bearer and dedicated bearers for GBR QoS Flows in EPC in steps 1-16 and re-activation, if required, of dedicated EPS bearers for non-GBR QoS Flows in step 17. This procedure can be triggered, for example, due to new radio conditions, load balancing or due to specific service e.g. in the presence of QoS Flow for voice, the source NG-RAN node may trigger handover to EPC.

For Ethernet and Unstructured PDU Session Types, the PDN Type non-IP is used, when supported, in EPS. The SMF shall thus set the PDN Type of the EPS Bearer Context to non-IP in these cases. After the handover to EPS, the PDN Connection will have PDN Type non-IP, but it shall be locally associated in UE and SMF to PDU Session Type Ethernet or Unstructured respectively.

In the roaming home routed case, the PGW-C+SMF always provides the EPS Bearer ID and the mapped QoS parameters to UE. This also applies in the case that the HPLMN operates the interworking procedure without N26.

NOTE 1:
The IP address continuity can't be supported, if PGW-C+SMF in the HPLMN doesn't provide the mapped QoS parameters.
1.
NG-RAN decides that the UE should be handed over to the E-UTRAN. The NG-RAN sends a Handover Required (Target eNB ID, Source to Target Transparent Container) message to the AMF. NG-RAN indicates bearers corresponding to the 5G QoS Flows for data forwarding in Source to Target Transparent Container.
2.
The AMF determines from the 'Target eNB Identifier' IE that the type of handover is Handover to E-UTRAN. The AMF selects an MME as described in TS 23.401 [13] clause 4.3.8.3.


The AMF by using Nsmf_PDUSession_ContextRequest requests the PGW-C+SMF to provide SM Context that also includes the mapped EPS Bearer Contexts. The AMF provides the target MME capability to SMF in the request to allow the SMF to determine whether to included EPS Bearer context for non-IP PDN Type or not. For PDU Sessions with PDU Session Type Ethernet or Unstructured, the SMF provides SM Context for non-IP PDN Type. This step is performed with all PGW-C+SMFs allocated to the UE for each PDU Session of the UE.).
NOTE 2:
The AMF knows the MME capability to support non-IP PDN type or not through local configuration.


NOTE 3:
In roaming scenario, the UE's SM EPS Contexts are obtained from the V-SMF.

3.
The AMF sends a Forward Relocation Request (Target E-UTRAN Node ID, Source to Target Transparent Container, mapped MM and SM EPS UE Context (default and dedicated GBR bearers)) message. The SGW address and TEID for both the control-plane or EPS bearers in the message are such that target MME selects a new SGW.

NOTE 4:
The mapped SM EPS UE Contexts are included for PDU Sessions with and without active UP connections.

4.
The MME selects the Serving GW and sends a Create Session Request message for each PDN connection to the Serving GW.

5.
The Serving GW allocates its local resources and returns them in a Create Session Response message to the MME.

6.
The MME requests the target eNodeB to establish the bearer(s) by sending the message Handover Request message. This message also contains a list of EPS Bearer IDs that need to be setup.

7.
The target eNB allocates the requested resources and returns the applicable parameters to the target MME in the message Handover Request Acknowledge (Target to Source Transparent Container, EPS Bearers setup list, EPS Bearers failed to setup list). The EPS Bearer Setup list includes a list of addresses and TEIDs allocated at the target eNB for downlink traffic on S1‑U reference point (one TEID per bearer) and addresses and TEIDs for receiving forwarded data if necessary.
8.
If indirect forwarding applies, the MME sends a Create Indirect Data Forwarding Tunnel Request message (Target eNB Address, TEID(s) for DL data forwarding) to the Serving GW. The Serving GW returns a Create Indirect Data Forwarding Tunnel Response (Cause, Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding) message to the target MME.

9.
The MME sends the message Forward Relocation Response (Cause, List of Set Up RABs, EPS Bearers setup list, MME Tunnel Endpoint Identifier for Control Plane, RAN Cause, MME Address for Control Plane, Target to Source Transparent Container, Address(es) and TEID(s) for Data Forwarding).

10a.
If indirect data forwarding applies, the AMF sends the Nsmf_PDUSession_UpdateSMContext Request for creating indirect data forwarding tunnel. (Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding) to the PGW-C+SMF. If multiple PGW-C+SMFs serves the UE, the AMF maps the EPS bearers for Data forwarding to the PGW-C+SMF address(es) based on the association between the EPS bearer ID(s) and PDU Session ID(s).
10b. The PGW-C+SMF may select an intermediate PGW-U+UPF for data forwarding. The PGW-C+SMF maps the EPS bearers for Data forwarding to the 5G QoS flows based on the association between the EPS bearer ID(s) and QFI(s) for the QoS flow(s) in the PGW-C+SMF, and then sends the QFIs, Serving GW Address(es) and TEID(s) for data forwarding to the PGW-U+UPF. If CN Tunnel Info for Data Forwarding is allocated by the PGW-C+SMF, the CN Tunnel Info for Data Forwarding is provided to PGW-U+UPF in this step. The PGW-U+UPF acknowledges by sending a response. If CN Tunnel Info is allocated by the PGW-U+UPF, the CN Tunnel Info is provided to PGW-C+SMF in this response.
10c.
The PGW-C+SMF returns a Nsmf_PDUSession_UpdateSMContext Response (Cause, CN tunnel Info for Data Forwarding, QoS flows for Data Forwarding) for creating indirect data forwarding tunnel . Based on the correlation between QFI(s) and Serving GW Address(es) and TEID(s) for data forwarding, the PGW-U+UPF maps the QoS flow(s) into the data forwarding tunnel(s) in EPC.
11.
The AMF sends the Handover Command to the source NG-RAN. The source NG-RAN commands the UE to handover to the target access network by sending the HO Command (Transparent container (radio aspect parameters that the target eNB has set-up in the preparation phase), CN tunnel info for data forwarding per PDU Session, QoS flows for Data Forwarding). The UE correlates the ongoing QoS Flows with the indicated EPS Bearer IDs to be setup in the HO command. The UE locally deletes the PDU Session if the QoS flow of the default QoS rule in the PDU Session does not have an EPS Bearer ID assigned. For the remaining PDU Sessions, the UE locally deletes the QoS Flows that do not have an EPS bearer ID assigned. The UE deletes any UE derived QoS rules. The EPS Bearer ID that was assigned for the QoS flow of the default QoS rule in the PDU Session becomes the EPS Bearer ID of the default bearer in the corresponding PDN connection.

For the QoS Flows indicated in the "QoS Flows for Data Forwarding", NG-RAN initiate data forwarding via to the PGW-U+UPF based on the CN Tunnel Info for Data Forwarding per PDU Session. Then the PGW-U+UPF maps the data received from the data forwarding tunnel(s) in the 5GS to the data forwarding tunnel(s) in EPS, and sends the data to the target eNodeB via the Serving GW.

12.
When the UE has successfully accessed the target eNodeB, the target eNodeB informs the target MME by sending the message Handover Notify.

12c.
Then the MME knows that the UE has arrived to the target side and MME informs the AMF by sending the Relocation Complete Notification message.

12d.
The AMF acknowledges MME with Relocation Complete Ack message. A timer in AMF is started to supervise when resources in the in NG-RAN and PGW-C+SMF shall be released.


Upon receipt of the Relocation Complete Ack message, the MME starts a timer if the MME applies indirect forwarding.

13.
The target MME informs the Serving GW that the MME is responsible for all the bearers the UE have established by sending the Modify Bearer Request message for each PDN connection.


The target MME releases the non-accepted EPS Bearer contexts by triggering the Bearer Context deactivation procedure. If the Serving GW receives a DL packet for a non-accepted bearer, the Serving GW drops the DL packet and does not send a Downlink Data Notification to the SGSN.

14.
The Serving GW informs the PGW-C+SMF of the relocation by sending the Modify Bearer Request message for each PDN connection. The PGW-C+SMF locally deletes the PDU Session if the QoS flow of the default QoS rule in the PDU Session does not have an EPS Bearer ID assigned. For the remaining PDU Sessions, the PGW-C+SMF locally deletes the QoS Flows that do not have an EPS bearer ID assigned.

NOTE 5:
If the QoS flow is deleted and the default QoS rule contains no packet filters, the IP flows of the deleted QoS rules are mapped to the default EPS bearer. If the default QoS rule contains packet filter(s), the IP flows in the deleted QoS Flow may be interrupted until Step 17.

15.
The PGW-C+SMF acknowledges the Modify Bearer Request. At this stage the User Plane path is established for the default bearer and the dedicated GBR bearers between the UE, target eNodeB, Serving GW and the PGW+SMF. The PGW-C+SMF uses the EPS QoS parameters as assigned for the dedicated EPS GBR bearers during the QoS flow establishment. PGW-C+SMF maps all the other IP flows to the default EPS bearer.
16.
The Serving GW acknowledges the User Plane switch to the MME via the message Modify Bearer Response.

17. The UE initiates a Tracking Area Update procedure as specified in TS 23.401 [13], clause 5.3.3.0.


The target MME knows that a Handover has been performed for this UE as it received the EPS bearer context(s) in Step 3 and therefore the target MME performs only a subset of the TA update procedure, specifically it excludes the context transfer procedures between source AMF and target MME.


The MME shall indicate the EPS bearer status to the UE in the TAU Accept and the UE shall locally release any non-transferred PDU Session.

18.
The PGW-C+SMF initiates dedicated bearer activation procedure for non-GBR QoS Flows by mapping the parameters of the non-GBR Flows to EPC QoS parameters. This setup may be triggered by the PCRF+PCF which may also provide the mapped QoS parameters, if PCC is deployed. This procedure is specified in TS 23.401 [13], clause 5.4.1. For Ethernet PDU Session Type, using non-IP PDN Type in EPS, this step is not applicable.
19.
If indirect forwarding was used, then the expiry of the timer at MME started at step 12d triggers the MME to send a Delete Indirect Data Forwarding Tunnel Request message to the SGW, in order to release the temporary resources used for indirect forwarding that were allocated at step 8. The SGW returns Delete Indirect Data Forwarding Tunnel Response message.

20.
If indirect forwarding was used, then the expiry of the timer at AMF started at step 12c triggers the AMF to send a Delete Indirect Data Forwarding Tunnel Request message to the PGW-C+SMF, in order to release temporary resources used for indirect forwarding that were allocated at step 10. The PGW-C+SMF returns Delete Indirect Data Forwarding Tunnel Response message.

4.11.1.2.2
EPS to 5GS handover using N26 interface

4.11.1.2.2.1
General

N26 interface is used to provide seamless session continuity for single registration mode. Figure 4.11.1.2.1-1 describes and Figure 4.11.1.x.3-1 the handover procedure from EPS to 5GS when N26 is supported.

The procedure involves a handover to 5GS and setup of QoS Flows in 5GS.
In the home routed roaming case, the PGW-C+ SMF in the HPLMN always receives the PDU Session ID from UE and provides other 5G QoS parameters to UE. This also applies in the case that the HPLMN operates the interworking procedure without N26.

In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in UE and SMF to PDU Session Type Ethernet or Unstructured, the PDU Session Type in 5GS shall be set to Ethernet or Unstructured respectively.

NOTE 1:
Interworking between EPS and 5GS is supported with IP address preservation by assuming SSC mode 1 in this release of the specification.

NOTE 2:
The IP address continuity can't be supported, if PGW-C+SMF in the HPLMN doesn't provide the mapped QoS parameters.

Editor's note:
It is FFS how the SSC mode parameters is determined in the UE and network when UE is in EPS.

Editor's note:
Indirect forwarding for home-routed roaming is FFS.

4.11.1.2.2.2
Preparation phase

Figure 4.11.1.2.2.2-1 shows the preparation phase of the Single Registration-based Interworking from EPS to 5GS procedure.
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Figure 4.11.1.2.2.2-1: EPS to 5GS handover using N26 interface, preparation phase

This procedure applies to the Non-Roaming (TS 23.501 [2] Figure 4.3.1-1), Home-routed roaming (TS 23.501 [2] Figure 4.3.2-1) and Local Breakout roaming Local Breakout (TS 23.501 [2] Figure 4.3.2-2) cases.

-
For non-roaming scenario, v-SMF, v-UPF and v-PCF+v-PCRF are not present

-
For home-routed roaming scenario, the SMF+PGW-C and UPF+PGW-U are in the HPLMN. v-PCF+v-PCRF are not present

-
For local breakout roaming scenario, v-SMF and v-UPF are not present. SMF+PGW-C and UPF+PGW-U are in the VPLMN.


In local-breakout roaming case, the v-PCF+v-PCRF forwards messages between the SMF+PGW-C and the h-PCF+h-PCRF.

1.
The source E-UTRAN decides that the UE should be handed over to the NG-RAN.

2.
The E-UTRAN sends a Handover Required (Target NG-RAN Node ID, Source to Target Transparent Container) message to the MME. Source E-UTRAN node proposes the need for data forwarding per E-RAB to the target NG-RAN using Source to Target Transparent Container.
3.
The MME selects the target AMF and sends a Forward Relocation Request (Target NG-RAN Node ID, Source to Target Transparent Container, EPS MM Context, EPS Bearer Context(s)) message to the selected AMF.


The AMF converts the received EPS MM Context into the 5GS MM Context. The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability, and EPS Bearer context(s). An EPS Bearer context includes the common SMF + PGW-C address and V-CN Tunnel Info at the UPF + PGW-U for uplink traffic, and APN.

Editor's note:
Whether 5GS Security Context can be derived from the EPS Security Context should be clarified by SA3 study.

4.
The AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation (PDN Connection ID, EPS Bearer Context(s), AMF ID) on the SMF identified by the common SMF + PGW-C address received in step 3.


For home-routed roaming scenario, the v-SMF selects the SMF + PGW-C using the PDN Connection. The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE.

Editor's note:
It is FFS whether and how to provide the SM context from MME to SMF via AMF during handover.

5.
If dynamic PCC is deployed, the SMF may initiate PDU Session Modification towards the h-PCF + h-PCRF to obtain the 5GS PCC Rules for the PDU Session. The h-PCF + h-PCRF does not apply the 5GS PCC Rules for the PDU Session.

6.  The SMF+PGW-C modifies the PGW-U+UPF.

Editor's note:
The details of SMF+PGW-C and UPF interaction is FFS.
7.
The SMF + PGW-C sends a Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information (PDU Session ID, QoS Rules, EPS Bearer Setup List, , H-CN Tunnel-Info)) to the AMF. SMF includes mapping between QoS flows and EPS bearers as part of N2 SM Information container. NG-RAN can use the source to target transparent container and N2 SM Information container to determine which QoS flows have been proposed for forwarding and decide for which of those QoS flows it accepts the data forwarding or not. AMF stores an association of the PDU Session ID and the SMF ID.

In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in SMF to PDU Session Type Ethernet, the PDU Session Type in 5GS shall be set to Ethernet. In case the PDN type of a PDN Connection in EPS is non-IP, and is locally associated in UE and SMF to PDU Session Type Unstructured, the PDU Session Type in 5GS shall be set to Unstructured.


In case of PDU Session Type Ethernet, that was using PDN type non-IP in EPS, the SMF creates QoS rules based on the 5GS PCC Rules received from PCF.

8.
For home-routed roaming scenario only: The v-SMF selects a v-UPF and initiates an N4 Session Establishment procedure with the selected v-UPF. The v-SMF provides the v-UPF with packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session, including H-CN Tunnel Info. If CN Tunnel Info is allocated by the SMF, the V-CN Tunnel Info is provided to the v-UPF in this step.


The v-UPF acknowledges by sending an N4 Session Establishment Response message. If CN Tunnel Info is allocated by the UPF, the V-CN Tunnel info is provided to the v-SMF in this step.

9.
The AMF sends a Handover Request (Source to Target Transparent Container, N2 SM Information (PDU Session ID, QoS Profile(s), V-CN Tunnel Info), Handover Restriction List) message to the NG-RAN.

10.
The NG-RAN sends a Handover Request Acknowledge (Target to Source Transparent Container, N2 SM response (PDU Session ID, list of accepted QoS Flows and AN Tunnel Info), N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the AMF. The NG-RAN includes one assigned TEID/TNL address per PDU session (for which there is at least one QoS flow for which it has accepted the forwarding) within the SM Info container. It also includes the list of QoS flows for which it has accepted the forwarding.
11.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response (list of accepted QoS Flows and AN Tunnel Info), (N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the SMF for updating N3 tunnel information. The SMF derives from this received list of QoS flows that should be mapped to the PDU session and informs the UPF regarding this mapping.
12. SMF+PGW-C to AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID, EPS Bearer Setup List).

This message is sent for each received Modify PDU Request message.

13. SMF+PGW-C performs preparations for N2 Handover by indicating N3 UP address and Tunnel ID of NG-RAN to the UPF if N2 Handover is accepted by NG-RAN and by indicating the mapping between the TEID where the UPF receives data forwarded by the source eNB and the QFI + N3 Tunnel Info for PDU Forwarding where the UPF is to forward such data. If N2 Handover is not accepted by NG-RAN, SMF+PGW-C deallocates N3 UP address and Tunnel ID of the selected UPF.


The EPS Bearer Setup list is a list of EPS bearer Identifiers successfully handover to 5GC, which is generated based on the list of accepted QoS Flows.
14. The AMF sends the message Forward Relocation Response (Cause, Target to Source Transparent Container, Serving GW change indication, CN tunnel information for data forwarding, EPS Bearer Setup List, AMF Tunnel Endpoint Identifier for Control Plane, Addresses and TEIDs). The EPS Bearer Setup list is the combination of EPS Bearer Setup list from different SMF+PGW-C(s).
15.
If indirect data forwarding applies, the MME sends the Create Indirect Data Forwarding Tunnel Request/Response.

4.11.1.2.2.3
Execution phase

Figure 4.11.1.2.2.3-1 shows the Single Registration-based Interworking from EPS to 5GS procedure.
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Figure 4.11.1.2.2.3-1: EPS to 5GS handover using N26 interface, execution phase

1.
The MME sends a Handover Command (Target to Source Transparent Container, Bearers subject to forwarding, Bearers to Release) message to the E-UTRAN. Source E-UTRAN receives the list of E-RAB IDs for which forwarding has been accepted in the S1 HO Command message

The Bearers subject to forwarding includes list of addresses and V-CN Tunnel Info allocated for forwarding. The Bearers to Release includes the list of bearers to be released.

2.
Towards the UE, the E-UTRAN commands handover to the NG-RAN. This message includes a transparent container including radio aspect parameters that the target NG-RAN has set-up in the preparation phase. The UE determines the successfully handed-over EPS bearers by correlating with the QFIs and Session IDs in the Handover command.

In case the PDN type of a PDN Connection in EPS is non-IP, and is locally associated in the UE to PDU Session Type Ethernet, the PDU Session Type in 5GS in the UE's SM context shall be set to Ethernet. In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in UE to PDU Session Type Unstructured, the PDU Session Type in 5GS in the UE's SM context shall be set to Unstructured.


The UE shall suspend the uplink transmission of the user plane data.

3.
Handover Confirm: the UE confirms handover to the NG-RAN.


The UE moves from the E-UTRAN and synchronizes with the target NG-RAN. The UE may resume the uplink transmission of user plane data only for those QFIs and Session IDs for which there are radio resources allocated in the NG-RAN.


The E-UTRAN forwards PDUs coming from the S-GW back to the S-GW using the S1 UL CN Tunnel Info for PDU Forwarding, the S-GW forwards the forwarded PDUs to the v-UPF using the V-CN Tunnel Info for PDU Forwarding, and the v-UPF forwards the PDUs to the NG-RAN using the N3 Tunnel Info for PDU Forwarding, adding the QFI information. The target NG-RAN prioritizes the forwarded packets over the fresh packets for those QoS flows for which it had accepted data forwarding.
4.
Handover Notify: the NG-RAN notifies to the AMF that the UE is handed over to the NG-RAN. The notification message includes the N2 SM Information (N3 DL AN Tunnel Info).

5.
Then the AMF knows that the UE has arrived to the target side and informs the MME by sending a Forward Relocation Complete Notification message.

6.
The MME responds with a Forward Relocation Complete Notification Ack message.

7.
AMF to PGW-C+SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication for PDU Session ID).


Handover Complete is sent per each PDU Session to the corresponding PGW-C+SMF to indicate the success of the N2 Handover.

8.
The SMF + PGW-C updates the UPF + PGW-U with the V-CN Tunnel Info.

9.
If PCC infrastructure is used, the SMF + PGW-C informs the h-PCF + h-PCRF about the change of, for example, the RAT type and the 5GS PCC Rules (created in step 6 of the preparation phase) should become active from this point.

10.
PGW-C+SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID).


PGW-C+SMF indicates to the selected UPF that downlink User Plane for the indicated PDU Session may be switched to T-RAN. PGW-C+SMF confirms reception of Handover Complete.

11.
For home-routed roaming scenario: The v-SMF provides to the v-UPF with the N3 DL AN Tunnel Info and the N9 UL CN Tunnel Info.

12.
The UE registers in the target 5GS with "Mobility Registration Update " (see clause 4.2.2.2.2).

13.
Resources in the source system and resources for PDU forwarding are released by the MME (TS 23.401 [13]).
* * * * Next Change * * *.*
5.2.8
SMF services
5.2.8.1
General

The following table shows the SMF Services and SMF Service Operations.

Table 5.2.8.1-1: NF services provided by the SMF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nsmf_PDUSession
	Create
	Request/Response
	V-SMF

	
	Update
	Request/Response
	V-SMF, H-SMF

	
	Release
	Request/Response
	H-SMF, V-SMF

	
	Create SM context
	Request/Response
	AMF

	
	Update SM context
	Request/Response
	AMF

	
	Release SM context
	Request/Response
	AMF

	
	SMContextStatusNotify
	Subscribe/Notify
	AMF

	
	StatusNotify
	Subscribe/Notify
	V-SMF

	
	Context
	Request/Response
	AMF

	Nsmf_EventExposure
	Subscribe for one UE, group of UE(s), any UE
	Subscribe/Notify


	PCF, NEF, AMF

	
	UnSubscribe for one UE, group of UE(s), any UE
	
	PCF, NEF, AMF

	
	Notify
	
	PCF, NEF, AMF


5.2.8.2
Nsmf_PDUSession Service

5.2.8.2.1
General

Service description: This service operates on the PDU Sessions. The following are the key functionalities of this NF service:

-
(between AMF and SMF) Creation / Deletion / Modification of AMF-SMF interactions for PDU Sessions;


The resource handled between AMF and SMF via Create / Update / Release SM context operations corresponds to the AMF-SMF association for a PDU Session ID;


When the AMF has got no association with a SMF to support a PDU Session ID, the AMF creates such association via the Nsmf_PDUSession_Create SM Context operation. Otherwise (e.g. at hand-over between 3GPP and Non 3GPP access) the AMF uses the Nsmf_PDUSession_Update SM Context operation.


When the UE is handed-over from an (old) AMF towards another (new) AMF, the old AMF provides the new AMF with the SMF addressing information corresponding to the AMF-SMF association related with each PDU Session ID of that UE. The new AMF can thus further act upon the association with the SMF via Nsmf_PDUSession_Update SM Context and Nsmf_PDUSession_Release SM Context operations. This may take place:

-
at inter AMF change due to AMF planned maintenance or due to AMF failure described in TS 23.501 [2] clause 5.21.2;

-
at inter AMF mobility in CM-CONNECTED mode described in clause 4.9.1.3;

-
at inter AMF mobility in CM-IDLE mode described in clause 4.2.2.2.

-
(between V-SMF and H-SMF) Creation / Deletion / Modification of PDU Sessions;


Even though the V-SMF creates the PDU Session resource onto the H-SMF, each of the V-SMF and of the H-SMF needs to be able to modify a PDU Session and/or to ask for PDU Session release. Thus, at Nsmf_PDUSession_Create, V-SMF informs the H-SMF about addressing information for its corresponding PDU Session resource, allowing H-SMF to use later on the Nsmf_PDUSession_Update and Nsmf_PDUSession_Release and Nsmf_PDUSession_StatusNotify operations.

NOTE 1:
The PDU Session resource in V-SMF is created when the AMF requests to create SM context of this PDU Session

NOTE 2:
H-SMF also informs the consumer (V-SMF) about addressing information about its PDU Session resource, but this is part of normal resource creation operation in REST and not specific to this service.

5.2.8.2.2
Nsmf_PDUSession_Create service operation

Service operation name: Nsmf_PDUSession_Create.

Description: Create a new PDU Session in the H-SMF.
Input, Required: V-SMF ID, DNN, S-NSSAI, Protocol Configuration Options (including PDU type and SSC mode), PDU Session ID, V-CN Tunnel Information, (addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session).

Input, Optional: UE location information, subscription get notified of PDU Session status change, PEI, AN type.

Output, Required: Result Indication, and if success in addition: QoS Rules, H-CN Tunnel Info.
Output, Optional: Cause, Protocol Configuration Options including e.g. UE IP address.
See step clause 4.3.2.2.2 for details on the usage of this service operation.

5.2.8.2.3
Nsmf_PDUSession_Update service operation

Service operation name: Nsmf_PDUSession_Update.

Description: Update the established PDU Session, e.g. UE or HPLMN initiatedrequested PDU Session modification and release.

This service operation is invoked by the H-SMF towards the V-SMF for both UE initiated and HPLMN initiated PDU Session modification and PDU Session release cases in order to have the SM PDU Session Modification or Release request sent to the UE.
Input, Required: PDU Session ID.

Input, Optional: UE location information (ULI), UE Time Zone, AN type, indication of PDU Session release, QoS Rule (from H-SMF to V-SMF), N9 tunnel information (from V-SMF to H-SMF), Information requested by UE for e.g QoS (from V-SMF to H-SMF), Information necessary for V-SMF to build SM Message towards the UE (from H-SMF to V-SMF), Trigger PDU release indication (V-SMF to H-SMF).

Output, Required: Result indication.
Output, Optional: UE location information, AN Type, SM information from UE (from V-SMF to H-SMF).

See clause 4.3.3.3 for an example usage of this service operation.
5.2.8.2.4
Nsmf_PDUSession_Release service operation

Service operation name: Nsmf_PDUSession_Release.

Description:  It causes the immediate and unconditional deletion of the resources associated with the PDU Session. This service operation may be used by H-SMF. This service operation is also used by V-SMF to request the H-SMF to release the resources related to a PDU Session for the serving network initiated PDU release case (e.g implicit De-registration of UE in the serving network).
Input, Required: SUPI, PDU Session ID.

Input, Optional: None.
Output, Required: Result Indication.
Output, Optional: None.

See clause 4.3.4.3 for an example usage of this service operation.

5.2.8.2.5
Nsmf_PDUSession_CreateSMContext service operation

Service operation name: Nsmf_PDUSession_CreateSMContext.

Description: It creates an AMF-SMF association to support a PDU Session.

Input, Required: SUPI or PEI, DNN, S-NSSAI, PDU Session ID, AMF ID (GUAMI), N1 SM container.

Input, Optional: PEI, UE location information, UE Time Zone, AN type, H-SMF identifier/address, old PDU Session ID (if the AMF also received a old PDU Session ID from the UE as specified in clause 4.3.5.2), subscription to get notified of PDU Session status change.

Output, Required: Result Indication.
Output, Optional: Cause, PDU Session ID, N2 SM information, N1 SM container, Indication about UE using a PDU Session that has a latency sensitive or critical communication related QCI.
When the PDU Session is for Emergency services for a UE without USIM, the AMF provides the PEI and not the SUPI as identifier of the UE. When the PDU Session is for Emergency services of an unauthenticated UE with an USIM, the AMF shall provide both the SUPI and the PEI and shall provide an indication that the SUPI has not been authenticated.

See clause 4.3.2.2.1 and clause 4.3.2.2.2 for details on the usage of this service operation.

5.2.8.2.6
Nsmf_PDUSession_Update SM Context service operation

Service operation name: Nsmf_PDUSession_Update SM Context.

Description: It allows to update the AMF-SMF association to support a PDU Session and/or to provide SMF with N1/N2 SM information received from the UE or from the AN.

Input, Required: SUPI, PDU Session ID.
Input, Optional: N1 SM container received from the UE, N2 SM information received from the AN (e.g. N3 addressing information, notification indicating that the QoS targets cannot be fulfilled for a QFI), Operation type (e.g. activate, deactivate), Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding during HO from 5GS to EPS, UE location information, AN type, UE Time Zone.
Output, Required: Result Indication.
Output, Optional: Cause, EBI list, N2 SM information (e.g. QFI, UE location information, notification indication indicating that the QoS targets cannot be fulfilled), N1 SM container to be transferred to the AN/UE.

See clause 4.3.3.2 and clause 4.3.3.3 for an example usage of this service operation.

If the consumer NF is AMF and the SMF determines that some EBIs are not needed, the SMF will put the EBIs back.
5.2.8.2.7
Nsmf_PDUSession_Release SM Context service operation

Service operation name: Nsmf_PDUSession_Release SM Context.

Description: It allows to release the AMF-SMF association for a certain PDU Session because the PDU Session has been released.

Input, Required: SUPI, PDU Session ID.
Input, Optional: UE location information, AN type, UE Time Zone.
Output, Required: Result Indication.
Output, Optional: Cause.

See clause 4.3.4.2 and clause 4.3.4.3 for an example usage of this service.

If the consumer NF is AMF and the PDU Session indicated by the PDU Session ID has been assigned some EBIs, the AMF needs to re-collect all the assigned EBIs.

5.2.8.2.8
Nsmf_PDUSession_SMContextStatusNotify service operation

Service operation name: Nsmf_PDUSession_SMContextStatusNotify.

Description: This service operation is used by the SMF to notify its consumers about the status of an SM context related to a PDU Session.

Example NF Consumers: V-SMF.

Input, Required: SUPI, PDU Session ID, Identifier for the SM context, Status information.
Input, Optional: Cause.
Output, Required: Result Indication.
Output, Optional: None.

5.2.8.2.9
Nsmf_PDUSession_StatusNotify service operation

Service operation name: Nsmf_PDUSession_StatusNotify.

Description: This service operation is used by the SMF to notify its consumers about the status of a PDU Session (e.g PDU Session is released due to local reasons within the H-SMF).

Example NF Consumers: V-SMF.

Input, Required: SUPI, PDU Session ID, Status information.
Input, Optional: Cause.
Output, Required: Result Indication.
Output, Optional: None.
5.2.8.2.9
Nsmf_PDUSession_Context service operation

Service operation name: Nsmf_PDUSession_ContextRequest.

Description: This service operation is used by the NF Consumer to request for SM Context (e.g. during EPS IWK, HO).

Input, Required: SUPI.
Input, Optional: Target MME Capability, PDU Session ID (include PDU Session ID when available).
Output, Required: SM Context Container.
Output, Optional: None.
5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on the PDU Session. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for events on a PDU Session; and

-
Notifying events on the PDU Session to the subscribed NFs.

5.2.8.3.2
Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service. The events that will be reported by this service operation includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit, PDU Session release.
Editor's note:
To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.

Input Required: UE ID, PDU Session ID, Event Trigger, Event co-relation ID, The consumer is notified of the events it subscribed to.

Input, Optional: Event specific parameter list, DNAI.

Output Required: None.
Output, Optional: None.
See step 8b of clause 4.3.3.2.1 for details on usage of this service operation.

If the SMF detects one or more events that the consumer NF has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends the event Report which includes the event(s) to the consumer. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF.

See step 2 and step 4 of clause 4.3.6.3 for details on usage of this service operation toward Application Function.

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.

5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_EventExposure_Subscribe.

Description: This service operation is used by an NF to subscribe for event notifications on a specified PDU Session or for all PDU Sessions of one UE, group of UE(s) or any UE. The following are the types of events for which a subscription can be made:

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation (see clause 5.2.8.3.1) can contain the following reports:

-
Addition of PDU Session Anchor; and

-
Removal of PDU Session Anchor.

-
Application detection;

-
PDU Session statistics (for example usage reporting);

-
SMF change; and

-
PDU Session release.

Editor's note:
Whether this service operation may be used for online charging is FFS.

Input, Required: NF ID, PDU Session ID, UE(s) Identification (one UE ID SUPI or GPSI or IP address and DNN, identification for a group of UE(s), any UE), Event co-relation ID, Event filter along with event notification method (periodic, one time, on event detection).
Input, Optional: Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Output, Required: None.
Output, Optional: None.
The event co-relation ID identifies the ID to be used by the SMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription.
See step 8 of clause 4.3.2.2.1 for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can subscribe for events from the SMF.

5.2.8.3.4
Nsmf_EventExposure_UnSubscribe service operation

Service operation name: Nsmf_EventExposure_UnSubscribe.

Description: This service operation is used by an NF to unsubscribe event notifications.
Known NF Consumers: PCF, NEF, AMF.

Input, Required: NF ID, PDU Session ID, UE(s) Identification (one UE ID SUPI or GPSI or IP address and DNN, identification for a group of UE(s), any UE), Notify ID, Event filter.
Input, Optional: None.
Output, Required: None.
Output, Optional: None.

See step 8 of clause 4.3.3.2.1 for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can unsubscribe certain events from the SMF.

* * * * End Change * * *.*[image: image5.png]
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