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Abstract of the contribution: In this paper CP protocol stack for initial registration procedure via non-3GPP access is clarified. E.g. 1) AUSF is excluded from the figure because EAP authentication is not used only for non-3GPP access but also for 3GPP access. 2) it is removed that N3IWF creates the NAS registration request message. etc. 
1. Discussion

Per TS33.501, both EAP-AKA` and 5G AKA can be used for 3GPP access authentication procedure, which CP protocol stack for 3GPP access does not describe Auth layer(e.g. EAP layer) b/w UE and AUSF. Similarly for non-3GPP access we don’t need to describe EAP layer b/w UE and AUSF. Moreover, since EAP/5G method was agreed in the previous SA2 meeting for NAS transport, probably 5G AKA could be used also for non-3GPP access authentication procedure. So, no need to stick on EAP specific description for non-3GPP authentication procedure. 

Accordingly the protocol stacks are modified with additional clarifications. 

- Wrong description removed: N3IWF creates the NAS registration request message;

- EAP/5G layer is added for NAS transport between UE and N3IWF;

- N2-AP is replaced with NG-AP.

2. Proposal
It is proposed to adopt the following changes in TS 23.501.
* * * First Change * * * 

8.2.4
Control Plane for untrusted non 3GPP Access
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Legend:

-
N2 Application Protocol (NG-AP): Application Layer Protocol between the N3IWF and the AMF.

-
EAP/5G is used to transport NAS payload and AN parameters between UE and N3IWF.

Figure 8.2.4-1: Control Plane for initial part of Registration procedure via N3IWF
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Legend:

-
N2 Application Protocol (NG-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IPsec transport mode and GRE is used to encapsulate NAS payload between UE and N3IWF.

Figure 8.2.4-2: Control Plane for NAS when CP IPsec SA is established

Editor's note:
It is FFS whether GRE encapsulation of NAS is needed or not.
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Legend:

-
N2 Application Protocol (NG-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IKEv2 is used to establish the Child SA between UE and N3IWF for each PDU Session.
Figure 8.2.4-3: Control Plane for user plane establishment via N3IWF



* * * End of Changes * * * 

�N12 protocol stack depends on Authentication method, which is related to not only non-3GPP, but also 3GPP access. No need to describe here. 


�N12 protocol stack depends on Authentication method, which is related to not only non-3GPP, but also 3GPP access. 
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