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[bookmark: _Hlk498934241]Abstract of the contribution: This paper relates to OI#11 and proposes to update TS 23.501 clause 5.15.7 ‘Network slicing and Interworking with EPS’ and clause 6.3.5 regarding handover from EPS to 5GS with network slice support.
Discussion
[bookmark: _Hlk495419274][bookmark: _Hlk495419533]Note: the discussion section provided in this pCR is identical with the discussion section provided in the companion pCR S2-178555 addressing the changes in 23.502 and in the companion CR S2-178553 addressing the changes in 23.401.
From TS 23.501 clause 5.15.7.3 CONNECTED Mode aspects:
“-	When a UE is ECM-CONNECTED in EPC, and performs a handover to 5GS, the MME selects the target AMF based on target location information, e.g. TAI and any other available local information (including the UE Usage Type if one is available for the UE in the subscription data) and forwards the UE context to the selected AMF over the N26 interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Registration procedure. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI.
Editor's note:	How to determine the S-NSSAIs for the sessions moved from EPC is FFS.
Editor's note:	Interworking with (e)DECOR-enabled EPC networks without N26 is FFS when slicing is supported.”
Selecting the target AMF, and by that a set of network slices, based on information available at the source MME introduces a risk that the UE gets served by network slice(s) not even allowed to be used by the UE according to the UE’s subscription. This situation may last for a short while until the subsequent Registration procedure is performed but network slice isolation is nonetheless violated and the service for the UE will be interrupted in the following reroute. To not violate network slice isolation the UE shall, at target location, only be served by an AMF that supports the network slices (S-NSSAI) associated to the UE’s PDN connections and allowed by the UE’s subscription. A corresponding PDU session shall only be kept if its associated network slice (S-NSSAI) is supported at the target location by the selected AMF and allowed by the UE’s subscription. The selection of the target AMF shall be based on the S-NSSAIs associated to the UE’s PDN connections in combination with the UE’s subscribed S-NSSAI(s). 
But since the source network doesn’t support the 5GS network slicing mechanism it is not possible for the source MME to directly select an appropriate target AMF. The source MME doesn’t know about subscribed S-NSSAIs or S-NSSAIs associated to the PDN connections, nor is it able to handle, and thus make an AMF selection based on, information about supported network slices per potential target AMF. This may be sensitive information and should not be exposed, especially not to an external PLMN. 
Observation 1: To select an appropriate AMF, information on the UE’s subscribed S-NSSAIs, and network slices (S-NSSAI) associated to the UE’s PDN connections, is needed. Information on supported network slices per target AMF is also needed.
Observation 2: At handover to 5GS, the source MME is not suitable to directly select target AMF and thereby associated network slices.

[bookmark: _Hlk497998778]It is proposed that a source MME at handover to 5GS, shall select an intermediate network slice supporting AMF, in the target location, and that the intermediate AMF, by help from NSSF, performs the selection of the appropriate target AMF, and then relay the request from the source MME to the selected target AMF. Network slices (S-NSSAI(s)) associated to PDN connections established by the UE and supported by the selected target AMF, in target location, is also provided by the NSSF to the intermediate AMF and indicated to the selected target AMF together with the relayed request. Target AMF indicates in response to the source MME, supported and set up PDU sessions as, EPS Bearer ID for the default bearer of the PDN connection. By this the UE will only get registered in and served by an appropriate AMF (the UE will not be registered in the intermediate AMF) and only PDU sessions belonging to supported network slices will be kept at the target location.
Observation 3:  Using an intermediate network slice supporting AMF at the target location, without registering the UE, enables selection of an appropriate target AMF, if the intermediate AMF is provided with information on network slices (S-NSSAIs) to be associated, at target location, to PDN connections established by the UE, subscribed S-NSSAIs and target TAI. 

[bookmark: _GoBack]To provide the intermediate AMF with information on network slices (S-NSSAI(s)) to be associated, at target location, to PDN connections established by the UE) it is proposed that the UE, based on provisioned NSSP, at creation of a PDN connection associates an S-NSSAI to the EPS Bearer ID for the default bearer of the PDN connection, and provides that information in a transparent container to the source MME. At handover, the source MME includes the transparent container in the Forward Relocation Request message to the intermediate network slice supporting AMF which uses the content in the transparent container as described above. The UE’s subscribed S-NSSAIs are retrieved from the UDM by the intermediate network slice supporting AMF and provided to the NSSF.
Proposal 1: At handover from EPS to a network slice supporting 5GS network let the source MME select an intermediate AMF. Let the intermediate AMF, by help from NSSF, perform selection of the appropriate target AMF based on S-NSSAIs associated to PDN connections established by the UE, subscribed S-NSSAIs and target TAI. 
Proposal 2: At creation of a PDN connection by a UE in an EPS network, the UE shall, based on NSSP, associate an S-NSSAI with the EPS Bearer ID for the default bearer of the created PDN connection. The UE shall provide the serving MME with a transparent container including a pair of ‘EPS Bearer ID for the default bearer of the PDN connection’, and associated S-NSSAI per each created PDN connection. The serving source MME shall at handover to 5GS include the transparent container in the Forward Relocation Request message to the target (intermediate) AMF.
Note: The corresponding proposed updates to TS 23.502 and TS 23.401 are provided in S2-178555 and S2-178553.
Proposal
[bookmark: _Hlk498003653]The following changes are proposed:
***** 1st Change *****
[bookmark: _Toc498349024]5.15.7	Network slicing and Interworking with EPS
[bookmark: _Toc498349025]5.15.7.1	General
A 5GC which supports Network Slicing might need to interwork with the EPS in its PLMN or in other PLMNs.The EPC may support the Dedicated Core Networks (DCN). In some deployments,  the MME selection may be assisted by a DCN-ID provided by the UE to the RAN (see TS 23.401 [26]). 
Mobility between 5GC to and EPC does not guarantee all active PDU Session(s)/PDN connection(s) can be transferred to between 5GC and the EPC.
[bookmark: _Toc498349026]5.15.7.2	IDLE Mode aspects
In addition to the interworking principles documented in clause 5.17.2 the following applies for interworking with N26:
When UE moves from 5GS to EPS, the MM context information sent by AMF to MME includes the UE Usage type, which is retrieved from UDM by AMF as part of subscription data.
Editor's note:	How to determine the S-NSSAIs for the sessions moved from EPC is FFS.
[bookmark: _Toc498349027]5.15.7.3	CONNECTED Mode aspects
In addition to the interworking principles documented in clause 5.17.2 the following applies for interworking with N26:
-	When a UE is CM-CONNECTED in 5GC and a handover to EPS occur, the AMF selects the target MME and forwards the UE context to the selected MME over the N26 Interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Tracking Area Update. This completes the UE registration in the target EPS. As part of this the UE obtains a DCN-ID if the target EPS uses it.
Editor's note:	It is FFS based on which information the AMF selects the target MME in case of a UE handover from 5GC to EPC supporting DCN.
[bookmark: _Hlk498934081]-	When a UE is ECM-CONNECTED in EPC, and performs a handover to 5GS, the MME selects the targetan AMF based on target location information, e.g. TAI and any other available local information (including the UE Usage Type if one is available for the UE in the subscription data) and forwards the UE context to the selected AMF over the N26 interface. When MME selects an AMF in a slice supporting target network, the DNS should be configured so that an AMF, which has been configured to perform AMF selection, is selected. The AMF selected by the MME interacts with the NSSF, selects a network slice supporting target AMF and relays the initial signalling from the source MME to the target AMF. Target AMF responds directly to the source MME. The handover procedure continues without involving the AMF selected by the MME. A UE provisioned with NSSP provides the source MME with a subscribed S-NSSAI associated to an established PDN connection. The association(s) between a subscribed S-NSSAI and an established PDN connection is included in the initial signalling from the source MME at handover to 5GS. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Registration procedure. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI.
[bookmark: _Hlk496794495]Editor's note:	How to determine the S-NSSAIs for the sessions moved from EPC when the UE is not provisioned with NSSP is FFS.
Editor's note:	Interworking with (e)DECOR-enabled EPC networks without N26 is FFS when slicing is supported.
[bookmark: _Toc494348693][bookmark: _Toc476030922][bookmark: _Toc470196727][bookmark: _Toc493684473][bookmark: _Toc493684476]***** End of 1st Change *****

***** 2nd Change *****
[bookmark: _Toc498349132]6.3.5	AMF selection
The AMF selection functionality is applicable to both 3GPP access and non-3GPP access. The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G-AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:
1)	When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.
2)	When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).
3)	AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.
Other CP NFs selects an AMF from the AMF Set under the following circumstances:
4)	When the AMF has instructed AN that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.
The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:
-	Requested NSSAI.
-	Local operator policies.
Editor's note:	whether the N3IWF also considers N3IWF support for specific slices is FFS.
AMF selection functionality in the 5G-AN or CP NFs considers the following factors for selecting an AMF from AMF Set:
-	Availability of candidate AMFs.
-	Load balancing across candidate AMFs (e.g. considering weight factors of candidate AMFs in the AMF Set).
When 5G-S-TMSI or GUAMI is provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.
The AMF selection functionality in the AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the IP address or the FQDN of AMF instance(s) to the AMF or other CP NFs. In the context of Network Slicing, the AMF selection is described in clause 5.15.5.2.1.
-	AMF selection functionality in AMF or other CP NFs use GUAMI to discover the AMF instance, the NRF provides the IP address, or the FQDN of an AMF instance, or a list of candidate AMF instances in the same AMF Set together with additional information (e.g. priority) if the indicated GUAMI cannot be found;
-	AMF selection functionality in AMF use AMF Set ID to discover the AMF instance(s), the NRF provides a list of AMF instances in the same AMF Set together with additional information (e.g. priority).
-     AMF selection functionality in AMF at handover use Target TAI to discover the AMF instance(s), the NRF provides a list of AMF instances serving the target location together with additional information (e.g. priority). In the context of Network Slicing, the AMF selection at intra 5GS handover is described in clause 5.15.5.2.4 and the AMF selection at EPS to 5GS handover is described in clause 5.15.7 and the AMF selection at EPS to 5GS handover is described in clause 5.15.7.

***** End of 2nd Change *****
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