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Abstract of the contribution: This paper aims to complete the specification of distribution of UE policies.
1. Introduction

At the last SA2 meeting the distribution of UE policies remained open and the following open issues have been identified:

Editor´s note: How to handle policy information that cannot fit into the specified size limit for policy delivery over NAS (maximum one NAS PDU) is FFS

Editor’s Note: It is FFS whether UE can provide information to assist the PCF to decide the UE Policies delivery.    

To create an efficient procedure that avoid unnecessary distribution of policies, the following procedure is proposed: 
1) Each policies shall have a globally unique identifier that includes the PLMN ID. (Note inclusion of the PLMN ID is needed to make possible for the UE to identify if a policy is coming from the HPLM or a VPLMN.

2) When the UE registers to a PLMN it sends the identifiers of the UE policies (URSP and ANDSPs) provisioned in the UE.

3) During the registration procedure, the AMF forwards these identifiers to the PCF when it requests policies to the UE. 

4) The PCF determines based on the subscription information and the received UE policy identifiers which polices should be delivered to the UE.

With this procedure, it can be ensured that policies that has already been provisioned to the UE are not distributed again and, and all necessary policies are provisioned to the UE.

Even if the policies distribution is efficient, it cannot be guaranteed that a policy can fit in a single NAS message. Therefore, it is proposed that the AMF indicates the maximum NAS payload size it can deliver to the UE, and then the PCF sends the policies in pieces that can fit in that message payload size. These parts are delivered to the UE in independent NAS transactions.
The AMF forwards the received policy distribution to the UE transparently without checking or modifying the content. The distribution of the policies may require sending a couple of large NAS messages. Adding the distribution of policies into the registration (or other procedures) can cause a significant delay in those procedures. Moreover, the PCF can anytime initiate a UE policy update (e.g. due to change of subscription information), thus a separate PCF initiated distribution procedure is needed anyway. Therefore, it is proposed to use separate NAS procedure dedicated for UE policy distribution in all scenarios. 
3. Proposal

Based on the above discussion the following changes are proposed in TS 23.503.
The corresponding changes for TS 23.502 can be found in S2-178540.
*** Start of changes ***

6.1.2.2.3
Distribution of the policies to UE 

Npcf and Namf enabled the UE access selection and PDU session selection policy delivery from the PCF to the AMF, and the AMF delivers the UE Policy, as defined in clause 6.6, over N1 to the UE. The AMF delivers these policies transparently (without modifying or interpreting them) to the UE.

During the registration to a PLMN, the UE sends the globally unique identifiers of the policies that are provisioned in the UE, as it is specified in clause 4.2.2.2 of 3GPP TS 23.502 [3]. The AMF forwards these identifiers to the PCF when it requests policies for the UE during the registration. The PCF determines whether there is need to update any of the policies or need to send additional ones by comparing the received globally unique identifiers of the policies with the full set of the policies that are applied to the UE in the PLMN received as the subscription information. 
The PCF can initiate the delivery of the policies at any time using procedures for UE Configuration Update procedures specified for policy delivery in clause 4.2.4 of 3GPP TS 23.502 [3]. The different type of UE policies can be sent separately and the PCF shall fragment the policies into pieces that can fit in single N1 message. The AMF needs to indicate to the PCF of the maximum NAS payload size it can deliver to the UE. It is the responsibility of the UE to reassemble the policy from these fragments.
In the roaming scenario both the H-PCF and the V-PCF may send policies to the UE. The V-PCF forwards the policies sent by the H-PCF transparently.
When the UE receives a policy from the PCF, the UE shall remove the same type of policy from the same PLMN provisioned earlier and shall start applying the new policy according to clause 6.6. 



*** End of changes ***

