SA WG2 Temporary Document

Page 9

SA WG2 Meeting #124
S2-178438
November 27 - December 01, 2017, Reno, Nevada, USA

Source:
OPPO
Title:
UE Route Selection Policy
Document for:
Approval

Agenda Item:
6.5.6
Work Item / Release:
5GS_ph1/Rel-15

Abstract:
This paper is to discuss the structure of URSP policy and the UE behavior based on URSP

1. Discussion

This paper addresses the following open points for access network discovery and selection in 5GC

1. How is UE Route Selection Policy defined

2. How does the UE select the rules in URSP and how does the UE adjust the parameter for PDU Session Establishment/Modification based on URSP. 

Background
In 5G, the URSP is newly introduced to regulate the UE behavior. The UE should initiate PDU Session procedure based on URSP. In 5GC routing traffic between 3GPP and WLAN access is supported through the use of URSP policies.

URS Policy structure

Refering the ANDS Policy and QoS control policy,

Based on A 3.1.8, it is additionally to add URSP Rule Id and Priority as part of URSP Rule. UE always has one URSP and/or ANDSP policy active at a given time. There is a priority list of rules in URS Policy while within one URSP rule each component has its own priority list except the Traffic filter and direct offload. The structure of URS Policy is shown as below:
UE Route Selection Policy

Rule id
Priority
Traffic Filter: [IP address, Application identifier, Other proprietary extension for application traffic detection]

Direct offload: Permitted/Preferred/Prohibited

Slice Info: [a priority list of S-NSSAIs]

Continuity Types: [a priority list of SSC Mode type]

DNNs: [a priority list of DNNs]

Access Type: [a priority list of 3GPP, Non-3GPP]
The description of each component in URSP Rule is defined as follow:
-
Rule id: This is to identify the different rules within the same URSP policy. The rule id shall be unique in URSP policy. Network may only transfer the rule id without further components to activate the URSP policy configured in UE. When the priority of URSP rules are the same, the rule with smaller rule id number takes precedence.
-  Priority: it is to prioritize the list of URSP rules. When multiple rules contain the overlapped traffic filters towards a certain application, the rule with smaller priority number take precedence.  

-
Traffic filter: It is to be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include IP address, Application identifier, and other proprietary extension for application traffic detection, if needed. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule.

-
Non-seamless offload: It is to indicate if the matching traffic is Permitted, Preferred or Prohibited (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP access type (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.

-
Slice Info: It includes the S-NSSAI required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable.
-
Continuity Types: This includes the SSC Mode required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP, Non-3GPP Access) on which the PDU session should be established. If this parameter indicates NR or E-UTRA. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

UE behaviour on the usage of URS Policy
The UE shall use the URSP Rules to initiate one or more PDU Session establishment/modifications depending on the priority list of components in URSP Rules.  

Selection between URSP rules
The UE shall initiate PDU Session per each URSP Rule.

The sequence of usage of URSP Rule is depending on the priority of URSP Rules.
If there are more than one rules containing the same traffic filters, the rule with higher priority takes precedence.
If there are more than one rules containing the same traffic filters while the priority value is the same, then the rule will smaller rule id takes precedence.

Selection between components in one URSP rule
For each component in one UESP rule, the value with first priority takes the precedence. 
Regarding the allowed-NSSAIs received by UE from registration accept message, the UE shall select the most prioritized S-NSSAI in URSP rules belongs to the allowed-NSSAIs.
UE behavior upon URS Policy
After initial registration procedure, the UE initiates the first PDU Session establishment based on the firstly prioritized URSP Rule. The traffic filters of the rule should be sent to the core network so as to make the network permit the traffic filters in the PDU Session. Based on the QoS Rules in the response message, the UE determines if other URSP rules can associate their traffic filters to this PDU Session. If not, the UE should initiate another PDU Session based on the secondary prioritized URSP Rule except those URSP Rules can be applied to the previous PDU Session. The further similar UE behavior may be needed until all URSP rules can be applied by established PDU Session.
In case of network rejection of the PDU session establishment request, based on the rejection cause that the URSP rule cannot be applied, the UE should select the secondary prioritized value for some certain components within URSP Rule or select the secondary prioritized URSP Rule associating the traffic filters sent in the original request message and trigger a new PDU session establishment. 

In case that the URS Policy is changed, the UE should initiate PDU Session modification according to the new URS Policy.
In case of network rejection of the PDU Session establishment/modification, the UE may initiate a new PDU Session modification to associating the traffic filters to another established PDU Session which can align to the corresponding URSP Rule.
Example for UE behavior regarding the URS Policy.

The Firgure-1 shows an example of URSP Rules. Based on the URSP in Table-1, an example of the UE behavior performs as below:
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Firgure-1: Example of UE behavior based on the URSP in Table-1
The clarification for each block is as follow

1. The UE should perform Registration procedure before using URSP for PDU Session establishment. During the Registration procedure UE will get allowed NSSAI. (N-SSAIN-a,c,d)

2. The UE initiate the first PDU Session establishment using Rule#1 with priority=1.

2.1 UE sends the request message including the traffic filters in Rule#1 and other components with highest priority in the URSP Rule.

2.2 The network responds UE the rejection with a cause indicating that the SSC Mode 3 is not supported.
2.3 UE use the subsequent SSC Mode value (SSC Mode 2) and retry the PDU Session establishment request.

2.4 The PDU Session is successfully created.

3. The UE initiate the second PDU Session establishment using Rule#2 with priority=2. Given that both Rule#2 and Rule#3 have the same priority value (priority=2), the Rule with smaller id take precedence.
3.1 Similarly as the previous establishment, UE includes the APP-1, APP-2 identifier and other components with highest priority in the URSP Rule in the request message. Given that S-NSSAI-b does not belong to allowed NSSAI, the second prioritized value (S-NSSAI-c is used instead)
3.2 The PDU Session is successfully created. The QoS rules in response message also includes APP-3 filters
4. The UE initiate the third PDU Session establishment using Rule#3 with priority=2.
4.1 In the request message, it includes APP-4 filters and other components with highest priority in the URSP Rule.

4.2 The PDU Session is successfully created. 
5. Given the Rule#4 associates the same traffic filters (DummyApp) as Rule#2 and the PDU Session corresponding to Rule#2 has been successfully created, the UE just skip the Rule#4 and initiates the fourth PDU Session using Rule#5.
5.1 UE includes the “match all” traffic filter and other components with highest priority in the URSP Rule in the request message.

5.2 The PDU Session is successfully created.

Table-1: Example of URSP Rules
	Example URSP rule

	Rule id = 1

Priority = 1
Traffic filter: App=DummyApp id
Direct offload: Prohibited

Slice Info: S-NSSAI-a, S-NSSAI-b
Continuity Types: SSC Mode 3, SSC Mode 2
DNNs: internet

Access Type: 3GPP access

	Rule id = 2

Priority = 2
Traffic filter: App=App1 id, App2 filters
Direct offload: Permitted

Slice Info: S-NSSAI-b， S-NSSAI-c, S-NSSAI-d
Access Type: Non-3GPP access

	Rule id = 3

Priority = 2
Traffic filter: App=DummyApp id
Direct offload: Permitted
Continuity Types: SSC Mode 2

	Rule id = 4
Priority = 3
Traffic filter: App= App3 filters, APP4 filters
Direct offload: prohibited
Slice Info: S-NSSAI-b， S-NSSAI-c

	Rule id = 5

Priority = 4
Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-f, S-NSSAI-c
Continuity type: SSC Mode 1


2. Proposal: 
Based on the discussion above:

· Add UE behavior related description (TS23.503) in S2-178438
· Add PDU session related description (TS23.502) in S2-178439

· Add structure of URSP (TS23.503) in S2-178728

3. Proposed text in TS 23.503
It proposes to add UE behaviour in this paper;

Updating the PDU Session procedure in S2-178439

Adding Structure of URSP in S2-178728
*****************************Start of Change***************************
6.1.3.x
UE behaviour on the usage of URS Policy
The UE shall use the URSP Rules to initiate one or more PDU Session establishment/modifications depending on the priority list of components in URSP Rules.  

Selection between URSP rules
The UE shall initiate PDU Session per each URSP Rule.

The sequence of usage of URSP Rule is depending on the priority of URSP Rules.
If there are more than one rules containing the same traffic filters, the rule with higher priority takes precedence.
If there are more than one rules containing the same traffic filters while the priority value is the same, then the rule will smaller rule id takes precedence.

Selection between components in one URSP rule
For each component in one UESP rule, the value with first priority takes the precedence. 
Regarding the allowed-NSSAIs received by UE from registration accept message, the UE shall select the most prioritized S-NSSAI in URSP rules belongs to the allowed-NSSAIs.
UE behavior upon URS Policy
Generally, the UE always guarantees the Rules with higher priority are applied. 
After initial registration procedure, the UE initiates the first PDU Session establishment based on the firstly prioritized URSP Rule. The traffic filters of the rule should be sent to the core network so as to make the network permit the traffic filters in the PDU Session. Based on the QoS Rules in the response message, the UE determines if other URSP rules can associate their traffic filters to this PDU Session. If not, the UE should initiate another PDU Session based on the secondary prioritized URSP Rule except those URSP Rules can be applied to the previous PDU Session. UE may need to establish multiple PDU sessions based on URSP rules before all URSP rules can be applied by established PDU Session.

In case of network rejection of the PDU session establishment/modification request, the UE may trigger a new PDU session establishment/modification based on the rejection cause that the URSP rule cannot be fulfilled and the URSP policy. 

In case that the URS Policy is changed, the UE should initiate PDU Session modification according to the new URS Policy.
***************************Second Change****************************
A. 3.x
Example for UE behavior regarding the URS Policy
The Firgure-1 shows an example of URSP Rules. Based on the URSP in Table-1, an example of the UE behavior performs as below:
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Firgure-1: Example of UE behavior based on the URSP in Table-1

The clarification for each block is as follow

0. The UE performs Registration procedure before PDU Session establishment. During the Registration procedure UE will get allowed NSSAI. (S-NSSAI-a,c,d)

1. The UE initiates the first PDU Session establishment using Rule#1 with priority=1.

1.1 UE sends the request message including the traffic filters in Rule#1 and other components with highest priority in the URSP Rule.

1.2 The network responds UE the rejection with a cause indicating that the SSC Mode 3 is not supported.

1.3 UE use the subsequent SSC Mode value (SSC Mode 2) and retry the PDU Session establishment request.

1.4 The PDU Session is successfully created.

2. The UE initiate the second PDU Session establishment using Rule#2 with priority=2. Given that both Rule#2 and Rule#3 have the same priority value (priority=2), the Rule with smaller id take precedence.
2.1 Similarly as the previous establishment, UE includes the APP-1, APP-2 identifier and other components with highest priority in the URSP Rule in the request message. Given that S-NSSAI-b does not belong to allowed NSSAI, the second prioritized value (S-NSSAI-c is used instead)
2.2 The PDU Session is successfully created. The QoS rules in response message also includes APP-3 filters
3. The UE initiate the third PDU Session establishment using Rule#3 with priority=2.
3.1 In the request message, it includes APP-4 filters and other components with highest priority in the URSP Rule.

3.2 The PDU Session is successfully created. 
4. Given the Rule#4 associates the same traffic filters (DummyApp) as Rule#2 and the PDU Session corresponding to Rule#2 has been successfully created, the UE just skip the Rule#4 and initiates the fourth PDU Session using Rule#5.
4.1 UE includes the “match all” traffic filter and other components with highest priority in the URSP Rule in the request message.

The PDU Session is successfully created.
Table-1: Example of URSP Rules

	Example URSP rule

	Rule id = 1

Priority = 1
Traffic filter: App=DummyApp id
Direct offload: Prohibited

Slice Info: S-NSSAI-a, S-NSSAI-b
Continuity Types: SSC Mode 3, SSC Mode 2
DNNs: internet

Access Type: 3GPP access

	Rule id = 2

Priority = 2
Traffic filter: App=App1 id, App2 filters
Direct offload: Permitted

Slice Info: S-NSSAI-b， S-NSSAI-c, S-NSSAI-d
Access Type: Non-3GPP access

	Rule id = 3

Priority = 2
Traffic filter: App=DummyApp id
Direct offload: Permitted
Continuity Types: SSC Mode 2

	Rule id = 4
Priority = 3
Traffic filter: App= App3 filters, APP4 filters
Direct offload: prohibited
Slice Info: S-NSSAI-b， S-NSSAI-c

	Rule id = 5

Priority = 4
Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-f, S-NSSAI-c
Continuity type: SSC Mode 1
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