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Abstract of the contribution: It is proposed to clean-up the Mobility & RAT & Access restrictions which is used differently.
Discussion
In current TS 23.501,

Mobility Restrictions in (clause 5.3.4.1) consisted of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction 
Mobility and Access Restrictions in Emergency Services (clause 5.16.4.3)
Access Restrictions in Dual Connectivity (clause 5.11) 
Proposal 1. In Emergency Services clause, Mobility and Access Restrictions should be clarified as Mobility Restrictions.

In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network with a Handover Restriction List. For Dual connectivity case, the Access Restriction list will be same as Mobility Restrictions list. (e.g. if New Radio is part of RAT Restriction of Mobility Restrictions then the Master NG-RAN shall not setting up New Radio as a Secondary RAN node) 
Proposal 2. For Dual connectivity case, Access Restrictions should be clarified as Mobility Restrictions and Access Restrictions List should be clarified as Handover Restriction List.  
Changes from the previous version
Proposal

It is proposed to adopt following change
*************** Start of first change*********************
5.16.4.1
Introduction

Emergency services are provided to support IMS emergency sessions. Emergency services refers to functionalities provided by the serving network when the network is configured to support emergency services. Emergency services are provided to normal registered or emergency registered UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a valid subscription. Depending on local regulation and an operator's policy, the network may allow or reject an emergency registration request for UEs that have been identified to be in limited service state. Four different behaviours of emergency services as identified in TS 23.401 [26] clause 4.3.12.1 is supported.

To provide emergency services, the AMF is configured with Emergency Configuration Data that are applied to emergency services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contain the Emergency DNN which is used to derive an SMF, or the AMF Emergency Configuration Data may also contain the statically configured SMF for the Emergency DNN. The SMF may also store Emergency Configuration Data that contains statically configured UPF information for the Emergency DNN.

UEs that are in limited service state, as specified in TS 23.122 [17], initiate the Registration procedure by indicating that the registration is to receive emergency services, referred to as emergency registration. Also, UEs that had registered for normal services and do not have emergency PDU sessions established and the UE is subject to Mobility Restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate Emergency Registration procedure. Based on local regulation, the network supporting emergency services for UEs in limited service state provides emergency services to these UE, regardless whether the UE can be authenticated, has roaming or Mobility Restrictions or a valid subscription. For emergency services, other than eCall over IMS, the UEs in limited service state determine that the cell supports emergency services over NG-RAN from a broadcast indicator in AS. Emergency calls for eCall Over IMS are only performed if the UE has a UICC.

UE is considered to be emergency registered if it is in limited service state and it has only PDU sessions for emergency services.

A serving network shall provide an Access Stratum broadcast indication to UEs as to whether eCall Over IMS is supported. A UE that is not in limited service state determines that the cell supports eCall Over IMS using the broadcast indicator for eCall over IMS.

NOTE 1:
The Access Stratum broadcast indicator is determined according to operator policies and minimally indicates that the PLMN, or all of the PLMNs in the case of network sharing, and at least one emergency center or PSAP to which an eCall Over IMS can be routed, support eCall Over IMS.

A UE in limited service state determines that the cell supports eCall Over IMS using both the broadcast indicator for support of emergency services over NG-RAN and the broadcast indicator for eCall over IMS.

NOTE 2:
The broadcast indicator for eCall Over IMS does not indicate whether UEs in limited service state are supported. So, the broadcast indicator for support of emergency services over NG-RAN that indicates limited service state support needs to be applied in addition.

For a UE that is Emergency Registered, if it is unauthenticated the security context is not set up on UE.

UEs that camp normally on a cell and in RM-DEREGISTERED state, (i.e. without any conditions that result in limited service state), initiate the normal initial registration procedure. Upon successful normal registration (i.e. not emergency registration), such UEs initiate the UE Requested PDU session establishment procedure to receive emergency services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over 5G-AN from the Emergency Service Support indicator in the Attach and TAU procedures.

Editor's note:
How emergency services will be supported for non-3GPP access is FFS.

NOTE 3:
The Emergency Service Support indicator in the Registration procedures does not indicate support for eCall Over IMS.

For a UE that is Emergency Registered, normal PLMN selection principles apply after the end of the IMS emergency session.

For emergency services, there is no support for inter PLMN mobility thus there is a risk of service disruption due to failed inter PLMN mobility attempts.

The UE shall set the RRC establishment cause to emergency as defined in TS 38.331 [28] when it requests an RRC connection in relation to an emergency session.

When a PLMN supports IMS and emergency services:

-
all AMFs in that PLMN shall have the capability to support emergency services.
-
at least one SMF shall have this capability.
5.16.4.2
Architecture Reference Model for Emergency Services

According to clause 4.2, the non-roaming architectures (Figure 4.2.3-1 and Figure 4.2.3-2) and roaming architecture with the visited operator's application function (Figure 4.2.4-1 and Figure 4.2.4-4) apply for emergency services. The other non-roaming and roaming architectures with services provided by the home network do not apply for emergency services.

5.16.4.3
Mobility Restrictions and Access Restrictions for Emergency Services

When Emergency Services are supported and local regulation requires IMS Emergency Sessions to be provided regardless of the Mobility Restrictions (see clause 5.3.4.1) or access restrictions, should not be applied to UEs receiving emergency services. When the (R)AN resources for emergency services are established, the ARP value for emergency services indicates the usage for emergency services to the 5G-AN.

During handovers, the source NG-RAN and source AMF ignore any UE related restrictions during handover evaluation when there are active emergency services.

If the UE(s) are restricted as per clause 5.3.4.1, such UEs are considered as emergency registered by the network (i.e. UP connection of non-emergency PDU sessions are deactivated) and the UE(s) behave as emergency registered.

During Mobility Registration Update procedures, including a registration update as part of a handover, the target AMF ignores any Mobility Restrictions or access restrictions for UE with emergency services where required by local regulation. Any non-emergency services are not allowed, by the target network when not allowed by the subscription for the target location. Such UEs with only emergency PDU sessions behave as emergency registered. To allow the emergency registered UE to get access to normal services after the emergency session has ended and when it has moved to a new area that is not stored by the UE as a forbidden area, after allowing a period of time for subsequent emergency services, the UE may explicitly deregister and register to normal services without waiting for the emergency PDU session release by the SMF.

This functionality applies to all mobility procedures.

*************** Start of second change******************
5.11.1
Support for Dual Connectivity

Dual Connectivity involves two radio network nodes in providing radio resources to a given UE (with active radio bearers), while a single N2 termination point exists for the UE between an AMF and the RAN. The RAN architecture and related functions to support Dual Connectivity is further described in RAN specifications (e.g. TS 37.340 [31]).

The RAN node at which the N2 terminates, performs all necessary N2 related functions such as mobility management, relaying of NAS signalling, etc. and manages the handling of user plane connection (e.g. transfer over N3). It is called the Master RAN Node. It may use resources of another RAN node, the Secondary RAN node, to exchange User Plane traffic of an UE

If the UE has Mobility Restriction (either signalled from the UDM, or, locally generated by VPLMN policy in the AMF) the AMF signals these restrictions to the Master RAN Node as Handover Restriction List; This may prevent the Master RAN node from setting up a Dual Connectivity for an UE.

Dual Connectivity provides the possibility for the Master RAN to request SMF:

-
For some or all PDU sessions of an UE: Direct all the DL User Plane traffic of the PDU session to the either the Master RAN Node or to the Secondary RAN Node. In this case, there is a single N3 tunnel termination at the RAN for such PDU session.

NOTE:
The terminating RAN Node, can decide to keep traffic for specific QFI(s) in a PDU session for a UE on a single RAT, or split them across the two RATs.

-
For some other PDU sessions of an UE: Direct the DL User Plane traffic of some QoS flows of the PDU session to the Secondary (respectively Master) RAN Node while the remaining QoS flows of the PDU session are directed to the Master (respectively Secondary) RAN Node. In this case there are, irrespective of the number of QoS Flows, two N3 tunnel terminations at the RAN for such PDU session.

The Master RAN may create and change this assignment for the user plane of a PDU session at any time during the life time of the PDU session;
In both cases, a single PDU session Id is used to identify the PDU session.

Additional functional characteristics are:

-
User location information reporting is based on the identity of the cell that is serving the UE in the Master RAN node.

-
Path update signalling related with Dual Connectivity and UPF relocation cannot occur at the same time.

*************** End of change *********************
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