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1
Overall description
SA2 has defined interworking procedures between EPC and 5GC with and without N26 interface. Interworking with N26 interface enables transfer of MM and SM state between the source and target network during mobility procedures. 

With respect to security handling for interworking procedures with N26, SA2 is seeking clarification on the following:
1. Does SA3 assume support for 5G to 4G and/or 4G to 5G security context mapping during Idle and connected mode mobility between EPC and 5GC?
2. Does SA3 see the need for supporting reuse of a native security context (if available) in case the UE returns to EPC and/or 5GC, respectively?
3. For the case that the UE performs a mobility registration update in 5GC after being connected to EPC: how is the AMF expected to verify the integrity of the registration request?

4. For the case that the UE performs a TAU in EPC after being connected to 5GC: how is the MME expected to verify the integrity of the TAU request?

2
Actions
To SA WG3
ACTION: 
SA2 requests SA3 to kindly provide feedback on the questions raised above.
3
Dates of next TSG SA WG2 meetings
TSG SA WG2 Meeting 124
27 November- 1 December 2017
Reno, USA
TSG SA WG2 Meeting 125
22 January- 26 January 2018

Gothenburg, Sweden
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