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Abstract of the contribution: This contribution proposes to discuss the roaming impact on Application trigger procedure and add corresponding description.  
1
Discussion

1.1 Introduction

There is a procedure of Application trigger service in TS 23.502(Figure 1), but the procedure has not considered about the roaming case.
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Figure 1
In roaming case, the application may only subscribe with home operator The H-application will contact with the H-NEF. How does H-NEF contact with AMF in VPLMN? 

1.2 Potential solutions

There are three potential solutions now:
1) H-NEF contacts with (v)AMF directly(Figure 2)
When the H-NEF receives a Application trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload) message, The H-NEF checks whether the Application is authorised. 

If it is, The H-NEF invokes the " Nudm_UE Context Management_Get (External Identifier or MSISDN, NF type)" service provided by the UDM, as specified in TS 23.502 clause 5.2.3.2.4, to determine the NF (AMF) which serves the UE and also get the SUPI of the UE.

The H-NEF sends the Application trigger Request (UE permanent ID, NAS Container) to the AMF. 
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Figure 2
2) H-NEF contacts with (v)AMF via V-NEF(Figure 3)
When the H-NEF receives a Application trigger Request message, The H-NEF checks whether the Application is authorised. 

If it is, The H-NEF invokes the "Get Subscriber Serving NF” service provided by the UDM to determine the NF (AMF) which serves the UE and also get the SUPI of the UE.

The H-NEF sends the Application trigger Request and the serving AMF identity to the V-NEF. The V-NEF transform the Application trigger Request to the AMF after authorization.
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Figure 3
3) V-NEF contacts with (v)AMF after informed by H-NEF(Figure 4)
When the H-NEF receives a Application trigger Request message, The H-NEF checks whether the Application is authorised. 

If it is, the H-NEF sends the Application trigger Request to the V-NEF. The V-NEF invokes the "Get Subscriber Serving NF” service provided by the UDM to determine the NF (AMF) which serves the UE and also get the SUPI of the UE.

The V-NEF transform the Application trigger Request to the AMF after authorization.
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Figure 4
1.3 Solution analysis

In 4G, there is an IWK SCEF in roaming case. Here is the description about Interworking SCEF in TS 23.682:

The Interworking SCEF (IWK-SCEF) is optional. When deployed, the IWK-SCEF is located in the VPLMN for inter-connection with the SCEF of the HPLMN. The Interworking SCEF receives the Monitoring Event Reports from the underlying entities and sends them to the SCEF. The IWK-SCEF relays the non-IP data between the MME/SGSN and the SCEF.

The functionality of the Interworking SCEF may include the following:

-  Normalization of reports according to roaming agreement between VPLMN and HPLMN, e.g. change the location granularity (from cell level to a level appropriate for the HPLMN) of Monitoring Event Reports received from the underlying entities; and

-  Optionally, generate charging/accounting information:

-  For generation of charging/accounting information, the IWK-SCEF receives the Monitoring configuration information as well as the Monitoring Event Report from the underlying nodes;

-  For generation of charging/accounting information, the IWK-SCEF receives the NIDD charging ID from the SCEF during the T6a/T6b Connection Establishment Procedure.

The reason why there is an IWK-SCEF:

a) There may be plenty of signalling from HPLMN, like “flooding attack”. To avoid the congestion in AMF, IWK-SCEF can distinguish which request is able to be accepted.
b) The charging model of the signalling from the NEF in HPLMN is event based charging. IWK-SCEF can do the accounting.

c) There would be too many roaming interfaces if there was no such an intermediate mode like IWK-SCEF. But the operator won’t support lots of roaming interfaces in the real deployment.
However, the IWK-SCEF is not used for topology hiding. There is another mode to work on it in the real deployment.
In SBA, (c) is not a problem because it should have a unified mechanism to transfer signalling between different PLMNs. The application trigger message is a type of NAS payload (similar to SMS). So Namf_Communication_N1N2MessageTransfer should be used. (The figure is revised in another contribution from Huawei, S2-177078)
In Solution 1, AMF should do the job in (a) and (b). This will make the AMF have more functionalities.

In Solution 2 and 3, V-NEF will do the job in (a) and (b). And Solution 2 is better than Solution 3 because Solution 3 adds one more roaming message between two PLMNs. For Solution 2/3, it involves a specific function in the VPLMN (or HPLMN) has the explicit role of receiving requests from the HPLMN (resp. VPLMN) to avoid direct communication. In 5GC, any NF can contact any NF (from different PLMN). Actually, the NEF in the HPLMN requesting a service from the VPLMN function has nothing to do with the fact that it contacts the NEF in the VPLMN. So, these two solution is not aligned with the principle of service based architecture. 
Considering about all the situations, this contribution will go with Solution 1 and let AMF do the job in (a) and (b). By the way, this contribution revises the incorrect service name provided by UDM. Besides, there is a related contribution S2-177135.
2
Proposal

The following changes are proposed to TS 23.502.
* * * First change* * * *
5.2.6.1
The procedure of "Application Triggering" Service
Service description: The AS requests the network to send an Application trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.

Output: the result of the delivery of the application trigger.

Service procedure:
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Figure 5.2.6.1-1: Roaming and Non-roaming Application Trigger service

1.
The NEF (Network Exposure Function) receives an Application Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload) message. The Application Port ID is to identify the receiving application within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE.


The NEF checks whether the Application is authorised to send the Application Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.

2.
The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.
In order to discover the currently serving NF for the UE, the NEF queries the UDM instead of performing the NF selection by querying the NRF as defined in TS 23.501[2] .
3.
The NEF sends the Application Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1. 
4.
The AMF send the Application Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the Application Port ID identifies which application(s) is to be notified and the payload is sent to the application.


The corresponding response message is send back to the AMF to confirm the receiving the request message.

5.
The NEF receive the Application Trigger Response from the AMF.

Editor's note:
It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.

6.
The NEF sends the Application Trigger Response to the Application Server.
* * * End of the changes* * * *
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