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Abstract: This document discusses the NF overload control issue in TS 23.501. 
1. Introduction

This document discusses the NF overload control issue in TS 23.501.
2. Discussion
In current TS 23.501, the section related to the overload control of congested control plane is left to be filled. In SA2 #122 meeting, we proposed several way forward steps (S2-174614) and in this document we are focusing on the issues as follows: 
· Load balancing scheme can be used to avoid the overload situation. 
· The load balancing guarantees the balanced load of the NFs, by using an appropriate scheme. Moreover, the load balancing scheme also considers the new feature of 5G system (e.g., AMF stickiness, time-separated NAS procedures, NEF re-exposure capabilities). In this document, we consider using the load balancing scheme to avoid the congestion of AMF. 
· Overload Control of Network Functions. 
· The overload of NFs can be mitigated by extending the resources allocated to the congested NFs. For Virtual Network Function, the scaling can be realized by scaling out (i.e., adding extra virtual machine) and scaling up (i.e., adding allocated resources, such as extra CPUs, memories). The details for scaling VNF instance(s) could be found in TS 28.525 [1]. 

· However, the overload shall still be considered due to the reason that overload may still happen under the following cases:

· when the load of the NFs belong to one slice reach or exceed the capacity threshold defined in the SLA between operator and 3rd party application service provider for the slice;

· when the extra backup resources are unavailable (e.g., the sudden peak load, or the blackout caused by emergency cases such as natural disaster);
· For addressing the issue of congestion control, rejecting the requests (e.g., based on the priority) is used to handle the overload situation with affecting the functionalities, and it is used when no extra resources can be provided by the operator. In this document, the NAS signaling rejection is used as the general overload control for AMF and SMF, and such rejection may contain a back-off timer. Moreover, the AMF may also invoke the N2 interface overload procedure to all or to a proportion of the 5G ANs with which the AMF has N2 interface connections.
Proposal: it is proposed to modify the clause 5.19 in 23.501 following the above-mentioned clues.   
3. Proposal
It is proposed to modify the related parts in TS 23.501.
* * * * Begin of the 1st Changes * * * *

5.19
Control Plane Congestion and Overload Control


5.19.1 AMF Load Balancing

The AMF load balancing functionality permits UEs that are connecting to an AMF Set to be directed to an appropriate AMF in a manner that achieves load balancing between AMFs. This is achieved by setting a weight factor for each AMF, such that the probability of the 5G AN selecting an AMF is proportional to its weight factor. 
The weight factor is typically set according to the capacity of an AMF node relative to other AMF nodes, and may contain the following information in TS 23.502 [3]: 
· weight factor of the AMF within the AMF set; and

· (optional) weight factor of the TNL association within the AMF.

At the set-up of the N2 signalling connection, AMFs provides weight factors to the connected 5G AN. The load balancing by 5G AN is only performed between the AMFs within the same AMF Set. The load balancing functionality permits UEs that are entering into an AMF Set area that achieves load balancing between the CN nodes. 
NOTE 1:
An operator may decide to change the weight factor after the establishment of N2 connectivity as a result of changes in the AMF capacities. E.g., a newly installed AMF may be given a very much higher weight factor for an initial period of time making it faster to increase its load.

NOTE 2:
It is intended that the weight factor is NOT changed frequently. E.g. in a mature network, changes on a monthly basis could be anticipated, e.g. due to the addition of RAN or CN nodes.
5.19.2 Overload Control of Network Functions

The NF is considered to be in overload when it is operating over its nominal capacity, and no extra resources can be provided by the operator. The overload results in diminished performance (including impacts to handling of incoming and outgoing traffic).
The overload NF initiates the control of overload, which may contains the following aspects:
· AMF might contains the following aspects:

· Under general overload conditions the AMF may reject Mobility Management signalling requests from UEs, and the rejection may contain the back-off timer;
· invoke the N2 interface overload procedure to all or to a proportion of the 5G ANs with which the AMF has N2 interface connections;
· SMF might contains the following aspects:

· Under general overload conditions the SMF may reject Session Management signalling requests from UEs, and the rejection may contain the back-off timer.
NOTE 1: 
During an overload situation the NFs shall attempt to maintain support for regulatory prioritized services like Emergency services.
* * * * End of the Changes * * * *
4. Reference
[1] TS 28.525, Section 5.4.1 Enabling/disabling the auto-scaling of the corresponding VNF instance(s) for an NE, version 14.1.0.
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