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Abstract of the contribution: This contribution clarifies the use of Allowed NSSAI mapping information.
1 Background 
TS 23.501 includes some contradicting and unclear statements with regards to NSSAI in its different forms and how they are used in different procedures. 
In addition to that, in last SA2#122 meeting it was agreed that the 5G Core can provide S-NSSAIs mapping information in the Allowed NSSAI and return to the UE S-NSSAI values in the Allowed NSSAI which are not part of the UE Configured NSSAI.
This CR introduces changes in the TS 23.501 to clarify the usage of the different S-NSSAIs and complement the usage of mapping.
2 Discussion
2.1 On whether only S-NSSAIs belonging to the configured NSSAI  may be included in the Requested NSSAI
Clause 5.15.5.4 states:
“When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN.
[…]
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration.” ,
[bookmark: _Hlk494374774]clause 5.15.5.2.1 states
“When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI […]
The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or 
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network. […]”

Observation 1: The statements above are not aligned. While in 15.5.4 it is stated that “upon” registration the UE shall only use S-NSSAIs belonging to the Configured NSSAI, in the the detailed operation of 5.15.5.2.1 it is stated that the UE may include S-NSSAIs values that do not belong to the Configured NSSAI. The statement in 15.5.4 is therefore not correct and should either be adjusted to follow the detailed operation described in 5.15.5.2.1 or removed. 
Proposal 1: To remove the statement above mentioned in 15.5.4, and limit.15.5.4 to the specification of how Configured NSSAI and Allowed NSSAI are stored in the UE, while clause 5.15.5, addresses the specification of which S-NSSAIs are to be used in the different procedures.
2.2  S-NSSAIs in NSSP, Subscribed S-NSSAIs and Configured NSSAI
In the following, we want to show that there is a need of a relation between S-NSSAIs in NSSP, S-NSSAIs in Configured NSSAI and Subscribed S-NSSAIs.
Clause 5.15.4 states with regarding to UE NSSAI configuration and NSSAI storage aspects:
[bookmark: _Hlk494559457]“Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs” 
“The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.”
Observation 2: The S-NSSAIs in the Allowed NSSAI are to be used for PDU Session Establishment procedures.
 “One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.”
Observation 3: The UE has the mapping information of how all S-NSSAIs in Allowed NSSAI correspond to the S-NSSAIs in the Configured NSSAI for the PLMN.
Also in Clause 5.15.4.
“A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs”.
Observation 4: the Configured NSSAI is provisioned in the UE by the HPLMN, and may be different per PLMN
Later, Clause 5.15.5.3 details with regards to the establishment of connectivity PDU sessions to the required Network Slice Instances:
“The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI, the one to use for the data transmission for that application”.
Observation 5: the UE needs to know the relation between  S-NSSAIs in the NSSP and the S-NSSAIs in the Allowed NSSAI, as the S-NSSAIs in the Allowed NSSAI are to be used for PDU Session Stablishment procedures (see observation 2). 
Observation 6: Considering observation 3, the UE can derive the relation between the S-NSSAIs in the NSSPs and the S-NSSAIs in the Allowed NSSAI if it knows the relation between S-NSSAIs in the NSSP and the S-NSSAIs in the Configured NSSAI, In fact, this is mentioned to be one of the usages of the mapping information in the Allowed NSSAI
Observation 7: Both NSSPs and Configured NSSAI are provisioned in the UE by the HPLMN. HPLMN knows the relation  between S-NSSAIs in the NSSP and S-NSSAIs in Configured NSSAI and could provision the UE with that information to satisfy the need identified in observation 5.
On the other hand,
Clause 5.15.3. states that,
“The NSSAI the UE provides in the Registration Request is verified against the user's subscription data.” 
Clause 5.15.5.2.1 states that,
“The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.”
 “When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.”
Observation 8: The S-NSSAIs in the requested NSSAI can be a subset of the S-NSSAIas in the Configured NSSAI, a subset of S-NSSAIs in the Allowed NSSAI received from the network, or a combination of both. The AMF needs to know the relation between the S-NSSAI values in the Requested NSSAI and the Subscribed S-NSSAIs to be able to verify the UE request
In summary, we have shown there needs to be a relation between S-NSSAIs in NSSP, S-NSSAIs in Configured NSSAI and Subscribed S-NSSAIs. The relation between S-NSSAIs in Configured NSSAI and S-NSSAIs in Allowed has already been agreed in SA2 and standardised as the mapping information.
The relation between S-NSSAIs in NSSP, and S-NSSAIs in Configured NSSAI is needed by the UE. The relation between subscribed S-NSSAIs and S-NSSAIs in Configured NSSAI is needed by the AMF (assumption is that the AMF could receive the mapping information).
To satisfy this need the following it is proposed:
Proposal 2: The S-NSSAIs in the Requested NSSAI include information of how the included S-NSSAIs relate to the subscribed S-NSSAIs.
Proposal 3: the S-NSSAIs in the NSSPs are subscribed S-NSSAIs. The Configured NSSAI includes information of how the S-NSSAIs relate to the S-NSSAIs in the NSSPs, and therefore, to the subscribed S-NSSAIs 
It can be noted that if the Requested NSSAI, at NAS level only included Subscribed S-NSSAIs, no further relations would be needed. However, the agreed text in clause 5.15.5.2.1 goes in a different direction. 
2.3  S-NSSAIs in RRC
5.15.6. states that:“In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN”
Observation: A “valid” NSSAI value may consist of S-NSSAIs from the Configured and previousy Allowed NSSAI.  Regardless if an S-NSSAI value from the Configured or the Allowed NSSAI is used by the UE in the RRC message, there is a possibility that a request may be routed incorrectly by the RAN. This may occur in case of malicious UEs or in case of obsolete S-NSSAI values in  the Configured or Allowed NSSAI provided to the UE. To prevent this behaviour, slices having special isolation requirements should only be accessed through rerouting through a default AMF. 
[bookmark: _Hlk495937170]Proposal 4: to clarify the UE shall include in the Requested NSSAI at RRC Connection Establishment in a PLMN 
S-NSSAIs from the Allowed NSSAI of that PLMN or S-NSSAIs from the Configured NSSAI valid in the PLMN. 
3 Summary and Proposal
We have shown there are contradicting statements in clause 15.5.4 and clause 15.5.5.2.1
We have shown that that there is a need of a relation between S-NSSAIs in NSSP, S-NSSAIs in Configured NSSAI and Subscribed S-NSSAIs.
The following proposals have been made:
Proposal 1: To remove the statement in 15.5.4 “When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN” and limit.15.5.4 to the specification of how Configured NSSAI and Allowed NSSAI are stored in the UE, while clause 5.15.5, addresses the specification of which S-NSSAIs are to be used in the different procedures.
Proposal 2: The S-NSSAIs in the Requested NSSAI include information of how the included S-NSSAIs relate to the subscribed S-NSSAIs.
Proposal 3: the S-NSSAIs in the NSSPs are to be considered as subscribed S-NSSAIs. The Configured NSSAI includes information of how the S-NSSAIs relate to the S-NSSAIs in the NSSPs, and therefore, to the subscribed S-NSSAIs.
Proposal 4: to clarify the UE shall include in the Requested NSSAI at RRC Connection Establishment in a PLMN 
S-NSSAIs from the Allowed NSSAI of that PLMN or S-NSSAIs from the Configured NSSAI valid in the PLMN. 

Below follow the changes that are proposed to TS 23.501 v.1.4
[bookmark: _Toc476030922][bookmark: _Toc470196727][bookmark: _Toc493684473][bookmark: _Toc493684476]***** First Change *****
5.15.4	UE NSSAI configuration and NSSAI storage aspects
A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI appliesis valid, including whether the Configured NSSAI applies is valid into all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). The S-NSSAIs of the Configured NSSAI includes information of how the S-NSSAI relates to the subscribed S-NSSAI.. When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN	Comment by Author: Trying to align terminology to “valid”
Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions). The UE may also obtain from the AMF one or more temporarily or permanently rejected S-NSSAIs.
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.
The UE stores (S)NSSAIs as follows:
-	When the UE is provisioned with a Configured NSSAI for a PLMN in the UE, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:
-	When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
-	If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-	When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-	If received, a temporarily rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED;
-	If received, a permanently rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED.
Editor's note:	Additional conditions when rejected S-NSSAIs can be removed is FFS.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.	Comment by Author: Editorial change
5.15.5	Detailed Operation Overview
5.15.5.1	General
The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:
-	performing a RM procedure to select an AMF that supports the required Network Slices.
-	establishing one or more PDU session to the required Data network via the Network Slice Instance(s).
5.15.5.2	Selection of a Serving AMF supporting the Network Slices
5.15.5.2.1	Registration to a set of Network Slices
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.
The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.
The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable tovalid in this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected (as defined below) by the network.
When the UE uses an S-NSSAI from the Allowed NSSAI in NAS messages, e.g. in a Requested NSSAI or during PDU Session Establishment procedure, then the UE shall include the information needed to relate the S-NSSAIs therein, with the subscribed S-NSSAIs.
The UE shall include in the Requested NSSAI at RRC Connection Establishment in a PLMN and in NAS messages-S-NSSAIs from the Allowed NSSAI of that PLMN or S-NSSAIs from the Configured NSSAI valid in the PLMN. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs. 
NOTE x:	By not providing information of the supported S-NSSAIs from an AMF to the RAN, it is possible to enhance the isolation of certain Network Slices by preventing a direct routing based on the S-NSSAI in the RRC.
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.
When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-	When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 1:	The configuration depends on operator's policy.
-	When the UE context in the AMF already includes an Allowed NSSAI, based on configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 2:	The configuration depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:
-	AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-	If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-	If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:
-	The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.
-	Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:
-	It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, , or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.
-	It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.
-	It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area.
-	Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-	Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.
-	The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.
 -	Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor's note:	If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
-	If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
(C) The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area).
Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
5.15.5.2.2	Modification of the Set of Network Slice(s) for a UE
The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
NOTE:	In this release of the specification it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, operational reasons (e.g. a Network Slice instance is no longer available), may change the set of Network Slice(s) to which the UE is registered and provides the UE new Allowed NSSAI. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the Network Slices using a Generic UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. The new Allowed NSSAI is determined as described in clause 5.15.5.2.1 (an AMF Relocation may be needed). The AMF provides the UE with the new Allowed NSSAI and TAI list, and:
-	If the changes to the Allowed NSSAI do not require the UE to perform a registration procedure:
-	The AMF indicates that acknowledgement is required, but does not indicate the need to perform a registration procedure;
-	The UE responds with a UE configuration update complete message for the acknowledgement.
-	If the changes to the Allowed NSSAI require the UE to perform a registration procedure (e.g. the new S-NSSAIs require a separate AMF that cannot be determined by the current serving AMF):
-	The serving AMF indicates to the UE that current 5G-GUTI is invalid and the need for the UE to perform a registration procedure after entering CM-IDLE state. The AMF shall release the NAS signalling connection to the UE to allow to enter CM-IDLE based on local policies (e.g. immediately or delayed release);
-	The UE initiates a registration procedure after the UE enters CM-IDLE state. The UE shall include SUPI and new Allowed NSSAI in the registration in this case.
When a Network Slice used for a one or multiple PDU Sessions becomes no longer available for a UE, in addition to sending the new Allowed NSSAI to the UE, the following applies:
-	In the network, if the Network Slice becomes no longer available under the same AMF (e.g. due to UE subscription change), the AMF indicates to the SMF(s) corresponding to the relevant S-NSSAI to autonomously release the UE's SM context
-	In the network, if the Network Slice becomes no longer available with AMF relocation (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) associated with the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to autonomously release the UE's SM context.
-	In the UE, the PDU session(s) context is implicitly released after receiving the Allowed NSSAI in the Registration Accept message.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.
Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.
Editor's note:	The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.
5.15.5.2.3	AMF Relocation due to Network Slice(s) Support
During a Registration procedure in a PLMN, in case the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information for selection of a new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations (e.g. the operator has changed the mapping between the Network Slice instances and their respective serving AMF(s)). Operator policy determines whether redirection between AMFs is allowed.
5.15.5.3	Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain subscribed S-NSSAI. A default rule which matches all applications to a subscribed S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:
-	If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.
If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
If a Network Slice instance was not selected during the Registration procedure for this specific S-NSSAI, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI to select the Network Slice instance to serve the UE and to determine the NRF to be used to select NFs/services within the selected Network Slice instance.
The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. At roaming, the AMF uses the subscribed S-NSSAI value corresponding to the S-NSSAI value provided by the UE, when selecting the H-SMF. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.
5.15.5.4	Slice Privacy Considerations
Editor's note:	This clause is to be considered Void till SA3 state they explicitly require omission of NSSAI from RRC layer for privacy reasons and not just as their TR 33.899 agreement "The NSSAI shall be confidentiality protected whenever NAS security context is available (as far as regulation allows)."
In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI:
-	The UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context.
-	The UE shall not include NSSAI in unprotected RRC signalling.
Editor's note:	It is FFS how the UE is aware or configured that the network has privacy considerations for NSSAI information.
Editor's note:	It is FFS whether considering slice privacy has impact on the allocation and management of the 5G GUTI and whether security considerations need to be studied by SA WG3.
5.15.6	Network Slicing Support for Roaming
For roaming scenarios:
-	If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.
-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.
-	In RRC layer, the Requested NSSAI, if provided, uses includes values valid in the VPLMN.
-	In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.
-	When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.
-	The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.
-	In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.
-	The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:	In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.
Editor's note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
***** End of Changes *****
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lause


 


5.


15.5.4 states:


 


“


When providing a Requested NSSAI to the network 
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.
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.
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