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1. Overall Description:

ETSI CTI (Centre for Testing and Interoperability) would like to thank 3GPP for the work on MCPTT standards. ETSI CTI recently organised the 1st MCPTT Plugtests event at ETSI Headquarters,France.
As a result of the Plugtests event activities some issues in 3GPP Technical Specifications (TSs) and related standards were identified together with deployment practical problems that may demand some clarification or feedback from the related 3GPP WGs. We have classified those aspects into the following two categories:
· Observations to MCPTT Standards: Missing, erroneous or ambiguous definition of procedures in 3GPP’s MCPTT TSs.

· Technical constraints: Related to implementation issues not covered by the standards but which need to be faced by MCPTT vendors in most deployments.

The reader should note that 3GPP TS approved in December 2016 were considered for the first Plugtests event and some fields may have changed or have been already solved.
2.
MCPTT Standards issues
2.1
Typo in mpctt-info root element

In the mcptt-info schema associated to 3GPP TS.24.379 v13.3.0, mcptt info is wrongly depicted as mpcttinfo.

 <!-- root XML element -->

  <xs:element name="mpcttinfo" type="mcpttinfo:mcpttinfo-Type" id="info"/>

…
2.2
Missing Client ID in 3rd party REGISTER based service authorization

According to 3GPP TS 24.379 MCPTT user registration and authorization procedure can use 3rd party REGISTER only or demand a later PUBLISH message depending on the IdMS registration sequence. In subclause 7.2.2 of 3GPP TS 24.379, the client ID (<mcptt-client-id> element) is included in the PUBLISH body but it is not included in subclause 7.2.1 for the REGISTER message. In order to use 3rd party registration only the client ID should be also included.

2.3
Missing reference to Location configuration message upon PUBLISH based authorization

Similarly to the previous case, the location configuration mechanism in subclause 13.2.2 3GPP TS 24.379 denotes that “Upon receipt of a third-party SIP REGISTER request for an MCPTT client, the participating MCPTT function may configure the location reporting in the MCPTT client by generating a SIP MESSAGE. However, if no credentials are cached and no id/access-token are initially retrieved from the IdMS the mcptt-id of the user will not be available, and therefore step 3) in subclause 13.2.2 "shall include an application/vnd.3gpp.mcptt-info+xml MIME body with an <mcptt-request-uri> element containing the MCPTT ID of the MCPTT user to receive the configuration" would not be applicable. A reference to "subsequent PUBLISH"-triggered location configuration mechanism should be included.

2.4
Granted SSRC coding

The Floor Granted and Floor Taken messages in 3GPP TS 24.380 include the SSRC of the granted floor participant. This is an additional field beyond the normal SSRC field in the second 32-bit word of the RTCP message

(i.e. the Floor Granted message)
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Under this diagram, the TS states that “With the exception of the three first 32-bit words the order of the fields are irrelevant.” However, since SSRC fields have no type and length in front of them un-ambiguous parsing is not possible. So, either the order of the fields should be defined or a type and length should be added to SSRC field. Furthermore, for the latter padding bytes should be agreed in order  During the plugtest the following convention was proposed (and used): 

A new SSRC field with the same format as Granted Party’s Identity field.

A new SSRC field id code 014 added to Table 8.2.3.1-2. Length set to 4 bytes
(32 bits)  and coding according to the following 

TLV + SSRC aligned to 4 bytes with 2 padding initial bytes 
| SSRC field ID = 014 | SSRC field length = 6 | spare | spare | 
|                                                SSRC                                      |

Additionally subclauses 8.2.3.6, 8.2.3.8 and 8.2.3.11 state that “If the length of the <XXX> value is not a multiple of 4 bytes, the XXX field shall be padded to a multiple of 4 bytes. The value of the padding bytes is set to zero. The padding bytes are ignored by the receiver.” Being XXX 

However, in order to align the value to a multiple of 4 bytes the length should be a (multiple of 4) + 2 because the length does not include the field ID and field length bytes.

3
Technical Constraints
The design of the MCPTT ecosystem as an overlay network on top of SIP/IMS core would allow a seamless

(and secure, by cyphering specific elements) traversal of information through the SIP/IMS core. The usage of participating ASs, MCPTT specific identities (mcptt-id, mcptt-client-id, etc) and the encoding of most of the relevant information in XML in the body of the SIP messages contributed to this de-coupling while making it possible to deploy MCPTT over different provider’s SIP/IMS Core(i.e. different trust domain).

However, in some cases, 3GPP TSs procedures assume “pure IMS/SIP Core” deployments, with direct e2e IP connectivity between the UE, the IMS/SIP Core and all the ASs for both the signalling and the media streams. Unfortunately, in most of the commercial SIP/IMS deployments (including VoLTE) there exist some kind of Source Border Control-ling or NAT elements that either carry out some B2BUA operation and/or hide/replace original IP:PORT. That would include IMS-ALG/AGW/CGNAT/SBC/BCF/SIP-aware firewalls and DPI elements among others(we will use the term SBC indistinctly for all of them in this Section). The situation is particularly problematic in the MCPTT ecosystem since not only the signalling and audio streams need to reach the different AS but also the Floor Control. Additionally the MCPTT Floor Control uses RTCP-APP which would be most of the time wrongly processed by currently available SBCs.

Although such kind of SBC elements are not considered as mandatory by 3GPP and the need to consider them in normative work could be argued, the participants agreed that some clarification/agreed procedure would no doubt reduce the deployment and integrations costs. In the following subsections this kind of problems are collected in subclause 10.2.1.

Additionally, other common needs for clarification have been gathered(collected as CLARIFICATION) from some participants. Examples in each affected TS Annex(es) or associated TR were proposed as possible solutions.

3.1
SBC: Contact Header

At least two different situations have been identified.

1) Subclause 4.5 in 3GPP TS 24.379 specifies the use of the contact header to carry the session ID. Most SBCs would however remove the session ID from the contact header and/or replace it. MCPTT client needs anyway the session ID to release the session according to 3GPP TS 24.379. Additionally, IETF RFC 3261 states that “The Contact header field provides a SIP or SIPS URI that can be used to contact that specific instance of the UA for subsequent requests” only, so that the usage contact header to manage sessions could be re-visited.

2) Following 1) and according to subclause 6.3.3.1.2, subclause 6.3.2.2.3 and subclause 6.3.2.2.4 MCPTT servers shall include the MCPTT session identity in the Contact header field of SIP INVITE requests and 200 OK final responses. Contact headers can be modified by any SBC in the path between the participating MCPTT server and the MCPTT client.  MBMS listening status reports sent by MCPTT clients shall include the MCPTT session identity in the MBMS usage info XML. MCPTT clients cannot learn the correct MCPTT session identity from the Contact header they receive in INVITE requests or 200 OK responses because it has been modified by an intermediate node.

Different alternatives were discussed to overcome both issues (out of standards), collected here for information purposes only:

For 1) A partner proposed considering the Session-ID header(IETF RFC 7989) as a possible alternative.

For 2) A partner proposed:

· The SBC could preserve just the user part of SIP URI which represents the MCPTT session identity. The client would include this value in the MBMS usage info XML and the MCPTT server could compare this value with the list of identities of ongoing MCPTT sessions, instead of the whole SIP-URI. 

· The MCPTT server could include a custom SIP header to be traversed transparently by the SBC set to the MCPTT session identity. The MCPTT client could learn the correct MCPTT session identity from this header.

· The MCPTT server could include an additional tag in MCPTT-INFO body indicating the MCPTT session identity. Again the MCPTT client could learn the correct MCPTT session identity from this new tag.
3.2
SBC: MCPTT-5, Rx

PCC related test cases define either P-CSCF or MCPTT Participating AS triggered Rx-interface operations. The associated Diameter interface with the PCRF demands proper IP-CAN information to be conveyed from the UE to the Application Function (being that the P-CSCF of the AS). In general purpose IMS/VoLTE deployments if the SBC element ins included as IMS-ALG in the P-CSCF it can access that information before the border controlling mechanisms are applied and interface the PCRF with proper IP information.

Proposed solutions include either enforcing transparent modes in the SBC (not always possible due to MCPTT specific headers and SDP media components for media and floor control) or using custom headers.

3.3
SBC: Conveying P-Preferred-Service and P-Preferred-Identity

In order to properly map the mcptt_id and IMPU the P-CSCF needs to forward the PAI header with the proper IMPU to the participating (in case different IMPUs -i.e. sip, tel URI, etc- are provided). Similarly the proper P-Asserted-Service needs to arrive at the S-CSCF for proper service routing.

Subclause 10.1.1.2.1.1 in 3GPP TS 24.379 states in step 7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841;

Such headers should be properly forwarded by the SIP/IMS Core and any SBC in the path between the UE and the Participating. That would mean either a) trusting the MCPTT Client and the SIP/IMS Core copying the P-Preferred-X headers to P-Asserted-X counterparts in the inner trusted domain or ignoring them at the P-CSCF but properly setting them in any incoming request from MCPTT clients.

In fact, the procedure could be considered as ambiguous in 3GPP TS 24.379:

In subclause 10.1.1.2.1 for the client step 11) states that “it MAY include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229” while in the Participating MCPTT function in subclause 10.1.1.3.1.1 step 2) states that it “SHALL determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request…”.

3.4
CLARIFICATION: Selective (de)affiliation to a specific subset of groups
In the affiliation procedures in subclause 9 in 3GPP TS 24.379  it was not clear for some participants whether a PUBLISH actually meant an incremental update of the subscription to the included list of group or current actual overall subscription status (thus, self contained).
According to the following table in IETF RFC 3903 , in order to remove all groups from the server a PUBLISH request without a body and Expires header = 0 should be sent. If the client wants to perform any modification in the current status of the group affiliations a PUBLISH request with Expires > 0 value should be sent to the server
(4294967295 in MCPTT case).
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After some discussions the participants came to the common understanding that, if a MCPTT user wants to modify the current status of the affiliated groups, it will send a PUBLISH request with ALL the groups he is interested in and those not included must to be considered as NO longer interesting for the user (therefore de-affiliating the user). The Expires header value of this request will be 4294967295. If the client is no longer interested in any group, he will send a PUBLISH request without a body. This request will include an Expires header set to 0. It was not clear however what was the procedure to be carried out for refreshes. According to the table above, a PUBLISH request will be sent without a body. This will include an Expires header set to 4294967295.
3.5
CLARIFICATION: Broadcast calls release mechanism

Different implementations of broadcast group call considered an alternative behaviour for call termination. According to stage 1 3GPP TS 22.179 subclause  10.6.2.5 when the media transmission from call originating MCPTT user is complete, the broadcast Group Call should be released. However no specific reference to the broadcast call termination procedure in 3GPP TS 24.379  for the On-Network case was identified.

3.6
CLARIFICATION: Configuration of MCPTT APN

3GPP TR 24.980  v13.1.0 (2016-06) “Minimum Requirements for support of MCPTT Service over the Gm reference point” defines the “MCPTT related APN” as “an APN utilised by the MCPTT service including the MCPTT service APN for the SIP-1 reference point, an MC common core services APN for the HTTP-1 reference point and a MC identity management service APN for the CSC-1 reference point.”. Furthermore, subclauses 5.2.9.2.[1-3] in 3GPP TS 23.179  state that  “The QCI value of 69 (as specified in 3GPP TS 23.203 ) shall be used for the EPS bearer that transports SIP-1 reference point messaging”, “the QCI value 8 (as specified in 3GPP TS 23.203 ) or better shall be used for the EPS bearer that transports HTTP-1 reference point messaging” and “The dedicated bearer for voice and MCPTT-4 reference point messaging shall utilise the QCI value of 65 (as specified in 3GPP TS 23.203 )". However there is no common agreement on the characteristics of such dedicated MCPTT APN (if any): for example, whether an QCI 65 Dedicated Bearer should be automatically setup for the SIP-1 reference point or use from the beginning that QCI for the Default Bearer (considering SIP-1 traffic only). Considering that most probably the UE would have a general purpose APN for Data, an additional one for VoLTE and the MCPTT “dedicated one” the participants involved in the UNI-MC-LTE configuration test cased agreed that a reasonable approach would be the latter (following somehow a behaviour similar to IR.92 profile for VoLTE): defining a MCPTT APN a default bearer with QCI 69 and dynamically establishing via PCC (Rx/MCPTT-5) the Dedicated Bearer with QCI 65 for the media plane (audio + floor control). Such dynamic behaviour was the one tested during the plugtest.

3.7
CLARIFICATION: Encoding of <entry> “uri” attribute in REFER in pre-established sessions

The usage and description of the encoding of the body in the <entry> “uri” attribute as an HTTP request (eg. subclause 10.1.2.2.2.1 in 3GPP TS 24.379) in the resource-lists XML of the REFER for pre-established calls were considered too complex. To some partners it resulted difficult to format and more difficult to parse. There was some comment towards a possible alternative use of HTTP request as a MIME body in the multipart body of the SIP REFER message instead.

3.8
CLARIFICATION: Inclusion of Answer-Mode header in group calls

Subclause 10.1.1.2.1.2, step 8 in 3GPP TS 24.379 states that the client should check the Answer-Mode header field to determine if auto or manual commencement mode should be employed. The e2e signalling mechanism is clearly specified for private calls but apparently not that clearly for group calls. More specifically, in the originating participating function the need for stripping the header out is mentioned. Later, for the handling of the Answer-Mode header in the terminating participating function it states that “if the SIP INVITE request…. does not contain an Answer-Mode header field …” but who (the originating participating or the controlling) and under which conditions should include that header is not clearly stated.
3.9
CLARIFICATION: Specific reference to out-of-dialog REFER in the group calls using pre-established session

Subclause 11.1.1.2.2.1 in 3GPP TS 24.379  explicitly defines the out-of-dialog nature of the SIP REFER messages: "shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in 3GPP TS 24.229, IETF RFC 4488 and IETF RFC 3515 as updated by IETF RFC 6665 and IETF RFC 7647;" while subclauses 10.1.1.2.2.1 and 10.1.2.2.2.1 for group calls don’t specify. An equivalent statement should be used if that is the case.

3.10
CLARIFICATION: CMS Service Configuration Document location

How to address the Service Configuration Document is apparently not clearly stated. Therefore, would the user (XUI) it is stored under be implementation specific? If this is the case it is not clear how do the MCPTT UEs and the MCPTT server know where to retrieve this document from (i.e. both XUI and document name would be needed).

3.11
CLARIFICATION: UE (Init) configuration documents generation

In 3GPP TS 24.484, the configuration mechanism seems to mean that the UE (initial) configuration document would act as a master document while the actual documents would be generated on the fly upon a UE request. Similarly to previous case the XUI value used to request the document and the document name would be unclear. Furthermore the device management component responsible for that (Device Management/XDMS/CMS) would be also unclear.
4
Actions:

To SA6 and CT1 group.

ACTION: 
ETSI CTI kindly asks SA6 and CT1 to take into account the observations expressed in MCPTT Plugtests report.
5
Future Plugtests

2nd MCPTT Plugtests
25th June - 29th June 2018 
Sophia, France
