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Abstract of the contribution: This contribution specifies that when AMF triggers slice selection procedure, access technology being used by UE is provided as one of parameters for discovery and selection for the set of slices. 

1. Discussion
It is concluded in S1-172404, SA1 Meeting #78 as follows: 
The 5G system shall allow the operator to assign a UE to a network slice, to move a UE from one network slice to another, and to remove a UE from a network slice based on subscription, UE capabilities, the access technology being used by the UE, operator's policies and services provided by the network slice.
The access technology being used by the UE is also took into account when the operator assigns a UE to a network slice.
Therefore, to achieve finer granularity of discovery and selection for the set of slices, it is proposed that when a UE is registering over an access technology, the access technology is provided by AMF as one of parameters for discovery and selection for the set of slices to identify the allowed S-NSSAI.
2	Proposal	
It is proposed to agree on the proposed changes to TS 23.501.

[bookmark: _Toc476030860]*************** First change *********************
[bookmark: _Toc483485708][bookmark: _Toc483488140]5.15.1	General
A Network Slice may include:
-	the Core Network Control Plane and user plane Network Functions, as described in clause 4.2,
-	the 5G Radio Access Network described in TS 38.xxx [x],
-	the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.
Network slicing support for roaming is described in clause 5.15.6.
Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most 8 Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.
Editor's note:	The following text is FFS:
-	The AMF discovery and selection for the set of slices for a UE is triggered by the first contacted AMF in a registration procedure and it may lead to change of AMF. SMF discovery and selection is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks.
[bookmark: OLE_LINK1][bookmark: OLE_LINK4]Access technology being used by the UE should be provided as one of parameters when AMF triggers discovery and selection for the set of slices for a UE in a registration procedure. 
A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.

*************** Second change *********************
5.15.5.2.1.1	UE with Configured or Allowed NSSAI for the PLMN
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI f, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.
The Requested NSSAI may be either:	
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the current PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the current PLMN, or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area.
The subset of Configured-NSSAI consists of a combination of S-NSSAIs including one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present tracking area, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI consists of a combination of S-NSSAIs including one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the current registration area.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signaling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
Editor's note:	Whether NSSAI in RRC and NAS are exactly the same, is to be determined.
If the UE provides no Requested NSSAI, the network behaviour is the same as described in section 5.15.5.2.1.2.
Upon successful Registration, the UE is provided with a Temporary ID by the serving AMF. The UE shall include this Temporary ID in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
Editor's note:	Aspects of uniqueness of the Temporary ID are addressed in the discussion on registration management.
The serving PLMN may also return a new Allowed NSSAI identifying the Network Slices permitted by the serving PLMN for the UE in the current Registration Area provided by the serving AMF considering subscription information,  Access technology being used by the UE, RAN capabilities in the Registration Area and other locally available information. The UE shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
The network may individually reject an S-NSSAI provided by the UE in the Requested NSSAI with a rejection cause. The network may also indicate if the rejection is permanent (e.g. the S-NSSAI is not supported by the PLMN in at least the current registration area) or temporary (e.g. the Network Slice corresponding to the S-NSSAI is temporarily unavailable).
NOTE:	The exact details of rejection causes will be defined by stage 3.
When receiving from the UE a Requested NSSAI and a Temporary ID in RRC, if the RAN can reach an AMF corresponding to the Temporary ID, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

*************** End of changes *********************
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