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Abstract of the contribution: This contribution discusses the solution on how to support AMF stickness. One association between the GUAMI and AMF instance is introduced.
1 Discussion
1.1 Problem to be solved

In section 5.21, there are 2 FFSs:
Editor's note: Whether there is a need to change AMF in the Connected and transition from IDLE to CONNECTED mode scenario is FFS. Whether this is for a single UE or a group of UE(s) is FFS.

Editor's note: Solution to support AMF planned maintenance (graciously taking an AMF out of service) and AMF failure (unplanned) case is FFS.

For the 1st Editor’s note, there are no doubt that we need support the UE serving AMF can be changed when the UE is in connected state, e.g. for load balancing or maintenance reason. When the UE is at the transition from IDLE to Connected state, i.e. Service Request procedure, the network may have already changed the AMF instance without the UE awareness, e.g. for MICO UE. So it should also be possible to change the AMF at that time. 
If a group of UE can be moved from one AMF to another one simultaneously, it is more efficient mechanism and benefit for the AMF planned maintenance. So the AMF change per group of UE granularity should be supported if possible. In the following of this paper we focus on how to support the AMF change per group of UE granularity.
1.2 Solution Description
1.2.1 General
One AMF in the network is identified with an AMF name. It can be configured with more than one GUAMI which share the same <MCC> <MNC> <AMF Region ID> <AMF Set ID> but with different <AMF Pointer>. As such there are an association between the AMF name and GUAMI. 

When the AMF is registered on the NRF, the association between the AMF name and GUAMI is also registered on the NRF. 5G AN node build the association between the GUAMI and AMF name when the N2 interface is setup. 
Below is one example of the association between AMF name and GUAMI.
Table 1: Association between AMF and GUAMI 
	AMF name
	GUAMI(AMF pointer)
	

TNL

	AMF1
	GUAMI(AMF pointer 1)
	TNL1, TNL2

	
	GUAMI(AMF pointer 2)
	

	AMF2
	GUAMI(AMF pointer 3)
	TNL3


The AMF allocates UE’s 5G GUTI using one of its configured GUAMI. If the AMF1 want to offload part of its registered user to other AMF instance, e.g. the AMF1 want to remove the group of user associated with GUAMI(AMF pointer 2) to AMF3,
· The AMF1 notify 5G AN node the association between GUAMI(AMF point3) and AMF1 is removed. The AMF1 also notify the NRF the removal of association between the AMF1 and GUAMI(AMF point3). 
· The AMF1 notify the AMF3 that the GUAMI(AMF point3) is moved to AMF3. The AMF3 notify the 5G AN/NRF of this configuration update.
· The AMF3 notify configuration update to the peer CN NF. 

· 5G GUTI does not need to be relocated, since the new AMF(AMF3) that handles the UE now is configured with the same GUAMI(AMF pointer).
Table 2: GUAMI to AMF configuration update
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This solution does not assume how UE context is transferred from source AMF to target AMF. It is possible for either sharing UE context via UDSF, or UE context retrieval via N14. For transferring UE context via N14, source AMF may aggregate multiple UE contexts together and send to target AMF in one message.
1.2.2 CM-IDLE state handling

When a Service Request message is received from UE in CM-IDLE state, RAN derive the GUAMI in RRC message, and route the message to the selected AMF name base on the GUAMI. If the association table is changed, the UE will not be routed to the original serving AMF, i.e. AMF1, instead to AMF3. 
1.2.3 CM-Connected state handling

For Connected state UE, the AMF release the related N2AP UE-TNLA-binding for the impacted group of UE but keep the N3 connection. 
When the 5G AN receives this hybrid release indication, the UE context at the 5G AN will be kept. When an uplink message (either NAS or N2) needs to be sent to an AMF, the RAN selects AMF name according to GUAMI(AMF pointer) stored within RAN UE context and update the UE context if the selected AMF name is different comparing to the stored one. 

1.2.4 Update to other CN NFs
When the AMF communicate with the peer CN NF, it always notify the GUAMI and AMF name to the peer CN NF. 

If a group of UE(s) is moved from one AMF to another AMF, there are two mechanisms: 

· The new AMF notify the AMF and GUAMI configuration update to other selected CN NF, e.g. SMF, based on the UE context received. This notification is per NF granularity. The peer CN NF checks the impact UE context and update the related UE context, i.e. for the same GUAMI entry using the updated AMF name to replace the stored AMF name. 
· For other CN NF which has not been notified, they will route the message to the old AMF. The old AMF reroute the message to the new AMF or just reject the message. Based on that rejection, the peer CN NF will query the NRF base on the GUAMI recorded at the UE context to get the updated AMF name. 
When there are following signaling from peer CN NF need be sent to the AMF, the peer CN NF use the updated AMF name to contact with the new AMF.
2 Conclusion
In this solution, it can be easily move a group of UE from one AMF instance to another AMF instance without UE impact. It has below advantages: 
· There is no need for UE granularity message over N2 reference point for AMF reselection.
· There is no need for GUTI relocation for the AMF reselection within the same AMF group.
As such it is proposed to agree on this proposal. The related change are proposed at TS 23.501/TS23.502.
*************** Start of 1st changes *********************
5.9
Identifiers

5.9.1
General

Editor's note:
This could include describe different types of identifiers - permanent and temporary identifiers.

Each subscriber in the 5G system shall be allocated one 5G Subscription Permanent Identifier (SUPI).

Editor's note:
SUPI may be subject to enhanced privacy protection based on SA WG3 decision. The impact and adjustments needed to be done on SA WG2 is FFS.

The 5G system supports identification of subscriptions independently of identification of the user equipment. Each UE accessing the 5G system shall be assigned a Permanent Equipment Identifier (PEI).

The 5G system supports allocation of a temporary identifier (5G-GUTI) in order to support user confidentiality protection.

5.9.2
Subscriber Permanent Identifier

A globally unique 5G Subscriber Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G system.

The following have been identified as valid SUPI types for this Release:

-
IMSI as defined in TS 23.003 [19].

-
Network Access Identifier (NAI) using the NAI RFC 4282 [20] based user identification as defined in TS 23.003 [19].

NOTE:
By using the NAI, it will be possible to also use non-IMSI based SUPIs.

It is possible for a representation of the IMSI to be contained within the NAI for the SUPI e.g. when used over a non-3GPP Access Technology.

In order to enable roaming scenarios, the SUPI shall contains the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).

For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.

5.9.3
Permanent Equipment Identifier

A Permanent Equipment Identifier (PEI) is defined for the 3GPP UE accessing the 5G system.

The PEI can assume different formats for different UE types and use cases. The UE shall present the PEI to the network together with an indication of the PEI format being used.

If the UE supports at least one 3GPP access technology, the UE must be allocated a PEI in the IMEI format.

In the scope of this release, the only format supported for the PEI parameter is an IMEI, as defined in TS 23.003 [19].

5.9.4
5G Globally Unique Temporary Identity
The AMF shall allocate a 5G Globally Unique Temporary Identity (5G-GUTI) to the UE that is common to both 3GPP and non-3GPP access. It shall be possible to use the same 5G-GUTI for accessing 3GPP access and non-3GPP access security context within the AMF for the given UE. An AMF may re-assign a new 5G-GUTI to the UE at any time. The AMF may delay updating the UE with its new 5G-GUTI until the next NAS transaction.

The 5G-GUTI shall be structured as:


<5G-GUTI> := <GUAMI> <5G-TMSI>


where GUAMI identifies the assigned AMF and 5G-TMSI identifies the UE uniquely within the AMF.

The Globally Unique AMF ID (GUAMI) shall be structured as:


<GUAMI> :=  <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>


where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set.

NOTE 2:
The AMF Region ID addresses the case that there are more AMFs in the network than the number of AMFs that can be supported by AMF Set ID and AMF Pointer by enabling operators to re-use the same AMF Set IDs and AMF Pointers in different regions.

Editor's note:
Whether AMF Set ID and AMF Pointer need separate standardized fields, or can share a common code space is up to Stage 3.

Editor's note:
Mapping of the 5G-GUTI for interworking with EPC is FFS.
Editor's note:
It is assumed that Stage 3 will enable AMF implementations to support multiple GUAMIs.

The 5G-S-TMSI is the shortened form of the GUTI to enable more efficient radio signalling procedures (e.g. during Paging and Service Request) and is defined as:


<5G-S-TMSI> :=  <AMF Set ID> <AMF Pointer> <5G-TMSI>
Editor's note:
The structures of 5G-GUTI, GUAMI and 5G-S-TMSI can be removed once formally defined in TS 23.003.

5.9.x
AMF name 
The AMF instance is identified by an AMF name. It can be configured with more than one GUAMI, which share the same <MCC> <MNC> <AMF Region ID> <AMF Set ID> but with different <AMF Pointer>.
The AMF notify the AMF name and GUAMI it configures to the 5G AN node and communicated CN NF, which is stored at the UE context.
The association between the AMF name and GUAMI is also stored at the NRF.
*************** Start of 2nd changes *********************
5.21
Architectural support for virtualized deployments



5.21.1
Architectural support for N2

5.21.1.1
TNL associations

5G AN node shall have the capability to support multiple TNL associations per AMF.

Editor's note:
Whether the AMF can command the 5G AN node to use a subset of these TNL association for the first message from the UE is FFS.
An AMF shall be able to request the 5G AN node to add or remove TNL associations to the AMF.

5.21.1.2
N2AP UE-TNLA-binding

While a UE is in CM-Connected state the 5G AN node shall maintain the same N2AP UE-TNLA-binding (i.e. use the same TNL association for the UE) unless explicitly changed or released by the AMF.

An AMF shall be able to update the N2AP UE-TNLA-binding (i.e. change the TNL association for the UE) in CM-Connected mode at any time.

An AMF shall be able to update the N2AP UE-TNLA-binding (i.e. change the TNL association for the UE) in response to an N2 message received from the 5G AN by triangular redirection (e.g. by responding to the 5G AN node using a different TNL association) or by redirection via the RAN.

An AMF shall be able to command the 5G AN node to release the N2AP UE-TNLA-binding for a UE in CM-Connected mode while maintaining N3 (user-plane connectivity) for the UE at any time.

Editor's note:
Support of releasing the N2AP UE-TNLA-binding for a UE in CM-Connected is subject to feedback from RAN groups.

5.21.1.x
Association between the AMF name and GUAMIs
During the N2 interface setup procedure, the AMF notifies the 5G AN of the AMF name and GUAMI it configures. Based on that notification, the 5G AN build an association between the AMF name and GUAMI.
If the association between the AMF name and GUAMI is changed, i.e. GUAMI is configured to a new AMF, the new AMF shall be able to notify the 5G AN of this configuration update. 
*************** End of changes *********************
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