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Abstract of the contribution: This paper is to adding PFD provisioning related services in Service Based Architecture, in 3GPP TS 23.502 according to the specified service definition criteria.

*************************First Change***********************
5.2.x	PFDF Services
5.2.x.1		General 
The following table illustrates the PFDF services.
Table 5.2.2.1-1: List of PFDF Services
	NF Service
	Description
	NF service operations
	Consumer
	Reference

	Npfdf_Pull
	Retrieving PFDs.
	Retrieval
	SMF
	Clause 7.12.1 in TS 23.203

	Npfdf_Push
	Provisioning, updating and removal of PFDs.
	Provisioning
	SMF
	Clause 7.12.2 in TS 23.203

	
	
	Update
	SMF
	Clause 7.12.2 in TS 23.203

	
	
	Removal
	SMF
	Clause 7.12.2 in TS 23.203


5.2.x.2	Npfdf_Pull Service
5.2.x.2.1	General
Service description: this service operation enables the consumer NF to retrieve PFDs for an Application ID from the PFDF when a PCC Rule with an Application ID is provisioned/activated and PFDs are not available at the consumer NF.
5.2.x.2.2	Npfdf_Pull_Retrieval service operation
Service operation name: Npfdf_Pull_Retrieval
Description: the consumer NF retrieve PFDs for an Application Identifier form the PFDF. 
Known NF consumers: SMF
Inputs, Required: UE ID, Application ID.
Inputs, Optional: None.
Outputs, Required: PFDs.
See clause 7.12.1 in TS 23.203 for the details on this service operation invocation.
5.2.X.3 Npfdf_Push Service
5.2.x.3.1	General
This service operation enables the provisioning, updating and removal of PFDs associated with an application ID in the consumer NF via PFDF. Either the complete list of all PFDs of all application ID or a subset of PFDs for individual application identifiers may be managed.
5.2.x.3.2 Npfdf_Push_Provisioning service operation
Service operation name: Npfdf_Push_Provisioning
Description: Provisioning PFDs associated with the application identifier(s) in the consumer NF via PFDF. 
Known NF consumers: SMF
Inputs, Required: UE ID, Application ID, list(s) of PFDs associated the application ID(s).
Inputs, Optional: None.
Outputs, Required: Result of PFDs’ provisioning.
Output, Optional: None.
5.2.x.3.3 Npfdf_Push_Updating service operation
Service operation name: Npfdf_Push_Updating
Description: Update PFDs associated with the application identifier(s) in the consumer NF via PFDF.
Known NF consumers: SMF.
Inputs, Required: UE ID, Application ID, list(s) of PFDs associated the application ID(s).
Inputs, Optional: None.
Outputs, Required: Result of PFDs’ updating.
Output, Optional: None.
5.2.x.3.4 Npfdf_Push_Removal service operation
Service operation name: Npfdf_Push_Removal
Description: Remove PFDs associated with the application identifier(s) in the consumer NF via PFDF.
Known NF consumers: SMF.
Inputs, Required: UE ID, Application ID, list(s) of PFDs associated the application ID(s).
Inputs, Optional: None.
Outputs, Required: Result of PFDs’ removal.
Output, Optional: None.


***********************Second Change**********************
[bookmark: _Toc484168291]5.2.6	NEF Services
[bookmark: _Toc484168292]5.2.6.1	The procedure of "Device Trigger" Service
Service description: The AS requests the network to send a Device trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.
Output: the result of the delivery of the device trigger.
Service procedure:


Figure 5.2.6.1-1: Device Trigger service
1.	The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.
	The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.
2.	The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.
3.	The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.
4.	The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.
	The corresponding response message is send back to the AMF to confirm the receiving the request message.
5.	The NEF receive the Device Trigger Response from the AMF.
Editor's note:	It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.
6.	The NEF sends the Device Trigger Response to the Application Server.
5.2.6.2	PFD management service
5.2.6.2.1	Description
Service operation name: Nnef_PFD management_request.
Description: This service is used by the 3rd Party to manage PFDs into the operator network via NEF. 
Known NF consumers: AF.
Input, Required: SP Reference ID, external Application ID, PFDs, PFD operation.
Input, Optional: Allowed delay time.
Output, Required: Management result.
Output, Optional: None.
5.2.6.2.2		Nnef_PFD management_request flow
[image: ]
Figure 5.2.6.2.2-1: Nnef_PFD management_request
1. The requester NF sends management Request message (SP Reference ID, external Application ID, PFDs, PFD operation) to NEF. 
	The NEF checks whether requester NF is authorized to send management request based on register NF Identifier. The NEF also checks whether the requester has exceeded its quota or rate of management request.
2. The NEF sends management Request message  SCEF Reference ID(s), Application ID, one or more sets of PFDs and PFD operation, Allowed Delay(optional) to PFDF. Then, the PFDF creates, updates or deletes the list of PFDs for the Application Identifier into the PFDF as requested by the respective PFD operation
3a.  	 The PFDF invokes the “PFDF pull” service provided by PFDF.
3b.  	 The PFDF invokes the “PFDF push” service provided by PFDF.
4. The NEF receives the management Response message from the PFDF.
5. The requester NF receives the management Response from the NEF.
************************End of Change*******************
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