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Abstract of the contribution: Roaming architecture for Location Services requested to the VPLMN.
Introduction
The roaming reference architecture for Location Services currently assumes that the LCS client makes the request to the GMLC in the HPLMN and omits the case where the LCS client makes the request to the VPLMN. 
However, this is an important use case since this is the one that applies to emergency MT-LR. This case is supported in 2G/3G/4G in TS 23.271 as copied below.
TS 23.271 § 9.1.1A
Common MT-LR procedure in PS and CS domain for Emergency MT-LR

This clause describes how an emergency location request may be handled similarly to a normal location request. This method should be restricted to those countries where there is not a national requirement to provide location for callers who are either roaming or making a SIM-less emergency call, or making a non-registered (U)SIM emergency call. It is also appropriate to use this method to provide location for lawful intercept services where allowed by national regulation.
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Figure 9.1A: Network Positioning for an Emergency MT-LR

1)
An external LCS client which has the privacy override capability, (e.g. Emergency service provider), requests the location of a target UE from a GMLC. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client.

2)
If the R-GMLC already knows IMSI for the particular MSISDN, (e.g. from a previous location request) and the VMSC/MSC server address, SGSN address or MME address, this step and step 3 may be skipped. Otherwise, the R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of this UE.

<skip>

4)
In the cases when the R-GMLC did not receive the address of the V-GMLC, or when the V-GMLC address is the same as the R-GMLC address, or when both PLMN operators agree not to use the Lr interface, the R-GMLC does not send the location request to the V-GMLC and the step 6 is skipped. In this case, the R-GMLC sends the location service request message directly to the serving node.
If the R-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the R-GMLC address, the R-GMLC sends the location request to the V-GMLC. The location request shall contain one or several of the network addresses of the current SGSN and/or MSC/VLR, the IMSI and MSISDN of the target UE and the privacy override indicator. The V-GMLC first authenticates that the location request is allowed from this GMLC, PLMN or from this country. If not, the positioning request is rejected and an error response is returned. Otherwise, it sets the privacy indicator to "not allowed" and includes it with the POI in the Provide Subscriber Location message.

Observation 1: Location Services requested to the VPLMN need to be supported.
Discussion

For legacy technologies, the text highlighted in blue implies that the V-GLMC needs to have an interface to the HLR/HSS in the HPLMN, i.e. that Lh/SLh is deployed between VPLMN and HPLMN. Unfortunately, this is not the case in the real world for most roaming partnerships. 
There are countries where operators are mandated by regulation to offer location services to emergency service providers even for inbound roamers. However, it is not possible in practice for operators in these countries to establish a Lh/SLh interface with all their roaming partners (generally several hundreds), considering that these roaming partners have no incentive to provide these services and may not even support Lh/SLh procedures in their HSS/HLR.
Observation 2: The VPLMN needs to be able to provide location service without relying on the HPLMN.

We therefore propose an architecture for Location Services requested to the VPLMN, that does not rely on the HPLMN. It is based on using the UDM of the VPLMN to store the AMF address of inbound roamers, so that the VGMLC does not have to query the HPLMN to get this information.
***************** Start of changes **********************

B.2
Non-Roaming Reference Architecture

Figure Y.2-1 shows architectural support for location services for non-roaming scenarios using a point to point (P2P) reference point representation.

Editor's note:
The architecture for the service based representation is FFS.

Only entities directly relevant to location services are shown.
This architecture is also applicable in the VPLMN for roaming scenarios without involvement of the HPLMN.
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Figure B.2-1: Non-roaming reference architecture for Location Services

Editor's note:
It is FFS whether the NGLs reference point includes the GMLC or AMF

***************** End of changes **********************
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5. Common MT-LR procedures in CS and PS domain.
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