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1
Introduction

SA2#120 endorsed the principles in S2-172812 [1] as the basis for the way forward on N2 persistence control. 
This document focuses on the few remaining open aspects, which have been captured as Editor’s notes in [1] and proposes a way forward.
2
Discussion

2.1
Need for and details of AMF Groups
2.1.1
Background

The following Editor’s note is captured in [1]:

Editor’s note: The need for and details of AMF Groups are FFS. Whether AMF Sub-Groups need to be supported in addition is FFS.

2.1.2
Analysis

During discussions in previous meetings it became clear that multiple AMFs need to be supported that can serve a given area and network slice. This implies that an operator needs to be able to configure RAN nodes with the set of AMFs per network slice from which the RAN subsequently selects a serving AMF for UEs without a valid GUTI.

While this set of AMFs could also be referred to as an AMF Group, the key question is whether an identifier is required for an AMF Group (e.g. AMF Group ID) and whether the AMF Group ID needs to be part of the 5G GUTI in addition to the AMF ID.

The following scenarios need to be distinguished:

1)
While the UE has a valid GUTI, i.e. a GUTI that points to an AMF that is configured in the RAN, the RAN can always route based on the AMF ID in the GUTI. 
2)
When an AMF is taken out of service (see Section 2.2), the RAN may subsequently receive UE messages with a GUTI pointing to a non-existing AMF. As proposed in Section 2.2, in this case the RAN shall send the message to a different AMF. When selecting a different AMF, the RAN needs to ensure that 
the new AMF can support the same set of network slices (denoted equivalent AMF hereafter). 

The key question is whether the RAN can select an equivalent AMF in this scenario based on other available information (e.g. network slicing information that may be available in RRC signaling). If not, then adding the AMF Group ID in the GUTI would enable the RAN to select an equivalent AMF.

In the author’s understanding, discussions on network slicing related information to be provided in RRC have not been concluded yet. 

3)
If an operator deploys AMFs from different vendors and choses to configure different AMF Groups to separate those, the following scenario can occur: When the UE moves into an area where different AMFs are configured (still from the same set of vendors), the operator may want to ensure that the UE is still served by the same AMF Group (i.e. implementation). This scenario would benefit from having the AMF Group ID in the GUTI as this would enable the target RAN to select an AMF from the same AMF Group.
Conclusion 1: AMF Group ID in the GUTI may be needed to ensure that an AMF is selected that can support the same set of network slices when an AMF is taken out of service (however, this discussion is still on-going). AMF Group ID in the GUTI however also enables selection of an AMF from the same AMF Group when the UE moves into an area where different AMFs are configured. Therefore it is proposed to include the AMF Group ID in the 5G GUTI.

The other aspect raised in the Editor’s note dealt with the need for AMF sub-groups and, similarly as for AMF Groups, the need for including a related AMF Sub-Group identifier in the 5G GUTI.
The notion of sub-groups came up in previous meetings as a means to separate different implementations in the same area. However, given that multiple AMF Groups are supported, those can be used to separate different implementations. Therefore, there is no need for AMF Sub-Groups.
Conclusion 2: AMF Sub-groups are not required.
2.2
Taking an AMF out of service

2.2.1
Background

The following text is captured in [1]:

An AMF shall be able to instruct the RAN to not consider itself anymore when selecting AMFs from the AMF Group.

NOTE 2: 
This enables an operator to take an entire AMF out of service.

Editor’s note: The details of how to take an AMF out of service are FFS.
Before addressing the details of how to take an AMF out of service, it is worth discussing the scenarios to which this applies.
Two scenarios need to be distinguished:

-
Removal (and addition) of AMF resources to support dynamic scaling

-
Removal (and addition) of AMFs for operational reasons The following two sections analyze these two scenarios and propose related solutions. Section 2.2.4 subsequently addresses the related question of updating other CP NFs when taking an AMF out of service.

2.2.2
Removal (and addition) of AMF resources to support dynamic scaling

The first scenario, addition and removal of AMF resources to enable dynamic scaling, can be realized within an AMF instance. 
In this case, impacts to other nodes (e.g. due to the need to update peer nodes, e.g. the RAN, the SMF, the UDR, the, PCF, etc.) are minimized by design. Given that dynamic scaling happens within an AMF there is also no need for taking an AMF out of service for dynamic scaling operations. This is also in line with and supported by the principles endorsed in S2-172812. 
To the contrary, dynamic scaling by means of adding and removing AMFs would lead to issues including the need to update the RAN configuration at each dynamic AMF scaling operation and also implies the need to inform peer nodes (incl. the RAN, the SMF, the UDR, the, PCF, etc.) about each change of the serving AMF resulting from dynamic scaling. In other words, this approach to dynamic scaling adds system complexity and challenges without offering obvious benefits. 
Conclusion 3: Dynamic AMF scaling does not require taking an AMF out of service.

2.2.3
Removal (and addition) of AMFs for operational reasons 

From the author’s perspective, removal (and addition) of an AMF is a seldom operational event, i.e. a planned process which does not necessarily have to be completed in a very short time-frame. 
Thus, the procedure for taking an AMF out of service can leverage if the UE is interacting with the AMF anyhow (e.g. when performing a Service Request) and relocate the UE as part of this. Furthermore, the lack of very strict time requirements also imply that remaining UEs can be proactively relocated in a gradual fashion to avoid overload.

An AMF is proposed to be taken out of service as follows:
-
The AMF adjusts the weight factors towards the RAN to avoid new UEs from being assigned to this AMF
-
For UEs in CM-CONNECTED state:
-
AMF sends a relocation request (including the UE context) via N14 to a different (target) AMF.

-
The target AMF updates the N2AP UE-TNLA-binding towards the RAN, updates the GUTI towards the UE and updates other CP NFs.


-
For UEs transitioning from CM-IDLE to CM-CONNECTED state:

-
Once the UE is in CM-CONNECTED state, the steps described for the CM-CONNECTED state apply.

-
For UEs in CM-IDLE state:
-
AMF may page a UE to bring the UE to CM-CONNECTED state. Subsequently the steps described for the CM-CONNECTED state apply.

NOTE: 
Removal of an AMF is an operational task, which does not have to be completed in a very short time-frame. Therefore, and also given that the AMF is aware of the periodic TAU timers assigned to the UEs an AMF implementation can avoid paging in many cases. If the AMF pages UEs it is expected to do so gradually.

-
Alternatively, if an operator wants to avoid paging UEs, and/or for UEs that are still in CM-IDLE by the time the AMF is taken out of service (e.g. some MICO UEs) the following applies:
-
The operator removes the AMF from the RAN configuration.

-
When the RAN subsequently receives an initial UE message with a GUTI pointing to a non-existing AMF, the RAN shall send the message to 
-
a different AMF from the same AMF Group; or

-
an AMF from a different AMF Group in case no other AMFs are configured for the same AMF Group. 
-
If the new AMF has access to the UE context, it processes the UE message accordingly and updates the GUTI towards the UE.
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the UE to that AMF via the RAN.

-
If the new AMF does not have access to the UE context, then the AMF shall force the UE to re-attach.
Conclusion 4: Taking an AMF out of service is a seldom operational task, i.e. a planned process which does not necessarily have to be completed in a very short time-frame and is proposed to be supported based on the procedure described in section 2.2.3.
2.2.4
Updating other CP NFs when taking an AMF out of service

2.2.4.1
Background

The following text is captured in [1]:

An AMF may inform other CP NFs (e.g. SMF, PCF) immediately or at a later time about a change of the termination point of the related interfaces (e.g. N11, N15, etc.) for a given UE.

Editor’s note: Methods to avoid updating other CP NFs for many UEs when removing an AMF from the AMF Group are FFS.
2.2.4.2
Analysis

The previous section has concluded that taking an AMF out of service is an operational task that is not expected to happen frequently and does not have to be completed in a very short time-frame. 
In line with this, the previous section also described a procedure for taking an AMF out of service. The procedure either relocates UEs to other AMFs in response to UE activity (when the UE transitions to CM-CONNECTED) or proactively relocates UEs in CM-CONNECTED or CM-IDLE state. 
Updating other CP NFs on a per UE basis as part of this procedure is not an issue: UE activity is distributed randomly anyhow; proactive relocation can be performed gradually over time by the AMF. 

Conclusion 5: Other CP NFs can be updated on a per UE basis when taking an AMF out of service.
2.3
Need for AMF implementation specific data in the 5G-GUTI 
2.3.1
Background

The following text is captured in [1]:

Editor’s note: Whether additional AMF implementation specific data is needed in the 5G-GUTI is FFS.
2.3.2
Analysis

Thus far, no use case has been presented that justifies the need for implementation specific data in the 5G-GUTI.

Comments have been made in previous meetings that support for implementation specific data in the 5G-GUTI would enable identifying the UDSF for that UE.

However, given that UDSF identity aspects have not been discussed yet, it is too early to conclude that support for implementation specific data in the 5G-GUTI is indeed. 
It is also unclear if it is feasible to support AMFs which are entirely stateless (see the comments on handling of UE timers in Section 2.4). However, if an AMF can not be entirely stateless for a given UE, then the pointer to the UDSF for that UE can also stored in that AMF.

Conclusion 6: Support for implementation specific data in the 5G-GUTI is not required.
2.4
Support for releasing the N2AP UE-TNLA-binding
2.4.1
Background

The following text is captured in [1]:

An AMF shall be able to release the N2AP UE-TNLA-binding in the RAN for a UE in CM-Connected mode while maintaining the UE’s N3 association. This will result in the RAN and AMF releasing the N2AP UE-TNLA-binding. When the next N2 message needs to be sent for a UE for which the N2AP UE-TNLA-binding has been released, the following behavior applies: the RAN or the AMF for uplink and downlink N2 messages, respectively, shall re-select a TNL association for the UE. 

Editor’s note: Whether support for releasing the N2AP UE-TNLA-binding for a UE in CM-Connected mode is needed in addition to support for changing the N2AP UE-TNLA-binding is FFS.

2.4.2
Analysis
Thus far, no use case has been presented that justifies the need for releasing the N2AP UE-TNLA-binding instead of directly changing the N2AP UE-TNLA-binding. 

Comments have been made in previous meetings that support for releasing N2AP UE-TNLA-bindings enabled stateless AMF implementations. 
However, nothing prevents AMF implementations to store AMF session state for a UE in CM-CONNECTED state into a separate database (e.g. the UDSF) even when there is a valid N2AP UE-TNLA-binding for that UE and reinstate it on a different AMF compute entity subsequently.
It is also worth mentioning that a complete system design to support completely stateless AMFs has not been presented in SA2. One outstanding issue is for instance the handling of UE timers. Assuming that the UDSF is a pure database (in line with the current description in TS 23.501) it is not clear which entitiy would oversee and enforce UE timers for a UE in case all its state were only held in the UDSF (i.e. the AMF were stateless with respect to this UE).
Given this, the need for and potential benefits from releasing the N2AP UE-TNLA-binding are not obvious.
Conclusion 7: Support for releasing the N2AP UE-TNLA-binding for a UE in CM-Connected mode is not required. 

2.5
Support for AMF re-selection upon Service Request and periodic registration updates

2.5.1
Background

The following text is captured in [1]:

Editor’s note: Whether the RAN needs to support re-selection of an AMF during Service Request and periodic registration update and whether the AMF needs to be able to activate/deactivate this re-selection behavior in the RAN on a per UE basis or by configuration is FFS.

2.5.2
Analysis

As illustrated in section 2.2.3, when taking an AMF out of service there may still be UEs in CM-IDLE state served by the AMF by the time that AMF is removed from the RAN configuration. As a result the RAN may receive initial UE messages with a GUTI pointing to a non-existing AMF. 

Section 2.2.3 proposed that the RAN shall send the UE message to an AMF from the same AMF Group.
However, given that the condition for this behavior can be evaluated by the RAN alone (GUTI pointing to an AMF that is not configured in the RAN anymore), there is no need for the AMF to be involved in this process. 

Conclusion 8: No additional re-selection behavior is required in the RAN on top of what has been described in Section 2.2.3. AMF is not required to control any AMF re-selection behavior in the RAN.
2.6
TNL association selection during handovers

2.6.1
Background

The following text is captured in [1]:

Editor’s note: Handover-related TNL association selection needs to be added.
2.6.2
Analysis

Two types of handovers need to be distinguished: inter NG-RAN node handover with and without Xn interface. 
In the former case the first N2 message for which a TNL association needs to be selected is the N2 Path Switch message. As it gets sent by the target gNB, the target gNB is expected to select the TNL association.

In case of an inter NG-RAN node handover without Xn interface (an N2 handover), the first N2 message for which a TNL association needs to be selected is the Handover Request message. As it gets sent by the target AMF, the target AMF is expected to select th TNL association.
Conclusion 9: In case of an inter NG-RAN node handover with Xn interface, the target gNB selects the TNL association. In case of an inter NG-RAN node handover without Xn interface, the target AMF selects the TNL association.
3
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Proposal

The following changes on top of the endorsed principles in [1] are proposed.

AMF Group 

An AMF Group consists of the AMFs that serve a given area and network slice. Multiple AMF Groups may be defined per area and network slice.  

NOTE 1:
An AMF Group may also consist of a single AMF only.




Identifier aspects

The Globally Unique AMF ID (GUAMI) shall be structured as 

<GUAMI> :=  <MCC> <MNC> <AMF Group ID> <AMF ID>
where <AMF Group ID> uniquely identifies the AMF Group and 
<AMF ID> uniquely identifies the AMF within the AMF Group. 

The 5G GUTI shall be structured as 
<5G-GUTI> := <GUAMI> <NG-TMSI>.
where <GUAMI> identifies the assigned AMF and <NG-TMSI> identifies the UE uniquely within the <GUAMI>. 


An AMF shall support at least one and may support multiple AMF IDs.

The 5G-GUTI is assigned by the AMF. An AMF may re-assign a new 5G-GUTI to the UE at any time. The AMF may delay updating the UE with its new 5G-GUTI until the next NAS transaction.

TNL associations

A gNB shall be able to support one or multiple TNL associations per AMF. 

NOTE: 
The relation between multiple TNL associations and N2 management and load control features needs to be determined by RAN 3.
An AMF shall be able to request the gNB to add or and remove TNL associations to the AMF.

N2AP UE-TNLA-binding

The N2AP UE association is defined as the logical per UE association between a gNB and an AMF.

The N2AP UE-TNLA-binding is defined as the binding between a N2AP UE association and a specific TNL association.

While a UE is in CN-Connected state the RAN shall maintain the same N2AP UE-TNLA-binding, i.e. use the same TNL association for the UE unless explicitly changed by the AMF.

An AMF shall be able to update the N2AP UE-TNLA-binding, i.e. change the TNL association for the UE in CM-Connected mode at any time. This includes changing the TNL association to a different AMF.
AMF redirection is supported by either triangular redirection or via RAN.



Selecting AMFs and TNL associations when registering with the network without a GUAMI or a GUAMI not associated with the gNB

When a UE performs the Registration procedure (for initial registration, mobility registration update or periodic registration update) without a GUAMI or a GUAMI not associated with the gNB, the following steps are performed: 

1.
The gNB selects an AMF taking location, slicing information and any AMF load information into account.


2.
The RAN creates an N2AP UE-TNLA-binding for the UE by randomly selecting a TNL association from the available TNL associations for the selected AMF and forwards the UE message to the AMF via the selected TNL association.

3.
The AMF may decide to modify the N2AP UE-TNLA-binding, i.e. may select a different TNL association for the UE. The RAN stores the modified N2AP UE-TNLA-binding for future N2 messages for the UE (until the UE moves to CM-IDLE state or the N2AP UE-TNLA-binding is updated by the AMF).

Selecting TNL associations when registering with the network with a GUAMI associated with the gNB and during Service Request
When a UE performs the Registration procedure with a GUAMI associated with the gNB or when performing the Service Request procedure, the following steps are performed:

1.
The RAN creates an N2AP UE-TNLA-binding for the UE by selecting a TNL association from the available TNL associations for the GUAMI contained in the UE’s 5G-GUTI.

2.
The AMF may decide to modify the N2AP UE-TNLA-binding, i.e. may select a different TNL association for the UE. The RAN stores the modified N2AP UE-TNLA-binding for future N2 messages for the UE.



Selecting TNL associations during handovers
During an Xn-based inter NG RAN handover, the following applies

-
The target gNB creates an N2AP UE-TNLA-binding for the UE by randomly selecting a TNL association from the available TNL associations for the UE’s AMF and sends the N2 Path Switch Request to the AMF via the selected TNL association.
-
The AMF may decide to modify the N2AP UE-TNLA-binding, i.e. may select a different TNL association for the UE. The gNB stores the modified N2AP UE-TNLA-binding for future N2 messages for the UE (until the UE moves to CM-IDLE state or the N2AP UE-TNLA-binding is updated by the AMF).

During an inter NG-RAN node handover without Xn interface (i.e. during an N2 handover) the following applies:
-
The target AMF selects a TNL association from the available TNL associations for the target gNB. The target gNB creates an N2AP UE-TNLA-binding for the UE based on the TNL association selected by the target AMF.
Context transfer across AMF groups

If the AMF group of a UE has changed, and the context is not available in the new AMF (e.g. by using implementation specific means such as the UDSF), then the new AMF may retrieve the UE’s context from the UE’s previous AMF via the N14 interface. The previous AMF can be identified from the AMF Group ID and AMF ID in the UE’s 5G-GUTI.

Other interfaces

An AMF informs other CP NFs (e.g. SMF, PCF) immediately about a change of the termination point of the related interfaces (e.g. N11, N15, etc.) for a given UE.


Taking an AMF out of service

An AMF can be taken out of service as follows:

-
The AMF adjusts the weight factors towards the RAN to avoid new UEs being assigned to this AMF
-
For UEs in CM-CONNECTED state:

-
AMF sends a relocation request (including the UE context) via N14 to a different (target) AMF.

-
The target AMF updates the N2AP UE-TNLA-binding towards the RAN, updates the GUTI towards the UE and updates other CP NFs.


-
For UEs transitioning from CM-IDLE to CM-CONNECTED state:

-
Once the UE is in CM-CONNECTED state, the steps described for the CM-CONNECTED state apply.

-
For UEs in CM-IDLE state:

-
AMF may page a UE to bring the UE to CM-CONNECTED state. Subsequently the steps described for the CM-CONNECTED state apply.

-
Alternatively, if an operator wants to avoid paging UEs, and/or for UEs that are still in CM-IDLE by the time the AMF is taken out of service (e.g. some MICO UEs) the following applies:

-
The operator removes the AMF from the RAN configuration.

-
When the RAN subsequently receives an initial UE message with a GUTI pointing to a non-existing AMF, the RAN shall send the message to 

-
a different AMF from the same AMF Group; or

-
an AMF from a different AMF Group in case no other AMFs are configured for the same AMF Group. 

-
If the new AMF has access to the UE context, it processes the UE message accordingly and updates the GUTI towards the UE.

-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the UE to that AMF via the RAN.

-
If the new AMF does not have access to the UE context, then the AMF shall force the UE to re-attach.
