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Abstract of the contribution: This paper discusses the inclusion of NSSAI in RRC msg 5
1
Discussion
This paper aims at providing guidance to RAN 3 and RAN2 groups on the inclusion of NSSAI in the RRC msg5.
1.1
RRC msg5 use in CIoT and Traffic Models for Cellular IoT NAS PDU
The starting point of this paper is that in E-UTRAN, RRC msg5 is used today to carry data packets as part of the C-IoT EPS optimisations.
5.3.4B.2
Mobile Originated Data Transport in Control Plane CIoT EPS optimisation with P-GW connectivity
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Figure 5.3.4B.2-1: MO Data transport in NAS PDU

0.
The UE is ECM-IDLE.

1.
The UE establishes a RRC connection and sends as part of it an integrity protected NAS PDU. The NAS PDU carries the EPS Bearer ID and encrypted Uplink Data. The UE may also indicate in a Release Assistance Information in the NAS PDU whether no further Uplink or Downlink Data transmissions are expected, or only a single Downlink data transmission (e.g. Acknowledgement or response to Uplink data) subsequent to this Uplink Data transmission is expected.

The data packets sent over CIoT can in some cases be quite long. Expectations are that the minimum size is in excess of 20 octets and the maximum size can be bound only by the PDU carried. For IP packets this can be more than 1000 octets. This can fit in a msg5 PDCP PDU that is limited to 8188 octets (see TS36.323, section 4.3.1).
The traffic model for CIoT (se defined Annex E of TR 45.820 [4] and reproduced for clarity in Annex A of this document) allows for PDUs up to 2000 bytes, but the PDCP limits this to maximum of 1600 bytes (see TS36.323, section 4.3.1).
Observation 1: PDCP specified maximum size limits for CIOT packets sent over RRC of 1600 Bytes.

1.2
Size of NSSAI

UE may register with a limited number of Slices at a time: Assuming NR retains the maximum 8 DRBs at a time per UE from LTE, supporting more than 8 slices simultaneously would makes little sense. This means that in the worst case, a UE may request a NSSAI with 8 S-NSSAI in it.

The S-NSSAI is a combination of two pieces of information (sizes quoted here are for now FFS but this is what we are recommending):

1. The SST (Slice/Service Type) field, which identifies the slice type (mandatory, value range of 0-255), 

and 
2. The SD (slice Differentiator) field, which further differentiates Slices with same SST filed (optional, 24 bits field).

Only the SST field information is mandatory. The SD field may be omitted. With an SST range 0-255, and of the SD at most 24 bits, the size cap for S-NSSAI is 32 bits. This means that the NSSAI will, in the worst case, contain 8*32 = 256 bits of information (8 slices with SST+SD fields for all slices). If the optional SD-fields are not included, NSSAI will contain 8*8 = 64 bits of information (8 slices with only SST fields).

But in most common cases with a worst case S-NSSAI size (SST+SD), the NSSAI will consist of 1-3 slices, and will therefore have size of 32- 96 bits. Therefore, in typical cases NSSAI size <100 bits and duplicating it in NAS and RRC will take the total to < 200 bits, we are well within the capabilities of RRC msg5 and not impact meaningfully latency.
Observation 2: In typical cases with 1-3 slices indicated at RRC connection setup, the NSSAI size is below 100 bits or approximately 12 Bytes so it is much smaller than expected RRCmsg5 limits set for other features (about 2 orders of magnitude smaller .
Proposal

It is Proposed that SA2 takes this information into account where responding to the incoming RAN3 LS in R3-171394
Annex A: Traffic Models for Cellular IoT

Traffic model for Cellular IoT is defined in Annex E of TR 45.820 [4] and compiled in the table below for quick reference.

Table 4.3-1: Traffic Models for Cellular IoT
	Category
	Application example
	UL Data Size
	DL Data Size
	Frequency

	Mobile Autonomous Reporting (MAR) exception reports
	smoke alarm detectors, power failure notifications from smart meters, tamper notifications etc.
	20 bytes
	0

ACK payload size is assumed to be 0 bytes
	Every few months;

Every year

	Mobile Autonomous Reporting (MAR) periodic reports
	smart utility (gas/water/electric) metering reports, smart agriculture, smart environment etc.
	20 bytes with a cut off of 200 bytes i.e. payloads higher than 200 bytes are assumed to be 200 bytes.
	50% of UL data size

ACK payload size is assumed to be 0 bytes
	1 day (40%), 2 hours (40%), 1 hour (15%), and 30 minutes (5%)

	Network Command
	Switch on/off, device trigger to send uplink report, request for meter reading 
	0 - 20 bytes

50% of cases require UL response. 
	20 bytes
	1 day (40%), 2 hours (40%), 1 hour (15%), and 30 minutes (5%)

	Software update/reconfiguration model
	Software patches/updates
	200 bytes with a cut off of 2000 bytes i.e. payload higher than 2000 bytes are assumed to be 2000 bytes.
	200 bytes with a cut off of 2000 bytes i.e. payload higher than 2000 bytes are assumed to be 2000 bytes.
	180 days
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1b. Retrieve UE context
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