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Abstract of the contribution: This contribution adds definition to Access network discovery & selection policy and propose to transfer ANDS policy from the PCF to the UE via AMF.
1. Introduction
In 4G we defined the WLANSP selection policy as part of ANDSF policies defined in TS 23.402 and TS 24.312. In this release of the specification the only the scenario of Untrusted N3GPP is supported, however the last portion of connection seen by the UE will be the WLAN, since we are not currently assuming to have a UE capable of connecting directly via cable interface (e.g. Ethernet). In the scenario of hot spot and in fixed access, etc the UE is selecting a WLAN. 
Current WLANSP as defined in TS 23.402 includes validity conditions (validity time and validity area), and one or more groups of WLAN selection criteria (each group of WLAN selection criteria contains at least seven attributes). This can be reused in Phase 1 5G system. Other access network selection policy may be needed in the future, e.g. fixed access network selection policy.
To select a WLAN access network, the UE may also consider the following policies:

· VPLMNs with preferred WLAN Selection Rules, 

· Home Network Preferences,

· Visited Network Preferences
The above three policies can also be reused in Phase 1 5G system except the information to select a trusted WLAN access network, i.e. "S2a connectivity preference". 
Proposal #1: It is proposed to reuse WLANSP, VPLMNs with preferred WLAN Selection Rules, Home Network Preferences and Visited Network Preferences as defined in TS 23.402 as Access network discovery and selection policy except the information to select a trusted WLAN access network, e.g. "S2a connectivity preference".
2
Proposal
It proposed to adopt the following proposals and the related changes to TS 23.501.

Proposal #1: It is proposed to reuse WLANSP, VPLMNs with preferred WLAN Selection Rules, Home Network Preferences and Visited Network Preferences as defined in TS 23.402 as Access network discovery and selection policy except the information to select a trusted WLAN access network, e.g. "S2a connectivity preference".
Proposal #2: It is proposed that the Access network discovery & selection policy shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface.
BEGIN 1st CHANGES

A.3.1.8
UE Policy

A.3.1.8.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.8.2.
2)
UE Route Selection Policy(URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.8.3. The URSP policy groups of one or more of the following policies:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

The URSP and the Access network discovery & selection policy shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF does not change the URSP provided by PCF.

Editor's note:
It is FFS if part of the policies can be transferred via UDM.
Editor's note:
Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.

NEXT CHANGE
A.3.1.8.2
Access network discovery & selection policy

The Access Network Discovery and Selection (ANDS) policy is composed by the WLAN Selection Policy, VPLMNs with preferred WLAN Selection Rules, Home Network Preferences and Visited Network Preferences defined in TS 23.402 clause 4.8.2.1 for selecting non-3GPP accesses. 
The “VPLMNs with preferred WLAN Selection” rules as defined in TS 23.402 clause 4.8.2.1.7 are supported with the modification that ANDSF is replaced by PCF.

The Home Network Preferences as defined in TS 23.402 clause 4.8.2.1.7 may be provided by the UE's home operator and include information that assists the UE to select a WLAN access network and to select a PLMN for 3GPP-based authentication over WLAN with the difference that "S2a connectivity preference” is not applicable.
The Visited Network Preferences as defined in TS 23.402 clause 4.8.2.1.7 may be provided by a operator-x, which is different from the UE's home operator.

Editor's note: Whether ANDS should include additional AN identifier beside WLAN SSID is FFS .
END of CHANGES
