SA WG2 Meeting #121
S2-173367
May 15 – 19, 2017, Hangzhou, China


Source:
Samsung
Title:
AF Discovery 
Document for:
Approval
Agenda Item:
6.5.1
Work Item / Release:
5GS_Ph1 / Rel-15
Abstract of the contribution:
This document proposes text to TS 23.501 for the discovery of Application Functions inside the 5G system.

1
Discussion
This contribution proposes specification text for discovery of Application Functions during PDU session establishment procedure. As documented in TS 23.501, an Application Function 
· May influence UPF (re)selection and traffic routing (clause 5.6.7)

· Helps in support of Edge Computing (clause 5.13)

· Provides Network Capability Exposure (see clause 5.13),

· Interacts with the Policy framework for policy control (see clause 5.14)

However, all the specification text in TS 23.501 regarding Application Functions is about how the AFs interact with the 5G core network to support the above said services, but there is little mention about the discovery of AFs before they can be used in support of the above services. We believe there is a necessity for addressing the discovery of Application Functions in support of multiple applications that the UE can invoke. We propose that the discovery of AF for a session between a UE a remote origin server can be achieved in two ways:

· Static configuration of Application Function DNS in UE application by the remote origin server through out of band communication. The assumption here is that the AF is a non-trusted AF residing outside the 3GPP network

· Dynamic discovery of AF location during the PDU establishment procedure 

The dynamic discovery of AF happens as follows
1. The external application provider has prior negotation with the network operator to provision an AF inside the 3GPP network that will act as an application front end to the origin server in application provider cloud/network

2. Upon application invocation at the UE, during PDU session establishment procedure, the UE requests session set up with remote origin server

3. The remote origin server points to the location of the AF (e.g., through DNS resource records) negoatiated with the network operator. If it is a trusted AF, the UE can directly reach the AF. Otherwise, connectivity to the untrusted AF is done using NEF

4. The IP address of the AF is resolved using the configured DNS service
5. UE performs PDU session establishment with the AF and the AF acts as a proxy or gateway device to the remote origin server

We propose that the above AF discovery method be adopted into TS 23.501 specification. 
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***
BEGIN CHANGES
***
6.2.10
AF
The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see section 5.6.7),

-
Accessing Network Capability Exposure (see section 5.13),

-
Interact with the Policy framework for policy control (see section 5.14),

Editor's note:
Other functions to be added are FFS.

Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.4) via the NEF to interact with relevant Network Functions.

Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF exposes services to the other CN CP Network Functions.

Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF may use services exposed by the SMF

During PDU session establishment, an AF shall be discovered using the following two methods:
· Using a static configuration of the AF by the application provider in application installed on the UE. Such AF that is configured statically is considered to be of an untrusted AF
· Using dynamic discovery of AF during the PDU establishment procedure. UE requests for a session with the remote origin server which responds back to the UE with a pre-negotiated AF inside the operator network. The UE resolves the IP address of the AF using configured DNS service

The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.

***
END CHANGES
***
