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1 Discussion
Void.
Companion document of Tdoc S2-172920 that deals with AF influence on traffic routing.

The text in yellow supports the case where the SMF would be able to select a PCF different from the one selected by the AMF
2
Proposal

It is proposed to adopt the following in TS 23.501. 

* * * * First Change * * * * all text is new
6.3.x
PCF selection 
6.3.x.1
PCF selection for an UE or a PDU session
The PCF selection may be enforced:
-
By the AMF at the initial registration of an UE onto the AMF

-
By the SMF at the establishment of a PDU session. Whether a PCF is needed for a PDU session is configured on a per (DNN, S-NSSAI) basis in the SMF.
The AMF may when a PDU session is established provide to the SMF the identity of the PCF it had previously selected for the UE. The SMF, based on local policies may decide, for the PDU session being established, to use the PCF provided by the AMF or may decide to select another PCF.
The PCF selection function in AMF and in SMF is applicable to both 3GPP access and non-3GPP access.

The PCF selection function in the AMF and in SMF shall utilize the Network Repository Function to discover the candidate PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF or on SMF. The NRF provides the IP address or the FQDN of PCF instance(s).

The following factors may be considered to determine the candidate PCF instances:

-
The SUPI of the UE

NOTE: 
Providing the SUPI to the NRF does not mean that the NRF stores a dynamic association between the UE and the PCF serving the UE. It means that the NRF may take into account information such as the PLMN Id or the IMSI range in order to determine the candidate PCF instances

-
slicing information  : the Allowed NSSAI when the PCF is selected by the AMF and the S-NSSAI when the PCF is selected by the SMF.

-
The Selected Data Network Name (DNN).

6.3.x.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

Authorized applications may, via the NEF, provide policy requirements that apply to multiple UE (i.e. group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF. 
NOTE 1:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement

In that case, the NEF, after relevant validation of the application request (and possible parameter mapping),  stores the request from the application into the SDSF. PCF(s) that need this information are assumed to have subscribed to receive the corresponding notifications from the SDSF.
NOTE 2:
There is no actual PCF selection in that case as the PCF that need this information “register” themselves (subscribe) onto notifications from the SDSF.
When the NEF stores the application request in SDSF, the NEF associates the request in the SDSF with information allowing to later modify and delete the application request and with:
· When the request targets PDU sessions established by “any UE”:  the DNN and S-NSSAI target of the application  request,

·  When the request targets PDU sessions established by UE within a predefined/subscribed  group of UE: the DNN, the S-NSSAI and  the group of UE target of the application  request

· When the request targets RM / CM and mobility management for “any UE”:  the S-NSSAI target of the application  request

· When the request targets RM / CM and mobility management for a predefined/subscribed  group of UE:  the S-NSSAI and  the group of UE target of the application  request

Editor’s note: When the AF request targets multiple UE  there are 2 alternative solutions to provide the AF request to the relevant PCF(s). (this EN is meant to be removed after presentation of the Tdoc at SA2)
·  
Alternative A’ as in the solution described abov the EN but the NF selects a PCF that is to enforce the necessary controls and to write the request in the SDSF
· 
Alternative B: Any PCF that serves the DNN and S-NSSAI target of the AF request receive the AF request.  The PCF(s) store the AF request for usage by future PDU sessions. 
· An issue of this solution is that a new PCF deployed after the procedure would miss the AF request.
· The NEF has the content of the AF request stored. Upon notification from NRF that a PCF that may match the AF request has been deployed the NEF updates the newly deployed PCF.

The NRF is invoked to get information on suitable PCF(s) . In Alternative A one PCF is selected. In Alternative B all suitable PCF(s) are selected.

In both alternatives (A and B), All PCF that serve the DNN and S-NSSAI are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF. This § is not meant to section 6.3.x but to 23.502 CR)
6.3.x.3
Retrieving the PCF that serves an IP address

When an AF (e.g. the P-CSCF) issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix (and possibly a DNN), a functionality is needed to retrieve that PCF. 

NOTE: the functionality is not the selection of a PCF but the retrieval of the PCF that has been previously selected 

Editor’s note: Possible alternatives (this EN is meant to be removed after presentation of the Tdoc at SA2). 

When  it is expected that an AF may need to contact the PCF that serves a PDU session,

· 
Alternative C: when a PCF takes care of a UE session, it may (*) register in the SDSF the association of  the IP address of the PDU session (coupled with the DNN and S-NSSAI) with the PCF. When an AF issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix (and possibly a DNN), the AF looks up the SDSF to retrieve the identity of the PCF. 

· The PCF decides whether to register in the SDSF based on operator policies related with whether  it is expected that an AF may need to contact the PCF that serves a PDU session

· The PCF needs to remove this SDSF registration upon the release of the PDU session

· 
Alternative D: the N7 related with this PDU session is routed via a N7-N5 proxy that stores the mapping between the IP address (or IPv6 prefix) of the UE and the PCF that serves the PDU session. When an AF issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix (and possibly a DNN + S-NSSAI), the N5 request is routed via the same N7-N5 proxy that retrieves the corresponding PCF and forwards the AF request to that PCF.

· The SMF decides whether to use the N7-N5 proxy based on operator policies related with whether  it is expected that an AF may need to contact the PCF that serves a PDU session

· This alternative means that all N7 signalling goes via the N7-N5 proxy as the IP address of the PDU session  may not be needed at first contact bewten the SMF and the PCF

· Alternative C requires less signalling load but a slight change to the AF
· .

* * * * Next Change * * * *
* * * * End of Changes * * * *
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