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1 Discussion
SA2 #120 Discussion

At SA2 #120, in NAPS. S2-171800 discussion on “Routing Non-IP Data to/from Multiple UE Applications and Multiple SCS/AS’s” was presented and it was decided that no action would be taken by SA2 at meeting #120 with respect to port numbers since CT1 was developing the Reliable Data Service protocol in R14 CIoT_Ext. S2-171800 discussed the following 9 scenarios.
1. 1 UE application, 1 PDN Connection, 1 SCS/AS

2. 2 UE applications, each with a PDN Connection, sending data to the same SCS/AS.

3. 2 UE applications, each with a PDN Connection, sending data to 2 separate SCS/AS’s.

4. 1 UE application, with 2 PDN connections, sending data to 2 separate SCS/AS’s.

5. 2 UE applications, using same PDN Connection, sending data to different SCS/AS.

6. 2 UE applications, each with a PDN Connection, receiving data from the same SCS/AS’s.

7. 2 UE applications, each with a PDN Connection, receiving data from 2 separate SCS/AS’s.

8. 1 UE application, with 2 PDN connections, receiving data from 2 separate SCS/AS’s.

9. 2 UE applications, using same PDN Connection, receiving data from different SCS/AS’s.

It was discussed that the port numbers will be used as:

· A way for the SCEF to determine what SCS/AS to send the data to.

· A way for the SCS/AS to determine what application on the UE sent the MO non-IP packet.

· A way for the UE to determine what UE application to send the MT Data to.

· A way for non-IP applications to share a PDN connection.

Conclusion 1: Source and destination port numbers are a means for supporting the 9 scenarios listed above. 
oneM2M NAPS Input

In SP-160952, SA made the following request of oneM2M “To ensure that the 3GPP work on SCEF northbound API fulfils the oneM2M needs, 3GPP SA kindly requests oneM2M to provide their coherent API requirements, so that 3GPP can deliver the work accordingly.” 

In S2-171648, oneM2M asked SA2 to support APIs for Control Plane Data Delivery (NIDD) features per section 8.7 of oneM2M TR-0024.  

The 2 requirements in the listed below are from oneM2M TR-0024 and based on section 8.7 of TR-0024.  

· REQ-8.7-09: Support for identifying the UE Application (ASN/MN-CSE or ADN-AE) that is to receive the MT non-IP packet.

· REQ-8.7-10: Support for identifying the SCS/AS that is to receive the MO non-IP packet.

Conclusion 2: oneM2M has requested a way of identifying the source and destination of a non-IP packet. 
Charging Considerations
Notice that the port numbers can be captured in CDRs by the SCEF.  Thus SCEF CDR’s can later be correlated with SCS/AS charging records. 
CT1 #103 Decisions on Port Numbers

At CT1 #103, C1-171621 was approved.  C1-171621 states that “The source port number identifies the application on the originator and the destination port number identifies the application on the receiver.” However, the following note is also included: “It is FFS if the logical link will be identified by a pair of port numbers or a single port number.”

2 Proposal
It is proposed that SA2 clarify in TS 23.682 that identifiers (i.e. port numbers) in the RDS header identify the application on the originator and the destination on the receiver and that the identifiers should be recorded in SCEF CDRs. In order to ensure Rel-14 and Rel-15 compatibility, it is proposed that this update be made in Rel-14 and Rel-15. In order to ensure timely notification of CT1, this should be noted in SA2’s LS response to CT1’s LS S2-172899/C1-171966.
PAGE  
2

