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1 Introduction

In section 10 of specification 3GPP TR 23.922 version 1.0.0 two alternative solutions were proposed for providing new ‘multimedia like’ services versus legacy ‘IN like’ services in R00 networks. The first scenario advocated an ‘INAP’ based interface between legacy SCP and R00 multimedia CC network entities while the second alternative proposed the introduction of a new open interface towards R00 multimedia CC network entities. Also a list of disadvantages was included for both scenarios. 

However this list lacks important elements. This contribution considers additional benefits and drawbacks of both scenarios and promotes the ‘INAP’ scenario as the most suitable scenario for provisioning both new ‘multimedia like’ services and legacy ‘IN like’ services in an integrated way in R00 networks. In a former paragraph (comparative study) a comparison is made between the different possible solutions considering especially the roaming case. Based on the conclusions of this study, a second paragraph (proposed text) proposes the text to be included in section 7 “Service Platforms“ of specification 3GPP TR 23.821.

2 Comparative Study between the different solutions

2.1 Considering roaming of a multimedia user

2.1.1 Different solutions

The comparative study described in this paragraph is based on the roaming scenarios shown in Figure 1.
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Figure 1: Comparison of different scenarios for service provisioning in R00 networks

Note  that the interactions between CC and service shown in this figure are valid for both MO and MT calls.

The solution where the CSCF is always at home (i.e. there is never a S-CSCF, i.e. there is no interaction between CC in the Visited PLMN and service in the Home country) is not considered as the user plane of the multimedia traffic should not be sent through the Home network whenever this is possible. Hence it should always be possible to have a S-CSCF in the visited PLMN.

2.1.2 Comparison of the solutions

Roaming scenario A 

Roaming scenario A is the scenario where only new (OSA) interfaces between multimedia CC and service entities exist. In this case, two alternatives can be envisaged. 

· In case A.1 the service domain can be directly linked via OSA interfaces with both the CSCF in the Home PLMN (H-CSCF) and the CSCF in the Visited PLMN (S-CSCF). 

· In case A.2 the service domain only has access to the H-CSCF via OSA interface and the CC is split between the S-CSCF (control of the barer) and the H-CSCF (interface with the service). The interface between the H-CSCF and S-CSCF is not an OSA interface but is a specific to be defined.

Case A.1: Direct OSA interface between service in Home country and CC in VPLMN. 

In this case the following issues need to be resolved (especially in the case when the service is not rendered by the HPLMN but by a VASP):

· Security: to give the VASP access to the SCS (i.e. CSCF) (i.e. to authenticate the VASP requests as valid requests coming from a valid commercial partner), an OSA security association between the VPLMN and the VASP is needed. How can the VPLMN operator have an (OSA) security association with the VASP? The fact that the VPLMN has a roaming agreement with the HPLMN and the HPLMN has a commercial service agreement with a VASP does NOT imply that the VPLMN has a commercial service agreement with this VASP.

· Control of the call by the HPLMN: in case of a direct link between the service in the VASP domain and the call control in the VPLMN, the HPLMN looses control over the calls and the bill (because he is even not aware that a call has been established for its roaming subscriber). 

Case A.2: Split multimedia CC between Home CSCF and Serving CSCF. 

The interface with the service is provided by a CSCF in the Home PLMN. This has the following drawbacks:

· The multimedia call control is much more complicated because it has to be split between S-CSCF that controls the physical resources and H-CSCF that terminates the OSA interface. 

· The call control is specific to the mobile environment and cannot be used for fixed multimedia (the separation between Home and Serving call control is not relevant for a fixed environment).

· A new protocol between the call control in the HPLMN and the call control in the VPLMN has to be standardized, implemented and tested. Having three protocols (IN, OSA and new protocol) for almost the same purpose is certainly not the most efficient solution.

Roaming scenario B 
Roaming scenario B is the scenario with ‘INAP’ based interface between SCP and CSCF. Also in this case, two alternatives can be envisaged. 

· In case B.1 an OSA interface is provided between the service domain and the H-CSCF and an 'INAP' based interface between the SCP and the S-CSCF.

· In case B.2 the service domain interfaces to both H-CSCF and S-CSCF via an 'INAP' based interface towards a SCP.

In any alternative of roaming scenario B, an open (OSA) interface is provided on top of the SCP to let external VASP offer services using the Service Capabilities delivered by the HPLMN through a standard (OSA) interface.

'INAP' based interfaces already exist that enable the exchange of information (e.g. notification of triggers towards the service, commands from the service to the call control) between call control in the VPLMN and the service in the HPLMN. Thus in this scenario no new standard is needed for the purpose of roaming (but ‘INAP’/CAP interfaces need to be enhanced to support multimedia). This architecture is valid when the service is provided by the HPLMN and as well as when it is provided by a third party VASP. In this latter case, as the HPLMN owns the SCP, the HPLMN still has some control on the calls (i.e. it knows all elements needed to issue the bill linked to the calls). 

The main advantages of case B.2 over case B.1 lies in 

· the maximum reuse of already existing IN service deployment mechanisms, the integrated approach for service provisioning over both legacy networks and VoIP networks and the centralized management point for all service data. 

· Case B.1 would imply to standardize, develop and operate both an IN and an OSA interface on top of the CSCF.

2.1.3 Conclusion: selection criteria for the solution to be chosen by 3GPP

From the study above it can be concluded that the selection criteria to make the best choice for the  interface between multimedia CC and service are:

1. The user plane of the multimedia traffic should not be sent through the Home network whenever this is possible.

2. An open (OSA) interface is provided by the H-PLMN to let external VASP offer services using the Service Capabilities delivered by the HPLMN through a standard (OSA) interface.

3. The HPLMN should always be able to have a kind of control on multimedia calls involving  one of its subscribers and should have all the elements to charge calls even if these calls imply service in a VASP and multimedia CC in another PLMN.

4. The fact that the VPLMN has a roaming agreement with the HPLMN and the HPLMN has a commercial service agreement with a VASP should NOT imply that the VPLMN has a commercial service agreement with this VASP to let the service logic in the VASP control the Calls of users handled by a CSCF of the VPLMN.

5. The CC should not be split (between CC in the Home and CC in the serving network) due to the need of the interface between CC and service.

6. The solution should avoid to standardize, develop and operate 2 different interfaces between the CSCF and the service environment.

2.2 Comparison not linked with roaming: Support of legacy and multimedia services in R00 networks

In what follows two possible architectures for service provisioning in R00 networks are discussed. The first scenario (section 2.2.1) proposes (only) OSA interface between service and multimedia CC (CSCF) while the second alternative (section 2.2.2) advocates an ‘INAP’ based interface between SCP and all (multimedia and CS domain CC, PS domain bearer control(*)) R00 network entities.

Note:  (*)It shall be noted that the Operator Specific Services defined for the PS domain are still available and apply for the access bearers towards the Multimedia domain. This will for instance enable the pre-paid charging of the PS domain bearer. 

As indicated in the sections below, option B (section 2.2.2) allows existing services to be upgraded to provide 3G users with a seamless transition of familiar 2G services, especially whilst roaming. Option A (section 2.2.1) does not have this advantage but does not require any INAP modification. 

2.2.1 Roaming scenario A: (only) OSA interface between service and multimedia CC (CSCF)

For this scenario, there is a direct (only) OSA interface between service and multimedia CC (CSCF) while for CS domain and PS domain services an SCP is used between the MSC (server) / SGSN and the service environment.

The problem is that for multimedia, the SCP  Service Capability Features are not all available via the CSE as there is no underlying protocol between the CSE and the multimedia call control. To provide the same functionality provided by existing legacy services, new applications will have to be created that make some limited use of the Service Capability Features that may be offered by the CSE (e.g. database lookup), plus Service Capability Features offered in the CSCF (e.g. call control).
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Figure : Functional Architecture for option A

2.2.1.1 Advantages

· An open interface based on OSA concepts. APIs that may interface with the CSCF and the CSE are expected to become available allowing specific protocols to be hidden from the service/application designers.

· Easier deployment of new/enhanced services for pure multimedia applications.

2.2.1.2 Disadvantages

· When considering existing CSE based services, little re-use is made of already standardized protocols, and of already deployed services and processes. More significantly, new processes and protocols must be re-defined and re-implemented for services that already exists, increasing development and ownership costs.

· Requires new applications on an application server to be created in order to support legacy services.

· No integrated service support across CS & PS domain on one hand  and multimedia domain on the other hand..

· No integrated management of subscriber/billing data across legacy and VoIP networks.

2.2.2 Roaming scenario B: Interface Application Servers – SCP(OSA); Interface SCP – ROO CC network entities (‘INAP’)

In option B, the classical IN model is extended to include the CSCF as a node capable of supporting a service switching function and a transaction based protocol (TCAP) with CAP (possibly carried over IP). 

Conceptually, a new functional entity is introduced between the CSCF and the CSE. This functional entity, called a softSSF contains SSF, VLR and CCF functionality. 

The CSE is able to offer services via defined open interfaces based on OSA principles. These services can be implemented by the CSE via the CAP interfaces to the SGSN and the softSSF. 
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Figure 7-2-1: Functional Architecture to support option B

2.2.2.1 Advantages

· Maximises the re-use of existing functional entities (gsmSSF), protocols (CAP) and (already deployed IN) services. Such reuse decreases the development and ownership costs allowing existing familiar 2G services to be provided to 3G users from an early stage.

· Minimum changes to the CSE for the support of legacy services. There are several IN/CAMEL services already deployed such as PrePaid, VPN, Mobile Number Portability, etc which can be used in a multimedia over IP network.

· One central management point (traffic management, security, authentication, logging,…) for both legacy and VoIP networks. It is much easier to execute maintenance/service consistency checks across legacy and VoIP networks if they are centrally managed.

· If service provisioning for both VoIP and legacy networks is done through the same element CSE, existing service logic (legacy IN services) can be reused for VoIP networks and existing service creation mechanisms can be modularly extended to also cover the development of VoIP services. 
· Integrated management of subscriber information for both VoIP and classical IN services. This is a key requirement that will enable VHE to provide truly personalized service portability across network boundaries and between terminals.
· Integrated billing for both VoIP and legacy services. In traditional IN service provisioning the SCF is involved in on-line controlling of charging parameters (e.g. control of level of credit limit for Prepaid). As the SCF/CSE is a central element across both legacy and VoIP networks in option B, it could fulfill the same functions related to charging in VoIP networks and provide consistency with what happens in the legacy networks under its control. Thus integrated handling of legacy and new VoIP services provides the user with the advantage of receiving only one bill for his total service portfolio.
· Integrated deployment of combined VoIP/legacy services based on the VHE open interfaces standards on both VoIP and legacy networks. Without a central point between the VHE open interfaces and the VoIP/legacy networks new, services would have to be created/deployed onto the two networks separately. Thus services have to be created only once for both VoIP and legacy networks at the same time. They can consequently be downloaded via the SCF/CSE onto each of the two networks. 

· This approach is in line with the work currently underway in ETSI SPAN 3 (Services and Protocols), in particular a work item addressing IN support for voice over IP and associated protocols in association with the TIPHON project. The study will investigate how an H.323 gatekeeper can act as a virtual Service Switching Point (SSP). It is worth noting that ETSI plans to harmonize the fixed line IN protocol (ETSI Core INAP CS3.1) and mobile equivalent (CAP Phase 3) into a common protocol targeted for ETSI Core INAP CS4.

2.2.2.2 Disadvantages

· Introduces new functional entity  ‘softSSF’, which provides the necessary mapping between the CSCF and the CSE and requires an evolution of the INAP protocol to support multimedia.

2.2.3 Conclusion: selection criteria for the solution to be chosen by 3GPP and proposal of choice

From the study above, it can be stated that a decision criteria should fulfill the following criteria

1. The solution should allow the operator to integrate CS & PS & Multimedia domain services, and to integrate the billing and the management (provisioning, traffic management, security, authentication, logging,…) of these services without requiring to re-develop existing services.

From the study above, it can also be concluded that option B (IN based) more naturally fulfills this requirement.

2.3 Proposal: 

It is proposed to add the following text  (with revision marks)in section 7 of 23.821

7.2 Interface between service and multimedia CC

7.2.1 Selection criteria for the solution to be chosen by 3GPP

The selection criteria to make the best choice for the  interface between multimedia CC and service are:

2. The user plane of the multimedia traffic should not be sent through the Home network whenever this is possible.

3. An open (OSA) interface is provided by the H-PLMN to let external VASP offer services using the Service Capabilities delivered by the HPLMN through a standard (OSA) interface.

4. The HPLMN should always be able to have a kind of control on multimedia calls involving  one of its subscribers and should have all the elements to charge calls even if these calls imply service in a VASP and multimedia CC in another PLMN.

5. The fact that the VPLMN has a roaming agreement with the HPLMN and the HPLMN has a commercial service agreement with a VASP should NOT imply that the VPLMN has a commercial service agreement with this VASP to let the service logic in the VASP control the Calls of users handled by a CSCF of the VPLMN.

6. The CC should not be split (between CC in the Home and CC in the serving network) due to the need of the interface between CC and service.

7. The solution should avoid to standardize, develop and operate 2 different interfaces between the CSCF and the service environment.

8. The solution should allow the operator to integrate CS & PS & Multimedia domain services, and to integrate the billing and the management of these services without requiring to re-develop existing services.

7.2.2 Interface between Multimedia CC and service

The classical IN model is extended to include the CSCF as a node capable of supporting a service switching function and a transaction based protocol (TCAP) with CAP (possibly carried over IP). Some changes to CAP can be expected to take into account the impact of the underlying IP call control.

Conceptually, a new functional entity is introduced between the CSCF and the CSE. This functional entity, called a softSSF contains SSF, VLF and CCF functionality. 

The CSE is able to offer services via defined open interfaces based on OSA principles. These services can be implemented by the CSE via the CAP interfaces to the SGSN and the softSSF. 

This option benefits for the extensive re-use of standardized process (gsmSSF), protocol (CAP) and already deployed services. 
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