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Introduction

Mobile IP in IPv4 is an option in R99. One of the open issues mentioned 23.821 is the relation between Mobile IP and the R00 architecture. The purpose of this paper is to describe how Mobile IP could work in R00 and also to identify potential problems.

Discussion

IP mobility support, or Mobile IP, as it is more commonly known, allows a mobile node to maintain connectivity to the Internet or to a corporate network using a single and unchanging address (its home address) even when the link layer point of attachment is changing.

When the mobile node moves from the home network to a foreign network it registers with its Home Agent (HA) an IP address that the HA can use to tunnel packets to the mobile node (the Care Of Address (COA)). The HA intercepts packets addressed to the mobile node’s home address and tunnels these packets to the COA. No interaction with UMTS location registers is required.

The COA can be a dedicated address each mobile node gets in the visited network (collocated-COA). In this case the mobile node is the tunnel endpoint. Otherwise, the COA is an address advertised (or retrieved in some other way) by a Foreign Agent (FA). In this case it is a FA-COA and the FA is the tunnel endpoint. The FA extracts packets from the tunnel and forwards them to the correct logical link in order to deliver them to the appropriate mobile node. Hence at the FA some interaction with link layer mechanisms/functionality of the access network is in order. 

In the R00 architecture a Foreign Agent will still be co-located with the GGSN. Registration and routing will work the same as for Mobile IP defined in R99. 

At our previous meeting in Mexico (SA2#11) there were two documents
 discussing the “CSCF discovery problem” and a proposed solution to the problem.  It is a general problem, i.e. not only for Mobile IP, concerning how to find the IP addresses of some servers or service specific entities. The proposed solution with a multicast proxy will probably not work for Mobile IPv4 and hence a workaround is needed. The problem is with multicasting for a Mobile IP terminal. A Mobile IP terminal which sends multicast datagrams directly on the visited network must use a co-located care-of-address as the IP-source address. As an alternative the Mobile IP terminal tunnels the multicast datagram to its home agent and must use its home address as the IP source address. 

Conclusion

Mobile IP v4 step 1 is possible to implement in a R00 architecture. However, this requires that the CSCF discovery mechanism has been aligned with Mobile IP. Additionally, the R00 architecture must be such that a visiting Mobile IP terminal is able to pursue ME/HSS communications. 
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