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Introduction

Mobile IPv4 step 1 is an option in R99. The purpose of this paper is to describe how Mobile IP step 2 could work in R00 and also to identify changes to current specifications.

Discussion

IP mobility support, or Mobile IP, as it is more commonly known, allows a mobile node to maintain connectivity to the Internet or to a corporate network using a single and unchanging address (its home address) even when the link layer point of attachment is changing.

When the mobile node moves from the home network to a foreign network it registers with its Home Agent (HA) an IP address that the HA can use to tunnel packets to the mobile node (the Care Of Address (COA)). The HA intercepts packets addressed to the mobile node’s home address and tunnels these packets to the COA. No interaction with UMTS location registers is required.

The COA can be a dedicated address each mobile node gets in the visited network (colocated-COA). In this case the mobile node is the tunnel endpoint. Otherwise, the COA is an address advertised (or retrieved in some other way) by a Foreign Agent (FA). In this case it is a FA-COA and the FA is the tunnel endpoint. The FA extracts packets from the tunnel and forwards them to the correct logical link in order to deliver them to the appropriate mobile node. Hence at the FA some interaction with link layer mechanisms/functionality of the access network is in order. 
Mobile IP Step 2

The Step 2 introduces a further optimisation to the Step 1. In Step 2 the GGSN may be changed during a session in order to optimise the route. 

The SGSN has the control of the change. It can change the GGSN for instance after an inter-SGSN handover to optimise the route from the new SGSN to a more optimal GGSN. If there is not a more optimal GGSN available the SGSN will not change the GGSN. The SGSN has the information about the GGSNs that are in its domain, thus avoiding the change to a GGSN that has no FA.

In the Figure 1, an example of a GGSN change is described. The GGSN change is controlled by the SGSN. The GGSN change would naturally be done after SGSN handover.
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Figure 1 The GGSN/FA handover

The scheme works as following:

A) 
After a SGSN handover, a Step 2 SGSN has the possibility to change the GGSN/FA. The decision is based on the SGSN's knowledge of the GGSNs that it has. How the SGSN knows about the GGSNs that have a Foreign Agent is not relevant here. If the decision is negative, the PDP Context is kept as normal and the old GGSN is kept. Hence, the Step 2 SGSN functions as a Step 1 SGSN. On the other hand, if the handover is decided to be performed, the GGSN handover is proceeded as following.

1.
The new SGSN sends a Create PDP Context Request to the new GGSN with the information that the PDP Context is a Mobile IP PDP Context. The information of the type of the context is put in the APN field as described for Step 1.

2
The new GGSN answers with a Create PDP Context Response and creates the connection between the Foreign Agent and the new PDP Context.

B) 
After successful creation of the new PDP Context, a timer can be set. The timer counts time until the old PDP Context is deleted. This allows the datagrams that arrive at the old GGSN/FA to be forwarded to the UE.

3.
The new SGSN sends a Delete PDP Context Request to the old GGSN.

4.
The old GGSN deletes the PDP Context and responses to the request with a Delete PDP Context Response.

5.
The Foreign Agent sends the UE an Agent Advertisement as defined in [RFC2002].

6. Agent registration is performed as defined in [RFC2002].

The function of the timer B) is to allow the datagrams to flow to the UE from the old GGSN/FA for a set period of time. The timer can also be set to zero to mark the absence of a timer. Hence, the PDP Context to the old GGSN is deleted immediately after the new PDP Context is created.

Changes to current specifications

· It should be possible for a SGSN to send a “Create PDP Context Request” without having received an “Activate PDP Context Request” from the MS. 

· It should be possible to include a TFT in the SGSN PDP Context. At an Inter SGSN RA update the PDP Contexts are moved over to the new SGSN (“SGSN Context Response”). If the TFT is included the new SGSN will be informed of the TFT. As it is today the TFT is provided to the SGSN by the MS in “Secondary PDP Context Activation Procedure” and forwarded in “Create PDP Context Request” sent from the SGSN to the GGSN. With this enhancement the new SGSN can inform the new GGSN of the TFT.

· It should be possible to send “Delete PDP Context Request/Response” between the old GGSN and the new SGSN without sending “Deactivate PDP Context Request/Accept” between the MS and the new SGSN.

Proposal

It is proposed that the section “Mobile IP Step 2” of this contribution is included in 23.821 ch. XX

