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1	Discussion
Void.Update the Interim agreement to 
1. Ensure common procedures with 3GPP access
2. Support multiple simultaneous PDU sessions and PDU sessions of non IP type
3. User plane stack
· An UE may set up multiple simultaneous PDU sessions in association with a single IKE session, Regardless how many PDU sessions the UE has, there is only one IKE security association between the UE and N3IWF.
· An UE is able to set-up PDU session for non IP services over an untrusted non-3GPP access
· 	It shall be possible to isolate the traffic of different PDU sessions via different IPSec tunnels (CHILD SA) set-up over NWu. It shall be possible to isolate the traffic of different FPI/FII within a PDU session via different IPSec tunnels (CHILD SA) set-up over NWu
 CHILD SA need traffic filters. Such traffic filters (especially when separating PDU sessions from each other or when dealing with non IP traffic) cannot refer to the IP address ranges within the DN. They cannot also refer to the source IP @ of the UE (especially when dealing with non IP traffic or when considering that an IPSec implementation may not accept as a source IP @ an IP @ it has not allocated itself), Thus a multiplexing layer is needed above IPSec . Filters related with CHILD SA refer to the IP @ allocated to the UE during the IKE SA set-up and to information within this multiplexing layer
2	Proposal
It is proposed to modify TR 23.799 as follows… 

[bookmark: _Toc465679957]8.8.2	Interim Agreements on common AN-CN interface
The following list contains the current agreements on the common AN-CN interface:
1.	Non-3GPP accesses are either embedded into the NextGen RAN (referred to as "non-standalone" non-3GPP accesses) or are deployed outside the NextGen RAN (referred to as "standalone" non-3GPP accesses).
2.	The "non-standalone" non-3GPP accesses are outside the scope of this TR. The stage-2 aspects of "standalone" non-3GPP accesses are in the scope of this TR shall be defined by SA2.
3.	A standalone non-3GPP access may support both trusted and untrusted non-3GPP accesses. However, currently only untrusted non-3GPP accesses are considered. Trusted non-3GPP accesses will be considered at a later phase of this work.
4.	The NG2/NG3 interfaces are used to connect the standalone non-3GPP accesses to CP functions and UP functions respectively.
5.	In this release it is assumed that UEs that access the NextGen CN over non-3GPP access utilize the 3GPP NextGen NAS signalling. 
6.	In this release it is assumed that UEs that access the NextGen CN over non-3GPP access are dual radio and can simultaneously connect to both a 3GPP RAN and the untrusted Non 3GPP AN;

67.	The following high-level architecture is used for standalone untrusted non-3GPP accesses. The details of this architecture will be specified in this TRrefined in the normative phase. 
NOTE 1: 	The name of N3IWF may need to change.

Figure 8.8.2-1: High-level architecture for standalone untrusted non-3GPP accesses
8. The support of the access to NGC via a N3IWF may use only a subset of the NG2 procedures and parameters used in case of 3GPP access. 

9	Over untrusted non-3GPP access:
a)	The UE discovers and selects the N3IWF with the similar procedure as the ePDG selection in TS 23.402 [17].
b)	The UE uses IKEv2 to establish an IPsec tunnel with the selected N3IWF. During this IPsec tunnel establishment the UE is authenticated to the NextGen CN via NG2.
c)	After authentication, NAS messages are exchanged between the UE and CP functions via the established IPsec tunnel and via NG2. The N3IWF transparently forwards the NAS messages via NG2. The NAS message are protected by the same kind of security mechanisms than used over a 3GPP access.. Once the UE has received a NAS Security Mode Command, NAS messages and procedures used by the UE should be the same than used over a 3GPP access. 
d)	It shall be possible to ensure that the UE is not aware of the address of the NAS termination in the NGC as, to transfer NAS over NWu, the UE uses NAS addressing information (e.g. IP address and transport port) provided by the N3IWF during the IKE set-up. Such addressing information may hide the actual address of the NAS termination.
ed)	IKEv2 and IPsec are used on the interface between the UE and the N3IWF but additional protocols may be specified if needed.
fe)	The N3IWF does not need any subscription data. Subscription data are only needed by other entities in the NGC (like AMF, SMF,…)
g)	An UE may set up multiple simultaneous PDU sessions in association with a single IKE session, Regardless how many PDU sessions the UE has, there is only one IKE security association between the UE and N3IWF.
h)	An UE is able to set-up PDU session for non IP services over an untrusted non-3GPP access
i)	It shall be possible to isolate the traffic of different PDU sessions via different IPSec tunnels (CHILD SA) set-up over NWu. It shall be possible to isolate the traffic of different FPI/FII within a PDU session via different IPSec tunnels (CHILD SA) set-up over NWu
j)	The protocol stack over NWu is as follows
-	The lower IP layer (below IPSec) uses the IP address allocated by the non 3GPP access to the UE (via means out of scope of 3GPP) and the IP address of the N3IWK (discovered and selected with similar procedure as the ePDG selection in TS 23.402)
-	Above the IPSec layer there is a NWu multiplexing layer on top of IP. The IP address used for the UE is the one allocated by the N3IWK to the UE during the IKE set-up. The IP address used for the ePDG is the one provided by the N3IWK to the UE during the IKE set-up.
Editor’s Note: The definition of the NWu multiplexing layer is FFS. This could be left for stage 3
Editor’s Note: Whether QoS information is carried over the NWu multiplexing layer is FFS
· Above the NWu multiplexing layer, PDU as exchanged over NG6 are transferred. These PDU may correspond to IPv6 packets, Ethernet frames, etc… depending on the pDU session Type
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10	SSC mode and mobility between 3GPP and Non 3GPP access
a)	In order to support SSC mode 1 between 3GPP and Non 3GPP access, it is needed that a PDU session for which the UE requires the transfer between 3GPP and Non 3GPP access is served by the same SMF over both accesses.

8.	Open issues for untrusted non-3GPP access:
a)	Details of the Attach procedure: (a) NAS messages in EAP packets, (b) NAS messages in IKEv2 packets, (c) interworking between IKEv2 and Attach, (d) NAS Attach sent over IP after initial UE authentication at IPSec tunnel establishment.
b)	The user-plane model.
c)	For the control-plane, identify if there is need for a 3GPP-defined protocol between UE and N3IWF.
* * * * Next Change * * * *
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