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Abstract of the contribution: The contribution updates solution 6.17.1 for Key Issue 17 in idle mode and proposes an evaluation of the solution.

1	Proposal
It is proposed to add the following text to the TR 23.799 “Study on Architecture for Next Generation System”.
[bookmark: _Toc439686353][bookmark: _Toc439745371][bookmark: _Toc316022751]>>>Start of changes<<<<
[bookmark: _Toc463017247]6.17.1	Solution 17.1: Network discovery and selection in idle mode
This solution applies to Key Issue 17 - 3GPP architecture impacts to support network discovery and selection. This solution introduces the high-level solution for network discovery and selection in idle mode.
The solution is based on the following concepts in addition to concepts already included for network selection in the EPS:
-	Network selection and discovery refers to discovering and selection a network in terms of network identifier (e.g. PLMN) and, when applicable, RAT combination.
-	Network selection and discovery considers the support of network slice types and/or network slice instances in the network. The UE takes into account which network slice types and/or network slice instances, or network slice types, are supported by each network during network selection. Discovery of the supported slice types and/or slice instances in a given network may happen e.g. by provisioning, dedicated NAS signalling, overhead broadcast information or other discovery mechanisms. The information provided to the UE via provisioning, dedicated NAS signalling or other discovery mechanisms may also include the network slice types and/or network slice instances supported by the serving network. 
Editor's note:	it is FFS if support of slicing in a network refers to support of a specific type of slice or a specific slice instance
-	The need to connect toInitiation, and disconnection from,termination of a network slice or network slice instance at the UE sideservice may trigger network reselection. Addition or removal of support of a network slice type or network slice instance support at the network side may trigger network reselection. Network discovery and selection allows, conditional to the UE's radio capabilities, the selection of a RAT different from the current RAT on which the UE is camped to connect to a different network slice or network slice instanceinitiate a service, taking into account the network slice or network slice instanceservice characteristics and the UE's context (e.g. speed, location, etc.).
-	The network discovery and selection framework enables the association between a specific partner network, and one or more network slice types or network slice instancesservices, with an assigned priority for network selection for in-network roaming. Under control of the HPLMN, the network discovery and selection framework enables the HPLMN to steer the UE to a partner network (unconditionally or for a specific network slice type or network slice instanceservice) even when HPLMN coverage is available.
[bookmark: _Toc463017248]6.17.1.1	Architecture description
The solution is based on the architecture described in figures 6.17.1.1-1 and 6.17.1.1-2.


Figure 6.17.1.1-1: Non-roaming architecture for network discovery and selection


Figure 6.17.1.1-1: Roaming architecture for network discovery and selection
The following reference points are assumed for the proposed solution description:
NG1: Reference point between the UE and the CP functions
NG2: Reference point between the AN and the CP functions
NG8: Reference point between the CP-CN NS Function and the CP-CN Policy Function
NG9: Reference point between the UE NS Function and the CP-CN NS Function
NG10: Inter-PLMN CP-CN NS Function Reference point
Editor's note:	It is FFS whether reference point between the CP-CN NS Function and the CP-CN Policy Function is required, i.e. whether the CP-CN NS Function is subset of the CP-CN Policy Function.
The functional entities in the architecture are defined as follows:
-	CP-CN NS: the Control Plane CN Network Selection function is in charge of determining the content of, and conveying to the UE, the NDS policies about network discovery and selection.
-	UE NS: the Network Selection function at the UE is in charge of:
1)	selecting a network to camp on upon power-up or recovery from lack of coverage;
2)	assessing whether a new network needs to be selected upon request to connect to a new network slice/network slice instance, or upon disconnecting from a network slice/network slice instanceservice initiation/termination;
-	CP-CN Policy: the Control Plane CN Policy function implements CN policing and control.
The policies may consist of the following information about network discovery and selection:
1)	Preferred networks list, where a network is defined as a network identifier (e.g. PLMN, WLAN SSID), when applicable, RAT type, and optionally frequency information;
2)	List of services/network slice types and/or network slice instances supported by each network, optionally with associated information (e.g. RAT associated to the network slice type or network slice instance);
3)	Priority associated with each network for a given network slice type or network slice instanceservice, relative to other networks which also support the same network slice type or network slice instanceservice;
4)	Optionally, a validity Condition specifying when/where a particular policy is valid (e.g. PLMN, time, location and RAN specific parameters). If this information is not included, the NDS policy is always considered as a valid.
Editor's note:	It is FFS whether NDS policies include core network information (e.g. EPC or NextGen). It dependent on the solution to Key Issue #18: Interworking and Migration.
[bookmark: _Toc463017249]6.17.1.2	Function description
The solution is based on the following model:
-	The CP-CN NS function determines the contents of the information to be conveyed to the UE for network discovery and selection. The CP-CN NS function may interact with the CP-CN Policy function to make this determination. The actual interaction depends on how dynamic the information conveyed to the UE is.
-	The CP-CN NS function conveys the information necessary for network discovery and selection listed above to the UE via one or more of the following means: OTT mechanisms, pre-provisioning in the USIM, UE-implementation specific means, or dedicated NAS signalling.
Editor's note:	How the CP-CN NS function conveys the information to the UE is FFS. It could include e.g. OOT mechanisms, pre-provisioning in the USIM, UE-implementation specific means, dedicated NAS signalling, or dedicated RRC signalling.
-	Upon power-up, the UE NS function selects an initial network (PLMN + RAT combination) to camp on based on default preferred network slice typeservice(s) or network slice instance(s) configured at the UE, and the UE's context;
-	After the UE has registered to a network, the CP-CN NS function may update the list of network slice types and/or network slice instances supported by the serving network via dedicated NAS signalling. This information is associated via a validity condition (e.g valid for 1 day, in the current TA only).
-	Upon a network slice or network slice instance being added or removedservice initiation/termination, the UE NS function assesses whether a new network (PLMN + RAT combination) needs to be selected. Impact to on-going connectivity to other network slices or network slice instancesservices must be taken into account, for instance based on the provisioning of relative priorities assigned to different network slice types or network slice instancesof services at the UE.
Editor's note:	impact on non-3GPP accesses is FFS
[bookmark: _Toc463017250]6.17.1.3	Solution evaluation
This solution successfully fulfills the following requirements for Key Issue 17:
-	The solution introduces a network discovery and selection mechanism for 3GPP accesses in idle mode for both roaming and non-roaming scenarios
-	The solution defines the information that needs to be provided to the UE for network discovery and selection (NDS_WT_#2.1) and how it is provided to the UE (NDS_WT_#1.2)
-	The solution defines the entities involved in network discovery and selection (the UE, the CP-CN NS Function, the CP-CN Policy Function), their interaction (NDS_WT_#1.1) and which entity enforces NDS decisions (the UE, NDS_WT_#1.3)
-	The solution enables the operator to steer the UE to a specific network for a particular network slice type or network slice instance to enable in-network roaming (NDS_WT_#2.2)
-	The solution enables PLMN selection based on operator policy including network supported slice types or network slice instance, multiple radio capability, and priorities between preferred partners (NDS_WT_#2.3)
-	The solution enables the UE to select multiple networks simultaneously so as to "obtain services from more than one network simultaneously on an on-demand basis” (NDS_WT_#2.4)
-	The solution identifies the format of rules for network discovery and selection (NDS_WT_#2.5)
-	The solution identifies the attribute types and metrics that may be present into network discovery and selection rules (NDS_WT_#2.6)
-	The solution provide a way to decide on rules interactions via the provisioning of validity conditions (NDS_WT_#2.7)

This solution does not address the following requirement for Key Issue 17:
-	network discovery and selection for non-3GPP accesses
-	network discovery and selection for transitions from a 3GPP access to a non-3GPP access or vice versa

This solution has the following advantages in relation with other key features:
· Support of network slicing (Key Issue 1):
The solution optimises network selection for network slicing by:
· enabling the UE to know which network slice type(s)/network slice instance(s) are supported by a given network prior to attempting to register to that network
· enabling the operator to provide the UE with an updated list of network slice type(s)/network slice instance(s) after the UE has registered to the network
· enabling the UE to trigger network selection when a new network slice type/network slice instance is added
· enabling the operator to assign a per-network priority level for a specific network slice type/network slice instance
· Support of in-network roaming (as defined in TR 22.864 [7], clause 5.6.1):
The solution enables in-network roaming by enabling the operator to steer the UE to a specific network for a particular network slice type or network slice instance. This is achieved by assigning the highest priority level to that specific network for the network slice type or network slice instance in the NDS policies provisioned to the UE.

This solution has the following impacts:
-	UE: must support:
-	reception and storing of the NDS policies
-	selection of a network per the provisioned NDS policies upon power-up or recovery from lack of coverage
-	potential network reselection upon connecting to/disconnecting from a new network slice or network slice instance
-	update of NDS policies when received via dedicated NAS signalling
-	CP-CN NS Function: must support:
-	determining the content of the NDS policies
-	conveying to NDS policies to the UE
Editor's note:	This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

>>>End of changes<<<<
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