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<<<<<<<<<<<<<<<< START OF 1st CHANGE >>>>>>>>>>>>>>>>
J.1
General

This annex includes additional clarifications when the IP-CAN corresponds to a WLAN access to EPC.

In this Release of the specifications, for UE detected emergency sessions:

-
Emergency sessions are only supported over WLAN access to EPC in following case:

-
Since emergency sessions over WLAN access to EPC support a limited set of features then the UE shall issue an Emergency session over WLAN access to EPC only when it has failed or has not been able to use 3GPP access to set up an emergency sesssion,

-
The UE has sufficient credentials to access EPC

-
To support emergency sessions over WLAN access to EPC, EPC procedures for Trusted WLAN access to EPC (S2a) and EPC procedures for Untrusted WLAN access to EPC (S2b) are defined

-
When using S2b, an ePDG and a PDN GW in the home PLMN are used.

NOTE:
This means that a P-CSCF in the Home PLMN is always used for Emergency session over WLAN access to EPC. In this Release of the specification, no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming.

-
The IMS entities may not be able to get a network provided caller's location.

Further details on the procedures defined for WLAN access to EPC support of support emergency sessions are defined in TS 23.402 [29].

<<<<<<<<<<<<<<<< END OF 1st CHANGE >>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<< START OF 2nd CHANGE >>>>>>>>>>>>>>>>
J.2
UE specific behaviour

For the specific case where the UE has selected to make an emergency call over WLAN access to EPC (hence the UE has detected that the target URI or dialled digits correspond to an emergency sessions), the UE shall use the following procedures:
-
Procedure for determining the list of emergency numbers:

-
If a UE has received a list of emergency numbers from the last registered PLMN via mobility management procedures as described in TS 24.301 [33] and TS 24.008 [13] when connected to the PLMN using UTRAN or E-UTRAN radio access network, the UE shall use this list to determine if the dialled digits correspond to an emergency call as long as the UE has determined that the list is valid (i.e., UE has determined that it is in the same country when the list of number was received from PLMN).

-
If a UE has no valid stored list of emergency numbers from the last registered PLMN, it may determine that the dialled digits correspond to an emergency call based on the list of Emergency Call Numbers retrieved via Access Network Query Protocol (ANQP) procedures defined in IEEE Std 802.11‑2012 [47] from the associated WLAN AP. Otherwise, the UE may use:

-
an pre-configured list of local Emergency Call Numbers, or

-
a list of Emergency Call Numbers retrieved via WLAN using a previous query to a DNS in the same country.

NOTE 1:
When using S2b, it is assumed that the DNS used for ePDG selection can provide the list of emergency numbers for the country.

NOTE 2:
Unless the UE succeeds in using S2a via an AP, information obtained from the AP via ANQP procedures is not trustable and should be used with care.

-
A UE shall establish an emergency PDN connection over WLAN and shall perform an IMS emergency registration before sending an IMS emergency session request.

-
The UE shall include any available location information in the IMS emergency session request. This is further detailed in TS 23.228 [1].

-
For the media supported during IMS emergency sessions, media codec and format support is specified in TS 26.114 [34].

-
For the support of DRVCC on emergency call on WLAN, see TS 23.237 [32].

A UE shall not establish an emergency PDN connection over WLAN if the UE initiated a normal (i.e. non-emergency) session and is subsequently informed by the network that the ongoing session is accepted by the network even though it is an emergency session.

<<<<<<<<<<<<<<<< END OF 2nd CHANGE >>>>>>>>>>>>>>>>>>
