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Abstract of the contribution:

This contribution propose protocol stack for Untrusted Non 3GPP access.
Proposal

Add the following text to the TS 23.501.

*************** Start of changes *********************

8
Control and User plane Protocol Stacks

Editor’s note: This is a place holder to include control and user plane protocol stacks if there is a need to capture the same in stage 2 specification (similar content as TS 23.401 section 5.1 expected). Need for this section is FFS.
8.1
General

8.2
Control plane Protocol stacks
8.2.x
Control Plane for untrusted non 3GPP Access.
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Figure 8.2.x-1: Control Plane for initial part of attach procedure via N3IWF
Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
N12 Application Protocol (N12-AP): Application Layer Protocol between the AMF and the AUSF.
-
The N3IWF creates a NAS Attach Request message on behalf of the UE and send this message over N2 to AMF
Editor’s Note:
The need for NAS layer between N3IWF and AMF is FFS.
Editor’s Note:
Control Plane protocol stack for NAS via N3IWF is FFS.
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Figure 8.2.x-2: Control Plane for NAS via N3IWF once NAS security has been exchanged
Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
A dedicated IPSec tunnel over Nwn is established after the N1 NAS security has been exchanged to transfer N1 NAS message between UE and AMF.

-
The N3IWF relays the N1 NAS signalling between the dedicated IPsec tunnel and N2-AP.
This figure needs to be updated based on the tunnel mode/
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Figure 8.2.x-3: Control Plane for user plane establishment via N3IWF

Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IKEv2 is used to establish the Child SA between UE and N3IWF for each PDU session.
Editor’s Note:
The name of N2-AP and the protocol stack for N2 should be confirmed with RAN3.
Editor’s Note:
The name of N12-AP and the protocol stack for N12 is FFS.
8.3
User Plane Protocol stacks
8.3.x
User Plane for untrusted non 3GPP Access
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Figure 8.3.x-1: User plane via N3IWF
Legend:

-
N3: This protocol tunnels user data between N3IWF and the UPF. This tunnel is per PDU session.

-
The N3IWF relays the user data between per PDU session IPsec tunnel over NWu and corresponding N3 tunnel.
-
The SMF controls the user plane tunnel establishment and establishes a tunnel between N3IWF and UPF per PDU session.
Editor’s Note:        The protocol stack for N3 is FFS and should be confirmed with RAN3.

Editor’s note: The usage of an encapsulation between the UE and the N3IWF for transport of the QoS marking and/or reflective QoS indication has been agreed as working assumption.  It is FFS whether there are alternatives that does not require such encapsulation. In case an encapsulation is needed it is FFS whether GRE or other protocol is used.
*************** End of changes *********************

3GPP

SA WG2 TD


_1546400091.doc


N1 NAS







N1 NAS







L1







UDP/



IPSec







Relay







N2-AP







N2-AP







UDP/



IPSec







L1







L1







L2







L2







FFS







L1







L2







FFS







L2







IP







Nwn







UE







AMF







N3IWF







IP







N2







 







 












_1546402465.doc


Relay







L1







L1







L2







N2-AP







IKEv2







L2







FFS







IP







N12







Nwu







N2







AUSF







FFS







N12-AP







EAP







L1







L2







FFS







L1







L2







L1







L2







FFS







N2-AP







Relay







N12-AP







UE







AMF







N3IWF







IKEv2







IP







L2







L1







EAP







 







 












_1546402464.doc


NWu







L1







L2







L1







L2







FFS







Encapsulation







IP







IPSec







L1







L2







Encapsulation







Relay







IPSec







UPF







N3







N3







IP







IP







FFS







L1







L2







IP







UE







N3IWF







N3







 












_1546391450.doc


N2-AP







FFS







L2







L1







IKEv2







IP







L2







L1







IP







FFS







L2







IKEv2







N2-AP







L2







L1







L1







AMF







N2







N3IWF







UE







Nwu












