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Abstract of the contribution: This contribution proposes text for 5G core network architecture to support Non-3GPP accesses based on agreements in TR23.799.
Introduction
This contribution proposes text for 5G core network architecture to support Non-3GPP accesses based on agreements of NextGen study captured in TR23.799.
Proposal
It is proposed to discuss and approve the following text to the TS 23.501 “System Architecture for 5G System; Stage 2”.
* * * Start of Changes * * * *
4.3
Support of non-3GPP access

4.3.1
General Concepts to Support Non-3GPP Access
The 5G core network supports the connectivity of UE via non-3GPP access networks, e.g. WLAN access. 

Only the support of non-3GPP access networks deployed outside the NG-RAN (referred to as "standalone" non-3GPP accesses) is described in this clause. 
In this release of specification, 5G core network only supports untrusted non-3GPP accesses.

The N2 and N3 interfaces are used to connect standalone non-3GPP accesses to 5G core network control-plane functions and user-plane functions respectively. 
A UE, which accesses the 5G core network over a standalone non-3GPP access, shall support NAS signalling with 5G core network control-plane functions using N1 interface after UE attachment. 
When a UE is connected via a 3GPP RAN and via standalone non-3GPP accesses, multiple N1 interfaces shall exist for the UE i.e. one N1 interface over 3GPP RAN and one N1 interface over non-3GPP access. 
When a UE is simultaneously connected to the same 5G core network over 3GPP access and non-3GPP access, the UE shall be served by a single AMF. 

Editor's Note: The scenario that a UE is roaming and connected over 3GPP access and non-3GPP access through N3IWF located in HPLMN is FFS.
Non-3GPP access networks are connected to 5G core network via a Non-3GPP InterWorking Function (N3IWF). The N3IWF interfaces to 5G core network control-plane functions and user-plane functions via N2 interface and N3 interface, respectively.
A UE establishes IPSec tunnel with a N3IWF to attach to 5G core network over untrusted non-3GPP access. The UE is authenticated by and attached to the 5G core network during the IPSec tunnel establishment procedure. Further details for UE attachment to 5G core network over untrusted non-3GPP access are described in clause 5.2.4. 
Editor’s Note: it is FFS whether the UE attaches to non-3GPP access without establishing any PDU sessions, or if the UE always performs an attach with a PDU session establishment.
Editor’s Note: it is FFS what the UE status the AMF maintains when the UE moves all the PDU sessions to a 3GPP access and whether the N2 connection to the N3IWF is maintained. 
N1 NAS signalling over standalone non-3GPP accesses is protected with the same security mechanism applied for N1 over a 3GPP access.

Editor's Note: Name of N3IWF may need to be changed.
Editor's Note: How QoS is supported via the N3IWF and untrusted non-3GPP accesses is FFS.  
4.3.2
Architecture Reference Model for Non-3GPP Accesses
4.3.2.1
Non-roaming Architecture for Non-3GPP Accesses 
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Figure 4.3.2.1-1: Non-roaming architecture for 5G core network with non-3GPP access 
NOTE 1:
The reference architecture in figure 4.3.2.1-1 supports both the point-to-point and service based model reference point between AMF, SMF and other NFs not represented in the figure.

NOTE 2:
The two N2 instances in Figure 4.3.2.1-1 apply to a single AMF for a UE which is simultaneously connected to the same 5G core network over 3GPP access and non-3GPP access.
NOTE 3
The two N3 instances in Figure 4.3.2.1-1 may apply to different UPFs when different PDU sessions are activated over 3GPP access and non-3GPP access.
Editor's Note: It is FFS whether N3IWF would fully act as and UPF, e.g., terminating N4, N6, N9 or supporting changing and LI.  
4.3.2.2
Roaming Architecture for Non-3GPP Accesses 
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Figure 4.3.2.2-1: Roaming architecture for 5G core network with non-3GPP access – N3IWF in the VPLMN 

NOTE 1:
The reference architecture in figure 4.3.2.2-1 supports both the point-to-point and service based model reference point between AMF, SMF and other NFs not represented in the figure.

NOTE 2:
The two N2 instances in Figure 4.3.2.2-1 apply to a single AMF for a UE which is connected to the 5G core network over 3GPP access and non-3GPP access simultaneously.
NOTE 3:
The two N3 instances in Figure 4.3.2.2-1 may apply to different UPFs when different PDU sessions are activated over 3GPP access and non-3GPP access.

Editor's Note: It is FFS whether N3IWF would fully act as and UPF, e.g., terminating N4, N6, N9 or supporting changing and LI. 
Editor's Note: It is FFS whether UE configuration may lead the UE to select a N3IWF in the HPLMN. 
4.3.3
Network Elements
4.3.3.1
Untrusted Non-3GPP Access Networks 
Untrusted non-3GPP access networks are access networks that use access technologies whose specifications are out of the scope of 3GPP, e.g. WLAN.

4.3.3.2
AMF
In addition to the functionalities of the AMF described in clause 4.2, the AMF includes the following functionality to support non-3GPP access networks:
-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.
Editor's note: The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of NAS signalling with a UE over N3IWF. This NAS signalling may not support some procedures (e.g. Paging) which are defined only over 3GPP access.
Editor's note: The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility and authentication/security context state of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously. 

4.3.3.3
N3IWF
The functionality of N3IWF in case of untrusted non-3GPP access includes the following:

-
Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G core network.

-
Allocation of a N3IWF IP address to be used by the UE to exchange NAS signalling with the 5G core network over the established IPsec tunnel. 

Editor's Note: How and whether N3IWF allocates UE IP address(es) for control-plane and user-plane IPSec tunnels is FFS.
-
Termination of N2 and N3 interfaces to 5G core network for control-plane and user-plane respectively. 

-
Transparently relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF. 

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU sessions and QoS.

-
Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.

-
Transparently relaying uplink and downlink user-plane packets between the UE and UPF. This involves:
-
De-capsulation/Encapsulation of packets for IPSec and N3 tunnelling  
-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink. 

-
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE.
Editor's Note: It is FFS whether N3IWF would fully act as and UPF, e.g., terminating N4, N6, N9 or supporting changing and LI.  

Editor's Note: How QoS is supported via N3IWF and over untrusted non-3GPP accesses is FFS.  
4.3.4
Non-3GPP Access Reference Points

The description of the reference points specific for the non-3GPP access:

N2, N3, N4, N6 : these are defined in clause 4.2.
Y1
Reference point between the UE and the non-3GPP access (e.g. WLAN). This depends on the non-3GPP access technology and is outside the scope of 3GPP.
Y2
Reference point between the untrusted non-3GPP access and the N3IWF for the transport of NWu traffic.
NWu
Reference point between the UE and N3IWF for establishing secure tunnel(s) between the UE and N3IWF so that control-plane and user-plane exchanged between the UE and the 5G core network is transferred securely over untrusted non-3GPP access. 
4.3.5
N3IWF Selection
The UE discovers the IP address of the N3IWF in a 5G PLMN by executing a procedure similar to the ePDG discovery procedure specified in TS 23.402.

Editor’s Note: It is FFS if the N3IWF discovery procedure can be identical to the ePDG selection procedure or if some modifications are needed.
* * * End of Changes * * * *
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