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1
Discussion

One of the open issues listed in the solution for the Policy Framework key issue is whether there is a need to send policies to the UE, what the scope of these policies are and if it is so, what interface is used to provision policies to the UE (e.g. from the Policy Function, from the Control Plane). There are both:

· a general purpose statement such as “Editor´s note: Whether there is a need to provide policies to the UE using a new interface is FFS.” And then
· Specific for access type selection in non-roaming: “Editor's note: How the access type selection related control policy can be transported to the UE is FFS.” and roaming “Editor's note: It is FFS how to provide access type selection policy to the UE and whether the policies from Home Policy Function are provided to the VPLMN via NP4 or via NP2 and NG-RC.”
In order to address these Editor´s note, we discuss on the need to send access selection policies.to the UE first and then we propose to address each specific case when policies may need to send to the UE instead of having a general purpose statement.
Policies for access network discovery and selection in idle mode
The solution for KI#17 proposes to provide the following policies to the UE:

1) Preferred networks list, where a network is defined as a network identifier (e.g. PLMN, WLAN SSID), when applicable, RAT type, and optionally frequency information;

2)
List of services/network slices supported by each network, optionally with associated information (e.g. RAT associate to the slice type);

3)
Priority associated with each network for a given service, relative to other networks which also support the same service;
4)
Optionally, a validity Condition specifying when/where a policy is valid (e.g. PLMN, time, location and RAN parameters). If this information is not included, the NDS policy is always considered as a valid.

This solution proposed in this document is that the UE uses the existing procedure for Network Access Selection defined in TS 23.122: “The ME shall utilize all the information stored in the USIM related to PLMN selection, e.g. “HPLMN selector with Access Technology”, “Operator or User controlled PLMN selector with Access Technology” and then use the procedures defined in TS 23.122 to enforce the validity conditions, e.g. List of Forbidden PLMNs for validity conditions for the PLMN or list of PLMN/access technologies with high quality signalling in descending order.
The information stored in the SIM is semi-static and not based on dynamic policies but rather the UE implements logic to determine how the information stored in the USIM should be executed. Therefore, these are not policies to the UE but rather configuration parameters that may be provisioned using O&M. In addition, the configuration information in the SIM is usually common to all subscribers and do not change that often. Fine grain granularity per subscriber about allowed or forbidden PLMNs is controlled in the network. Fine grain granularity on the use of a certain RAT type per subscriber is also controlled by the RAN using the SPID/RFSP once the network discovery and selection finishes and the UE is registered,

Note that in this context provisioning of policies to the UE means to provide a set of instructions which when triggered by an event, evaluate conditions, and generate appropriated actions to govern the UE behaviour for NW access discovery and selection in idle mode.

Since key issue#17 is about 3GPP access, the proposal is to use existing procedures defined in 23.122, using the information provisioned in the SIM card and the UE logic to execute the validity of the information stored in the USIM card.
Conclusion 1: With the current scope of key issue 17, there is no need to provide policies to the UE. The information is locally configured in the USIM and validity conditions are enforced by the UE as defined in TS 23.122.
In addition, the policies for access network discovery and selection for non-3GPP access are also provisioned by the ANDSF to the UE as Access Network Discovery and selection Information in non-3GPP access as defined in TS 23.402: “the access technology type (e.g. WLAN, WiMAX), the radio access network identifier (e.g. the SSID of a WLAN), other technology specific information, e.g. one or more carrier frequencies, validity conditions, i.e. conditions indicating when the provided access network discovery and selection information is valid (such conditions may include e.g. a location). The proposal is to study how to provision policies to the UE for access network selection for non 3GPP access and possible reuse of the same mechanism for both 3GPP and non 3GPP access in phase 2.

Conclusion 2: Provisioning of policies for NW access discovery and possible provisioning of policies to the UE for both 3GPP and non-3GPP access will be studied in phase 2.

2
Proposal

It is proposed to state in this solution for the Policy Key issue that:

· There is no need to send access network and selection policies to the UE in phase 1, while mechanisms defined for 3GPP access can be used.

· Applying the same mechanisms for 3GPP and non 3GPP access to provisioning policies to the UE for NW access discovery and selection in idle mode is studied in phase 2.

· Include a definition of an operator policy with the goal to align understandings.
* * * First change* * * *
6.10.4.1
Overview
6.10.4.1.x 
Definitions

Operator Policy: An operator configuration to derive the desired behaviour of the network elements and/or the UE based on information collected from available sources. The desired behaviour can imply both permissions and denials as well as tuning actions.
Rule: The description of the desired behavior based on Operator Policy and sent to the network elements and/or to the UE.
6.10.4.1.y 
Description
It is expected that in the NextGen System the network behaviour can be dynamically shaped via operator policies, allowing carriers to deliver differentiated services to their users (see Key Issue #10).

Sometimes, the operator policies can be local to the NG Control Plane function that requires them, responding to internal inputs (internal events, internal data) and acting on resources internal to the function. 

But other times, the operator policies to deploy in the network require:

-
 Inputs from several sources (e.g. subscription information, subscriber location changes, etc.) 

-
Coordinated actions on different resources of the different NextGen System functions (e.g. changes in the authorized QoS and authorized PDU sessions depending on time of day).  

In these scenarios, a separated Policy Function that gathers the complex decision control logic provides the flexibility needed for a fast deployment of differentiated services.

The Policy Function, taking into account the input provided by the NG Control Plane in the Policy requests, together with the operator-defined rules and other information (as e.g. subscription information), responds to the NG Control Plane with Policy decisions that indicate the selected choice of network behaviour (QoS network behaviour, Session Management network behaviour, etc.).  

The NG Control Plane will propagate the received Policy decision information to the Policy enforcement points of the e.g. QoS Control, the Session Management or the Mobility Management frameworks.  

The Policy Function also reacts at the reception of events (for example Application session events, core network events) or data updates from various sources (for example, changes in subscription information) to deliver Policy decisions to NG Control Plane. 
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Figure 6.10.4.1-1: Baseline Policy Reference Architecture (non-roaming)

The figure above shows an architectural view of the Baseline Policy Reference Architecture (for non-roaming cases), where the Policy Function is separated from the NG Control Plane box and interfaces with  the NG Control Plane. The figure also depicts the relation of the Policy Function with other functions external to NG Control Plane that can initiate Policy decision re-evaluation.

The proposed solution follows the principles of the EPS Policy and Charging control architecture, retaining a centralized control based on policies to govern the operator choices of network behaviour.

The NG5 reference point lies between the Application Function (AF) and the Policy Function, and enables the transport of application level events and service information from the AF to the Policy Function.

NOTE: Service information provided by the application is listed in clause 6.2.1.1.2.

The NG7 reference point resides between the NG Control Plane and the Policy Function. It enables the transport of network events and Policy Requests from the NG Control Plane to the Policy Function, and the delivery of Policy Decisions from the Policy Function, with the specific treatment for QoS control, Mobility Management, Session Management, etc., to the NG Control Plane.

The NG12 reference point resides between the subscription profile repository and the Policy Function and enables the Policy Function access to up-to-date subscription information.  

Note that as the work in the different KIs evolves, it will be settled how the NG Control Plane functions control the network resources. The dependencies with the Policy Function for the selection of specific choices for the control of the network resources could be completed then, including:

-
the identification of the events that trigger the NG Control Plane to request Policy decisions, 

-
the detailed information provided by the NG Control Plane to the Policy Function

-
the Policy decision information conveyed between the Policy Function and the NG Control Plane, 

-
the required Policy interactions. 

Also, the complete set of external functions that will trigger the evaluation of Policies could be completed, as well as the detailed information required in the corresponding reference points.
In phase 1, the PLMN/Access network information configured in the UE and the validity conditions defined in 23.122 are used, no need to provide additional flexibility provided by operator policies provisioned to the UE
Editor´s note: Whether there is a need to provide policies to the UE for network access selection and discovery and the interface will be studied in phase 2.
* * *  Next Change * * * *
8.x
Interim Agreements on the Policy Framework

Interim agreements on the Policy Framework key issue:
z. For Access Network Discovery and Selection, UE configuration and procedures defined in 23.122 are used. The need to provide additional flexibility by operator policies provisioned to the UE is studied in phase 2.
* * *  End of Changes * * * *
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